MARKING GUIDE FOR COMPUTER STUDIES PAPER 1 2019
SECTION A
Attempt all questions in this section
1. Which one of the following tools would be the best for cleaning the outer surface of a monitor?
A. Dust blower
B. Form cleaner
C. Pliers
D. Screw driver.
2. At what stage of the following stages would flow chats be used in the programming process?
A. Testing stage
B. Design stage
C. Program coding stage.
D. Implementation stage.
3. Computer errors reporting to the user is a preserved function of…………………………….
A. Application software platforms
B. Operating system software
C. System utilities
D. Network administrator.
4. Which one of the following memory units is usually provided in system peripheral units?
A. Buffer memory
B. Cache memory
C. BIOS
D. Virtual memory.
5. Which one of the following roles is the main function of a software interface?
A. Storage of information
B. Enable the user to interact well with the software
C. Warning the user in cases of danger
D. Outputting data
6. The computer system maintains it configurations like date and time right even when the system is switched off from the main power source because of its?
A. CMOS
B. RAM
C. Automation
D. CMOS battery
7. A single structure representing a set of related data in a database table is referred to as…..
A. Field
B. Report
C. Record
D. Query
8. The standard protocol for Internet related electronic mails is…………….
A. TCP/IP
B. OSI
C. SMTP
D. NOS
9. Which one of the following data transmission media would offer a user the least data through-put?
A. Twisted pair
B. Optical fiber
C. Coaxial 
D. Microwave
10. An active cell of a spreadsheet can easily be identified by?
A. Name box
B. Formulae bar
C. Worksheet tab
D. Worksheet charts
11. Which one of the following document processors is a word processor engine?
A. Note pad
B. Word wrap
C. WordPad
D. Lotus 
12. The power-on self-test (POST) is run by…
A. BIOS. 
B. Operating system
C. Log-on
D. Boot strap loader.
13. ……………………is a web page that allows users to make adjustments in the content previously uploaded.
A. Blog
B. Wiki
C. Aggregator
D. News group
14. Which one of the following statements is true about data values when they appear in a spreadsheet cell?
A. They are dressed in inverted quotation marks in logical functions
B. They usually left aligned by default
C. They are usually followed by a comma
D. They are usually right aligned in a cell by default
15. Which one of the following is not a navigation tool of slides during a presentation
A. Hyperlink
B. Action button
C. Remote sensor
D. Slide master.
16. Which one of the following word processor proof reading tools would enable a user to quickly replace some words in a document with other words?
A. Autocorrect
B. Autocomplete
C. Spelling and grammar checker
D. Thesaurus.
17. Which one of the following measures would ensure that changes made on the parents table are reflected on the child table?
A. Entity integrity
B. Referential integrity
C. Validity integrity
D. Primary key
18. When computers are classified as digital or analog it means that they are being classified basing on…….
A. Physical size
B. Specialty
C. Process
D. Processor power
19. In the mechanical era computers used ………………………………….. for their internal operations.
A. Integrated circuits
B. Diodes
C. Vacuum tubes
D. Gears
20. Which one of the following utilities would one use to prepare a storage media for data storage?
A. Formatting
B. Debugging
C. Anti-virus
D. Backup 
SECTION B 
Attempt all questions in this section
21. (a) (i)  state one difference between a micro-computer and a mini-computer.                  
· Micro-computers offer limited processor power than mini-computers
· Micro-computers like hand held computers are more portable than mini-computers
· Micro-computers are generally cheaper than mini-computers                  


(Any 1x2 = 2 Marks)     
     (ii)  List two characteristics of personal computers.                    
· Generally offer the computing functions by themselves
· They are generally the cheapest
· Offer limited processor power
· They are more portable than any other category of computers     



(Any 2x1 = 2 Marks)                        
      (b) Give two examples of Hybrid Computers              
· Hycomp 250
· HYDAC 2400   
· VLSI hybrid computer  
Can also give;   


· Computing devices used in petrol pump 
· Hybrid computing machines used in scientific applications and control of industrial processes.
· Hybrid computers used in hospitals to measure the heartbeat of the patient.



(Any 2x1 = 2 Marks)                 
(c)   State four challenges facing computer related jobs in Uganda    
· Limited computer technical skills
· High costs of computer tools
· Limited market for computers and their services
· High levels of ignorance and illiteracy
· Lack of adequate computer laws
· High levels of informal sectors
· Expensive energy sources.
· High costs internet services
· Limited market for computer professionals








(Any 4x1 = 4 Marks)
22 (a)     State three classifications of computer hardware
· Input hardware
· Processing hardware
· Storage hardware
· Output hardware




(Any 3x1 = 3 Marks)                                                                                                                                                     
      (b)   Give one difference between solid state and optical storage media
· Optical storage media usually spins or rotates during the data reading and writing process while solid state media doesnt
· Optical storage media uses laser light technology for data reading and writing while solid state is optical-magneto.   






(Any 1x2 = 2 Marks)                  
    (c) State two circumstances that can lead to re-installation of the operating system.            
· When the hard disk has been formatted
· When the operating system blows
· When the current O.S is no longer effective in coordinating system activities. For instance when some basic components are no longer detected or system takes too long to respond to O.S based instructions
· After some thorough virus scan  







(Any 2x1 = 2 Marks)                   
 (d) Give three situations that can necessitate one to warm boot a computer                 
· When the operating system has frozen or hanged
· When an application program hangs or refuses to run
· When changing from one operating system (like windows 7) to another (like Linux), in cases of computers with double or multiple O.Ss.
· When the operating system fails to detect or interact with some peripheral devices like keyboard, mouse, or modem.
· After installation of some software or programs.
· After installation of some device or peripheral drivers.
· When cleaning a malware (like a virus, Worm or Trojan)
· After configuring or setting up a network
· Terminating a suspected data tap or hack   














(Any 3x1 = 3 Marks)
23 (a) Name two situations where electronic spreadsheet application software can be used in a shop.  
          


                
· They can be used to automate sales or product lists by the trader.
· Can be used in the preparation of payrolls for shop attendants.
· Can also be used in the preparation of budget report by a trader.
· Used in compilation and analysis of sales and purchases data over time.
· Used to record sales, produce invoices and compile statements.













(Any 2x1 = 2 Marks)
(b) Give two situations that can necessitate one to use equal signs in an electronic spreadsheet cell.                                                                          
· When initiating a formula or calculation
· When initiating a function 
       (2x1 = 2 Marks)          
        (c) Give two tools used for ensuring data integrity in electronic databases applications.                                                                          
· Data types
· Field properties like Caption, validation rule, input mask and field size.
· Primary keys   







(Any 2x1 = 2 Marks)
       (d) Explain the following electronic database concepts.
       (i)    Field properties                                                                                                                                            
· Characteristics or features that define a single item of data within a database like size, format, etc.



· They are properties that describe field contents and how the data in it should be displayed. 





(2 Marks)
       (ii) Data types                                                                                                    
It is a feature that determines major field qualities, like;
· Which formats can be used with the field.
· The maximum size of a field value.
· How the field can be used in expressions.
· Whether the field can be indexed. 



















(2 Marks) 
 24. (a) With the help of an example briefly explain the concept of noise in electronic data transmission.                                                         
Explanation 
Any unwanted form of energy that tries to interfere with proper reproduction and reception of wanted signals.
OR
Random undesirable electrical energy that enters into a communication system and interferes with the transmitted message. 











(1 Mark)  
Example:         
· Atmospheric noise or static caused by lightning discharges in thunderstorms
· Short noise
· Transit time noise
· Partition noise that occurs where current is to be divided between two or more paths.









(Any 1x1 = 1 Mark)
(b) Briefly describe the meaning of the following terms as used in electronic data communication
   (i) Wi-Fi                                                                                     


· Refers to any network environment that allows devices to exchange and share data and other resources wirelessly conforming to the standards of the Institute of Electrical and Electronics Engineers (IEEE) —802.11. 

(2 Marks)
                 (ii)    Bluetooth   technology                                                                                
· It is a technology that allows short-range radio waves transmission of data between paired Bluetooth devices. Device pairing establishes a relationship for the devices to communicate.













(2 Marks)
(c ) State two features of an electronic web page                                         
· Hyperlinks
· Navigation buttons
· Banner   








(Any 2x1 = 2 Marks)
           (d )          Explain the following tags as used in web designing.
                 (i )     The  <title>  tag                                                                                                      
· It is used in all HTML documents to define the title of the document.                   



(1 Mark)                                    
                 ( ii )   The <body> tag                                                                                                      
· It is an element that contains the entire contents of a webpage. 
(1 Mark)
25      (a) (ii)  Briefly describe the concept of document referencing as applied in electronic word processors.                                                                                                                                       
· They are tools used to navigate the various sections of a document like foot notes, end notes,
   tables of contents, citations, bibliography, table of figures, etc.      
(2 Marks)
(ii) Give two examples of document referencing features found in electronic word processors.      
· Foot notes
· End notes
· Tables of contents
· Citations
· Bibliography
· Table of figures, etc.           
(Any 2x1 = 2 Marks)            
(b) Name two electronic presentation features used to navigate slides during a presentation   
· Hyperlinks
· Action buttons     




(2 Marks)          
(c)     Give two publications that can be created using presentation software                        
· Webpage
· Labels‎
· Resume‎
· Invitations‎
· Calendars‎ 
· Brochure, through templates ‎                                                           (Any 2x1 = 2 Marks)
(d) State two end product documents of a mail merge. 




· Main document or primary file
· Mailing list or secondary file or data source
· Merged document 
            (Any 2x1 = 2 Marks)
26. (a) With the help of an example define a computer utility software. 
                  
These are system programs used to maintain or services other programs and devices   (02 marks)
(b) State two characteristics of computer software.
· They are electronic instructions
· It is artificial intelligence
· It determines what a computer can be used for
· Different softwares perform different functions
· All software has cost or consideration whether direct or indirect (Any 2x1 = 02 marks)
(c) State two categories of programming language translators
· Interpreters
· Compilers
· Assemblers    







(Any 2x1 = 02 marks)
(d) Re-arrange the following programming stages in their ascending order. 

Coding & code review/documentation/Planning/analysis and design.
· Planning
· Analysis and design
· Coding & code review
· Documentation





(04 marks for only correct order)
SECTION C (Attempt only one Question from this section)
   27. (a) Assuming that you have been provided with the following tools; anti-virus utility tools kit, five CCTv cameras, cable seals, Alarm alert devices, device engraving tool, burglar proof set, ten automatic security lights, G7 model Firewalls kit, and a security guard. 
Demonstrate how you would use five of the above mentioned tools to enhance computer systems security.
1. Anti-virus utility tools kit:
Used to search, detect, prevent and remove system malwares like viruses, worms and Trojans.
 2. Five CCTv cameras:
Used to take video proceedings of surroundings for security purposes
 3. Cable seals:
Used to attach data and electrical cables together to avoid unnecessary removal and movements.
4. Alarm alert devices:
Used to make alarm notifications or alerts once activated for security purposes
5. Device engraving tool:
Used to make special marks of identity characters onto hardware devices for attachment or belonging.
6. Burglar proof set:
Used to keeping door-ways, vents and windows re-enforced with metallic or wooden barriers to inconvenience burglars.
7. Ten automatic security lights:
Used to put off wrong doers by keeping places of computer installations lit in case they attack.
8. G7 model Firewalls kit:
A combination of hardware and software used to filter information coming through a network. It can be for digital content, devices or moral protection of system users.
 9. Security guard:
This can be in form of live objects used to keep security or scare off would be burglars and thieves. Can be humans or specialized dogs.
(Any 5x2 = 10 marks)
 (b) State five challenges facing computer software in your school. 
· Piracy
· Uninstallation by users
· Virus attacks
· Interference with source code
· Cracking
· Loss of product keys
· Theft of software product CDs





(Any 5x2 = 10 marks)
28.        a) Explain five problems that affect normal operations of a computer system.        
(10marks)
Physical problems:
· Burglars — Intentionally steal ICT based equipment. 
· Terrorists. Maliciously cause damage to computer installations. 
· Earthquakes/rainfall/tornadoes/lightning/floods 
· Users — employees/visitors/learners. Typical of system cannibalism, corporate data, hardware and software pilferage. 
· Dust: Dust builds thick coatings in slots, ports, internal chips, etc. Dust coating can also cause unnecessary heat, data and electric insulation.
· Electricity — electric power variations (excessively low or high voltage causing Circuit/bus cracks, Connection breaks and Chip crapes small movement or dislocation)
· Electrical Noise — like Electronic static discharge, and Electromagnetic interferences causing short circuits of devices
· Playing and fighting around computer installations 
· Excessively low/high temperature: Their expansion and contraction can easily cause bus cracks.
· Fire
· Effects of water and leaking roofs 
· Magnetic fields — cause magnetic inductions, which disturb computer data movements and processing on magnetic storage media 
· Electrostatic electricity — short-circuit devices like RAM or CPUs 
· Effects of corrosion: Acts of rodents and other living organisms like cockroaches causing rusting of devices.
· Vandalism: Involves acts of defacing or destroying ICT equipment. Some people can Intentionally damage ICTs out of malice or sabotage. 
· Substandard equipment. Like; poor furniture 
· Poor electrical installations and device connection. For instance poor earthling and, connecting devices into wrong ports leading to bent pins. 
Digital content and network based problems;
i) Trespass 
This is the act of gaining access into ones information/computer system without “legal permission”. It applies to both hardware and digital content.
ii) Cracking 
This is permanent tampering with ICT systems security codes/policies, and network tracking and profiling systems for personal gains.
iii) Hacking 
This refers to internationally braking of codes and password to gain unauthorized entry to computer system data and information files.
iv) Piracy 

This refers to illegal copying or duplication of copyrighted software, music or videos, information or data.
v) Sabotage. 
This is illegal distraction of data and information with the aim of crippling service delivery or causing great loss to an organization.
vi)  Alteration. 
This is illegal changing of data and information for personal gains or misinforming the authorized users.
vii) Fraud 
It refers to the use of ICT installations to cheat people or to gain an advantage over others. For instance, use of ICTs to dehumanize or erode peoples dignity, forge documents, evidence or solicit money falsely. Other forms of fraud include;
· Posing as someone from the official organisation
· Stealing peoples identity like creating face book or whatsup accounts with their initials
· Phishing: Where people are tricked to provide personal information only to be used for wrong reasons
· Promising Get-rich-quick schemes — World Ventures.
· Spoofing:  Creation of fake  websites or networks to defraud others
· Pharming: A network fraud where criminal redirect network traffic/data to unintended destinations for selfish gains
viii) Plagiarism. 
This involves copying other peoples E-materials and one presents it as his/her personal work. It is a growing concern in academic cycles where take-home assignments are given.
ix) Back doors. 
They are malwares that allow hidden access to a computer system or ICT installation. 
Other problems include;
· Viruses, worms and Trojans
· Denial of service attack
· Eavesdropping/Tapping: 
· Surveillance.
· Industrial Espionage
· Users — employees/visitors/learners. Typical of system cannibalism, corporate data, hardware and software pilferage. 
· Dust
· Magnetic fields — disorganise data on magnetic storage media 
· Electrostatic electricity — short-circuit devices like RAM or CPUs 
· Acts of rodents and other living organisms like cockroaches. 
· Effects of Viruses, Worms and Trojan Horses. 
· Spyware: programs placed on computer without users knowledge. Secretly collects information about user. 
· Spam: unsolicited  e-mail message sent to many recipients









(Any5x2 = 10 marks)
b) Suggest five solutions to the problems identified in question 28 (a) above.          (10 Marks)
·  Regular servicing and repair (troubleshooting) by qualified technical personnel. 
· Use of video Closed Circuit Television (CCTV) cameras 
· Use of lock and key approach
· Bolting computers and other ICTs to the desks, floor or wall.
· Use of swipe cards or keypads to activate locks
· Use of special pens to mark, or engrave ICTs with personal/organizational initials.
· Burglar proofing: Keeping door ways and windows re-enforced with metallic or wooden barriers.
· Use of live security guards
· Use of electric power surge regulators — like Uninterruptible Power Supply units (UPSs)
· Effective computer laboratory Rules and regulations highlighting Dos and Donts. 
· Insurance and assurance policy measures. 
· Effective computer equipment and software procurement and disposal policy. 
· Sensitization — education and training on physical safety best practices
· Authentication of system users through; Biometric devices and Identification systems like possessed objects — e-cards, etc. 
· Use of temperature regulator like Air Conditioners (ACs)
· Use of woolen carpets to; absorb dust, reduce damage when light objects fall, reduce effects of electric shocks, and regulate room temperature because wool is a bad conductor of heat.
· Use of plastic covers
· Use of alarm systems like smoke detectors, metal and burglar detectors.
· Making or subsidizing software cheap, enough to increase affordability
· Enhancing the free software movement.
· Use of license and certificate to identify originals.
· Setting installation Product Keys (pass codes) to deter illegal installation of software.
· Enhanced Firewalls
· User IDs and passwords
· Encryption: This involves scrambling data in such a way that people can not ordinarily understand it. The data would need an encryption key to be read.
· Audit log: Involves enabling the system to keep a record of every activity done on the system in an “audit file”
· Buying software from authentic producers, vendors or suppliers.
· Legislation: This involves setting up working rules and regulations to regulate acquisition, storage, usage and retirement of digital content
· Anti-spy software.
· License agreement: Allows user to install software on one computer, make backup copy, and sell software after removing from computer 
· Data Encryption. This renders data unreadable by third parties apart from users with an encryption key. 
· Use of Anti-virus approach 
· Legislation - An effective Software and data safety policy 
· Doing periodic software and data audits.
· Regular software updating and upgrading . Most of the newer software versions and releases come with better to use and secure features. 
· Software customisation or personalisation. 
· Sensitization — education and training of users on ICTs and network best practices and policies — e.g., virus alert policies. 
· Effective data backup and recovery policy. 
· Creating different user accounts and/with passwords for different users. 
· Joining secure network/internet service providers.
· Creating backups in locations away from main computing center.
· Use of GPS for online tracking of software and hardware.
        








(Any5x2 = 10 marks)
29. (a) Demonstrate any three methods of error detection in a program code. 
Methods of error detection would include:
· Use of test data which subjects the new program to a real work challenge
· Compilation — debugging utilities
· Dry-run/desk check or walk    





(3x2 = 06 marks)
(b) Write a simple computer program code which can be used to output your Surname name and Given name on two lines.









(14 marks)
#include<stdio.h>



// 
2marks
Int main()




// 
2marks 
{






// 
2marks

printf(“Balibaseka”\n);
 // 
2marks

printf(“Charles Abdullatif”); // 
2marks

getch();





return 0; 


// 
2marks
}






// 
2marks          (Total 14 marks)
End
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