1. The term Computer System. 
In many occasions this term is described differently by various authors especially when they want to express particular areas of their interest. However, when describing Computer Systems, relative similar descriptions are highly likely: 
i) To some, Computer Systems components are to be described as: Input devices, Processor, Storage, Output Devices and Communication Channels. The writer of this book suggests that these should be termed as Computer Systems Hardware. 
ii) Others, Computer System components include: Hardware, Software, 
Humanware or people, Procedures, Data/Information and Communication. 
This can best understood as Data based Computer Systems or Elements of Computer data processing Systems. 
2. The term Systems Unit 
Perhaps, this should not have confused anyone but when the word “system” is mentioned, learners may take it to be Computer System. System Unit or System cabinet only describe components that are housed in the box cabinet such as Hard disk, Power Supply, Motherboard, and anything else found there can be listed and described. 
3. Components of the CPU – The processor. 
Sometimes, authors indicate only two, that is, Control Unit and Arithmetic Unit. Others add in main memory. To further make the life of the learners harder is when other authors include Registers and Buses. Depending on the architecture of the computer, actually, all authors are right. The current author’s aim is to guard against the situation where a learner is put in the cross fire where a trainer or examiner does not recognize some of the components in the CPU. 
 
Unit for Measuring Capacity 
Computer’s storage capacity is described in bits, bytes, kilobytes and so on. It is clear cut that eight (8) bits amount to a byte. But, 1024 byte (not 8 bytes) amount to a Kilobyte. And 1024 form a Gigabyte and so on. However, the area of contention here comes when the interval 1024 of bytes or kilobytes is compromised or approximated to 1000. The advice of the author to all examiners is to indicate which interval should be followed by learners during conversion of one storage expression (say Megabytes) to another storage expression (say bytes). 
Also, keep in mind that if you use the interval of 1000 instead of 1024, in case of large numbers, billions of bits or bytes may be left out. 
4. Types of Printers 
This part has several possible confusions. If not properly asked, questions related to this area can greatly confuse the examinees. For instance, printers can be classified with the way they send prints on paper, i.e. Impact and Non-impact printers. Secondly, printers can classified according to the amount of characters sent on paper at a time. i.e. Character Printers, line printers and Page printers. Finally, types of printers can be taken as the way they are produced by different manufacturers such as Laser printer, Ink jet printers, Dot matrix printers and so on. 
5. Programming languages 
Programming language, if asked their types can also confuse examinees. For instance, it is possible for a posed question to write types of programming languages. In this case, one may write levels of programming language such as Machine Language, Assembly Languages, High level languages and so on. Also, it is possible for one to write types of computer high level programming languages such as JAVA, C++, BASIC, and so on. There are also other forms of classifying high level languages such as Commercial Languages, Scientific languages, Command languages, and General purpose Languages. 
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What is Computer Studies? 
· Is a subject which deals with the features of computers, ways and methods of using computers so as to provide a basis for understanding the impact of computers on individuals, organization and society. 
What is a Computer? 
· A computer is an electronic machine, operating under the control of instructions stored in its own memory that can accept data, manipulate the data according to specified rules, produce results, and store the results for future use. 
· A computer is an electronic device which is capable of receiving the inputs (data from the user), storing it for a desired period of time, manipulating it according to the set of instructions (called program) and producing the output to the user in desired form. What is Computer Literacy? 
· Computer Literacy is the nontechnical understanding of microcomputer, how to use simple applications and of the role computers play in modern society. 
 
· Computer Literacy includes an awareness of computers, knowledge about computers and interaction with computers. 
· Awareness means being aware of their importance, their versatility, and their potential for good and ill in our society. 
· Knowledge, means learning what computers are and how they work. 
· Interaction, means learning to use computers for some simple applications 
Data and Information 
Computers process data to create information. Data is a collection of raw unprocessed facts, figures, and symbols. Information is data that is organized, meaningful, and useful. 
Examples of Data and Information 
	Data 
	Information 

	Letters (e.g. a, b, c) 
	A word e.g. Apple, a boy, etc. 

	Word and Symbols 
	A report, a letter, an essay. 

	Numbers 
	A mathematical formula 

	Examination scores 
	Comments, grades 

	Musical notes 
	A piece of music, song, etc. 


 
Characteristics of good Information. 
i) It is relevant to its purpose ii) It is accurate and comprehensive iii) It is obtained from a reliable source. 
iv) It is communicated to the right person and in time. v) It is understandable by the users. 
Data Processing 
· To process data into information, a computer uses hardware and software. Hardware is the electric, electronic, and mechanical equipment that makes up a computer. 
· Software is the series of instructions that tells the hardware how to perform tasks. 
 
[bookmark: _Toc477659066][bookmark: _Toc477817774]Elements of Computer Data Processing System 
Computer data processing and communication system is built up by six elements: 
i) Hardware, consists of all machinery and equipment in a computer system e.g. printers, hard disk, keyboard, etc. 
ii) Software, software or programs consists of step-by-step instructions that tell the computer hardware how to perform a task. 
iii) People, these are the ones to analyze, develop, and improve on the computer system. They are the beneficiaries of computers and communications system. 
iv) Procedures, these are the descriptions of how things are done, steps for accomplishing a result. 
v) Communication, the electronic transfer of data from one place to another. 
vi) Data and Information: 
- Data consists of raw facts and figures that are to be processed into information. - Information is a summarized data that is useful for decision making. 
[bookmark: _Toc477659067][bookmark: _Toc477817775]Parts of a Computer 
A computer is really a system of many parts working together. The physical parts, which you can see and touch, are collectively called hardware. (Software, on the other hand, refers to the instructions, or programs, that tell the hardware what to do.) 
[image: ] 
The Illustration above shows physical parts of a computer. 
System Unit 
· The system unit is a rectangular box placed on or underneath your desk containing many electronic components that include microprocessor, memory chips, buses, and system clock that process information. 
· The most important of these components is the central processing unit (CPU), or microprocessor, which acts as the "brain" of your computer. 
Keyboard 
A keyboard is used mainly for typing text into your computer. Like the keyboard on a typewriter, it has keys for letters and numbers, but it also has special keys: 
· The function keys, found on the top row, perform different functions depending on where they are used. 
· The numeric keypad, located on the right side of most keyboards, allows you to enter numbers quickly. 
 
Mouse 
· A mouse is a small device used to point to and select items on your computer screen. It's small, oblong, and connected to the system unit by a long wire that resembles a tail. Some newer mice are wireless. 
Monitor 
· A monitor displays information in visual form, using text, graphics, still and moving pictures. The portion of the monitor that displays the information is called the screen. 
· There are two basic types of monitors: CRT (cathode ray tube) monitors and LCD (liquid crystal display) monitors. 
· Both types produce sharp images, but LCD monitors have the advantage of being much thinner and lighter. CRT monitors, however, are generally more affordable. 

 
LCD Monitor (left) and CRT Monitor (right) 
Printer 
· A printer transfers data or information such as e-mails, cards, invitations, announcements, photos and other materials from a computer onto paper. 
[image: ]
 
Inkjet (left) and Laser printer (right) 
Modem 
· To connect your computer to the Internet, you need a modem. A modem is a device that sends and receives computer information over a telephone line or high-speed cable. 
· Modems are sometimes built into the system unit, but higher-speed modems are usually separate components. 
Speakers 
· Speakers are used to play sound. They may be built into the system unit or connected with cables. Speakers allow you to listen to music and hear sound effects from your computer. 
 
Hard disk drive 
· Hard disk drive stores information on a hard disk, a rigid platter or stack of platters with a magnetic surface. 
· Hard disks hold massive amounts of information; therefore, they serve as your computer's major storage, holding almost all of your programs and files. 
· The hard disk drive is normally located inside the system unit. 

CD and DVD drives 
[image: ]CD drives use lasers to read (retrieve) data from a CD, and many CD drives can also write (record) data onto CDs. If you have a recordable disk drive, you can store copies of your files on blank CDs. You can also use a CD drive to play music CDs on your computer. DVD drives can do everything that CD drives can, plus read DVDs. If you have a DVD drive, you can watch movies on your computer. Many DVD drives can record data onto blank DVDs. 
If you have a recordable CD or DVD drive, periodically back up (copy) your important files to CDs or DVDs. That way, if your hard disk ever fails, you won't lose your data. 
 Floppy disk drive 
Floppy disk drives store information on floppy disks, also called floppies or diskettes. Compared to CDs and DVDs, floppy disks can store only a small amount of data. They also retrieve information more slowly and are more prone to damage. For these reasons, floppy disk drives are less popular than they used to be, although some computers still 
include them. Floppy Diskette 
[bookmark: _Toc477659068][bookmark: _Toc477817776]Categories of Computers by size 
· Computers can be classified into four general types basing on their size (processing speed and the capacity to store data) 
· These categories include: 
i) Supercomputers ii) Mainframe computers iii) Minicomputers iv) Microcomputers 
Supercomputers 
· Supercomputers are high capacity computers that cost millions of dollars, occupy special air conditioned rooms and are often used for research purposes. 
· Among their uses are worldwide weather forecasting, oil exploration, aircraft design, and mathematical research. 
Mainframe Computers 
· Mainframe computers are fast large capacity computers, also occupying special air conditioned rooms. 
· Mainframe computers are used by large organizations like banks, airlines, insurance companies, universities, to handle millions of transactions. 
Mini frame computers 
· Miniframe computers, also known as midrange computers are the scaled down mainframe computers. 
· They are used by medium-sized companies for specific purposes such as accounting. 
Microcomputers 
· Microcomputers are small computers that can fit on top of the desk or one’s briefcase. They are also known as personal computers. 
· Microcomputers are used to run easy to use programs such as word processor or spreadsheets. 
· Examples of microcomputers are desktop and laptop computers. 
Microcomputer can be classified into two types: 
1. Desktops 
2. Portables 
· The difference is portables can be used while travelling whereas desktops computers cannot be carried around. 
· The different portable computers are: - 
1. Laptop 
2. Notebooks 
3. Palmtop (hand held) 
4. Wearable computers 
· Laptop: - this computer is similar to a desktop computers but the size is smaller. They are expensive than desktop. The weight of laptop is around 3 to 5 kg. 
· Notebook: - These computers are as powerful as desktop but the size of these computers are comparatively smaller than laptop and desktop. They weigh 2 to 3 kg. They are more costly than laptops. 
· Palmtop (Hand held): - They are also called Personal Digital Assistant (PDA). These computers are small in size. They can be held in hands. They are capable of doing word processing, spreadsheets and hand writing recognition, game playing, faxing and paging. These computers are not as powerful as desktop computers. 
· Wearable computer: - The size of this computer is very small so that it can be worn on the body. It has smaller processing power. It is used in the field of medicine. For example pace maker to correct the heart beats. Insulin meter to find the levels of insulin in the blood. 
[bookmark: _Toc477659069][bookmark: _Toc477817777]Classification of Computers by Process 
Computers can be classified according to the type of data they can manipulate: 
i) Digital Computers ii) Analog Computers 
 iii) Hybrid Computers 
 Digital Computers 
· Digital computers operate on discrete data (0’s and 1’s). Any data/instructions to be processed by the digital computers must be converted to discrete representations. 
· Digital computer’s arithmetic operations and logical comparisons are based on binary digits (0’s and 1’s) and other characters that are numerically coded. 
· Digital computers are mostly applied in business environment. 
Analog Computers 
· Analog computers operate on continuous data usually of physical magnitude such as lengths, voltages, pressures, etc. 
· Analog computers perform arithmetic and logical comparisons by measuring of changes in physical magnitude e.g. pressure and temperature changes. 
· Analog computers are applied most in scientific environment or engineering experiment. 
· The simple examples of analog computers include slide rule, speedometer of a car, voltmeter, barometer, etc. 
Hybrid Computers 
· Hybrid computers combine features of digital and analog computers. 
· For example in a hospital intensive care unit, analog device may measure the patient’s heart functioning, temperature, and other vital signs. 
· These measurements can be converted into numbers and supplied to a digital device which may send an immediate signal to nurses’ station if any abnormal readings are detected. 
 Differences between Digital and Analog Computers 
	Digital Computers 
	Analog Computers

	i) Digital computers operate on discrete data (0’s and 1’s) 
	i) Analog computers operate on continuous data.

	ii) Digital computers are very accurate and consistent on the results. 
	ii) Analog computers are less accurate and may produce inconsistent result with same input values.

	iii) Digital computers process data at a comparatively low speed than analog computers.
	iii) Analog computers process data at a very high speed.

	iv) Digital computers are common in business environment 
	iv) Analog computers are common in scientific environment.


[bookmark: _Toc477659070][bookmark: _Toc477817778]Classifications of Computers by Purpose 
· Computers can be classified as: 
i) Special Purpose Computers. 
ii) General Purpose Computers. 
Special Purpose Computers 
· These are computers designed for a particular job only to solve problems of restricted nature. - These computers are designed to be efficient in certain class of applications. 
· Examples of special purpose computers are computers designed for use in digital watches, programmed pocket calculator. 
 General Purpose Computers 
· These are computers designed to solve a wide range of problems or tasks. 
[bookmark: _Toc477659071][bookmark: _Toc477817779]Information Processing Cycle 
Information Processing Cycle is the sequence of events in processing information, which includes 
(1) input, (2) processing, (3) output and (4) storage 
1. Input—entering data into the computer. 
2. Processing—performing operations on the data. 
3. Output—presenting the results. 
4. Storage—saving data, programs, or output for future use. 
[image: ] 
 
Input Process 
Input process includes the collection of raw data from the outside world so it can be put into an information system for processing. Examples: 
i) Conducting a survey of customer's opinions and then scanning the survey cards with a card reader into the computer. 
ii) Collecting workers' timecards to find how many hours each person worked that week and type the hours from the timecards into a computer. 
Devices used for input process include keyboard, mouse, barcode reader and digital cameras. 
Processing 
· This is the time the computer executes or manipulates the input data into usable information. A central processing unit (CPU), or processor, is the key component in a digital computer capable of executing a program. 
· It interprets computer program instructions and processes data. The Processor or CPU has two major components: Control Unit and Arithmetic and Logical Unit. 
Output Process 
· Output is the process of transmitting the processed information into user sensible form. This could be in the form of printed paper, audio, or video. 
· Devices commonly used for output data include monitor screen, printer, and speakers. 
Storage 
· This process includes storing raw and processed data for future reference. Storage refers to various techniques and devices for storing large amounts of data. 
· Modern mass storage devices include all types of disk drives and tape drives. Mass storage is distinct from memory, which refers to temporary storage areas within the computer. 
· Unlike RAM memory, mass storage devices retain data even when the computer is turned off. 
 Information and Communications Technology (ICT) 
· ICT is the combination of telephone lines, computers and software, which enable users to create access, store, manipulate and transmit information. 
· In other words, ICT consists of IT as well as telecommunication, broadcast media, all types of audio and video processing and transmission and network based control and monitoring functions. 
[bookmark: _Toc477659072][bookmark: _Toc477817780]Computer Systems Hardware 
· Hardware consists of all the machinery and equipment in a computer system such as the keyboard, the screen, the printer, and the computer itself. 
· Computer hardware is categorized according to which of the five computer operations it performs: 
i) Input Hardware ii) Processing and memory Hardware iii) Output Hardware iv) Storage Hardware 
v) Communications Hardware Input Hardware: 
· It consists of devices that allow people to put data into the computer in the form that the computer can use. 
 - Examples of input hardware include keyboard, mouse, or scanner. 
 Processing and Memory Hardware: 
· The processor (CPU) controls and manipulates data to produce information. 
· Memory is the computer’s workspace, where data and programs for immediate processing are held. 
 Output Hardware: 
· It consists of devices that translate information processed by the computer into a form that humans can understand. 
· The most common output hardware includes screens, printers and speakers for sound output. 
 Secondary Storage Hardware: 
· It consists of devices that store data and programs permanently for future reference e.g. diskettes, hard disk, magnetic tapes, and optical disks. 
 Communications Hardware: 
It consists of all devices that allow computers to exchange data or information such as modems and communication channels. 
Computer communications is of two major types: 
i) Wired connections such as telephone wire or cable. 
ii) Wireless connections such as radio waves. 
A Modem is communications hardware required to translate a computer’s digital signals into analog signals for transmission over telephone wires. 
[bookmark: _Toc477659073] Features of Computers 
 The features or characteristics of computers include: 
i) Speed:- Computers operate at a very high speed compared to humans. Tasks can be completed in fractions of a second. 
ii) Accuracy:- Computers cannot make mistakes like humans do. Computers are capable of detecting and correcting any mistakes made by humans. 
iii) Storage:- Computers have the ability to store large amount of information for future reference. The data are stored in various storage media that run on the devices connected to the computer such as tapes or compact disks. 
iv) Diligence:- Computers have the ability of performing same task “over and over” again without getting tired or bored. 
v) Automation:- Computers don’t need any human intervention in order to perform any programmed routines. 
vi) Versatility:- Computers are capable of solving a wide range of problems without the need to employ any other tool, that is, the same computer used to process business data can also be used to operate military weapons and other applications. 
vii) Consistence:- Given the same data, computers will always deliver the same product or information without fear of alteration. 
[bookmark: _Toc477659074][bookmark: _Toc477817781]Applications of Information Technology in Various Areas 
Applications of IT in Schools 
i) Teachers use computers and other IT equipment to present teaching materials for better understanding of the learners (Computer Assisted Instruction). 
ii) Students can use computers and appropriate software to learn at their own pace (Computer Assisted Learning). 
iii) Teachers/Instructors can administer tests/exams online and being marked by the computers immediately (Computer Assisted Assessment). 
iv) Used in distance learning through computer based training and web based training. 
v) Used in simulation of experiments for real life situations that may be costly or even dangerous. 
vi) Used in electronic library for searching, borrowing and returning books. 
vii) Used in Edutainment, type of educational software that combines education with entertainment. viii) Used by school administration to keep records of students, teaching staffs, and non – teaching staffs. 
ix) Used by the school bursar to monitor the payment of school fees by the students and processing the employees’ salary. 
x) Used by class teachers to process the end of term report cards that show the students’ conduct and academic performance. 
Advantages of IT in Learning 
i) Contains multimedia effects that make learning process smooth, attractive and more interesting. 
ii) Students can receive their results immediately after doing examination iii) Teachers can show experiments that are difficult to perform or dangerous in nature through simulations. 
iv) Teachers can present subject matters and explain abstract concepts more clearly with multimedia. 
Disadvantages of IT in learning 
i) The cost of hardware and software may be high to implement this form of learning. 
ii) It needs areas with constant electric power supply. iii) It requires both students and teachers to be computer literate. iv) Face to face interaction between teachers and students is always reduced. 
 v) The concentration of students may reduce if there are also entertainment programs. 
Applications of IT in Offices 
i) Creating memos, letters and reports. 
ii) Calculating payroll, prepare income statements and balance sheet. 
iii) Track inventory and generate invoice and receipt. 
iv) Present projects and ideas by means of presentation graphic software. v) Use facsimile electronic mail and video conferencing. 
vi) Use of telecommuting so that employer can work away from the company’s standard workplace. 
vii) Creating website to provide selected information, advertise produces and services and conduct E-commerce. 
 Applications of IT in Health Care 
i) Maintenance of patients’ records in hospitals and clinic. ii) Monitor patients’ vital signs in hospitals and at home. iii) Computer Assisted Medical Test. iv) Research and Diagnose medical conditions. 
v) Implants computerized devices that can allow patients to live longer. 
vi) Use computer controlled devices during operation that require great accuracy e.g. laser eye surgery and heart surgery. 
vii) Use of computer aided surgery for training prior to performing surgery on live human. 
[bookmark: _Toc477659075][bookmark: _Toc477817782]Functions of ICT in Business 
 - The main functions of computers in an organization include: 
i) Electronic Commerce:- Buying and selling of products or services over electronic systems such as the Internet and other computer networks. Electronic commerce include electronic funds transfer, Internet marketing, online transaction processing, electronic data interchange (EDI), and inventory management systems. 
ii) Preparation of payroll:- Computers can be used to calculate gross pay, tax on the income of employees, social contributions like NSSF, and after these reductions, the net pay is determined. 
iii) Stock Control:- Computer can be used to record the stock of goods purchased and sold and the prices of all items. 
iv) Record of Debtors:- Computers maintain a record of debtors to ensure that debtors pay in time. Any overdue debtors can be pinpointed by the computer. 
v) Budgetary Control:- Computers are used to prepare the budgets and ensure the proper implementation of these budgets. The computers can alert the management when the actual performance of the organization varies from the planned programme. vi) Production Control:- Computers are used to control the production level. If due to any interruption, the production is discontinued for a specific period of time and rescheduling of the work becomes essential. 
[bookmark: _Toc477659076][bookmark: _Toc477817783]Functions of ICT in Education 
i) Web based Training:- Delivering training to individuals located anywhere in the world at anytime using computers connected to the Internet. 
ii) Video conferencing:- Learning can be conducted to unlimited number of individuals all over the world at the same time. 
[bookmark: _Toc477659077] Caring of Microcomputers 
Like any electronic equipment, microcomputers need to be serviced regularly to maintain their operability. Some of the measures that should be taken are: 
i) Switch on your computer hardware starting from the wall socket switch, UPS, or stabilizer, computer then printer. 
ii) Avoid making connection when the computer is on power e.g. keyboard connection, mouse, printer, etc. 
iii) Avoid abrupt switching off and on of the computer system. Use the normal way of shutting, or closing down all the programs then shut down the computer from the start button. 
iv) Place the microcomputer in a dust free environment, with good ventilation. Dust covers should be used to cover the microcomputers when not in use and if you are using polythene covers do not cover the computers immediately after switching off as it will trap the heat. 
v) The microcomputers should not be exposed to a direct sunlight. vi) Food or drinks should not be allowed in the computer laboratory. 
vii) The computers should be regularly serviced, at least once a year or more frequently if the environment is dusty. 
viii) Do not open for the inside cleaning, this should be handled by the qualified personnel. 
ix) Ensure to use stabilizers and UPS to ensure steady power supply to the computer. 
[bookmark: _Toc477659078][bookmark: _Toc477817784]History and Evolution of Computers 
· Long before machines existed people counted on their fingers or arranged stones in piles and rows. 
· They made scratches on ground or cut notches in sticks or tied knots in strings in order to track on quantity of things. 
· As their needs to calculate increased, they thought of tools to help them. 
· The oldest known mechanical aid for calculations is the abacus. 
· Abacus is a portable device that consists of beads, strung on wires or wooden rods. - No one is sure when the first abacus appeared. 
· Historians agree that the abacus is between 2000 and 5000 years old and that it had its origins in ancient China, Egypt and Greece. 
Early Calculating Machines 
· In 1614, logarithm as an aid for calculations was invented by a Scottish mathematician known as John Napier. He subsequently invented the Rod of Bones in 1617. Napier also made common the use of the decimal point in arithmetic and mathematics. 
· In 1620, William Oughtred, an English mathematician invented the Slide Rule. Slide rule is a mechanical Analog computer used in multiplications and divisions. The slide rule was developed based on emerging work of logarithm by John Napier. 
· In 1623, the idea of using binary numbers to represent characters what was described as binary codes was invented by Francis Bacon. 
· In 1642, a French mathematician called Blaise Pascal invented the first calculating machine called Pascaline. Pascal’s invention consisted of interlocking wheels and gears. Pascaline could only add and subtract. 
· In 1671-1694, a German mathematician named Gottfried Leibnitz invented a mathematical calculator called Stepped Reckoner. Leibnitz’s machine used cylinders and it could add, subtract, multiply, divide and find out square roots of numbers. Start of Computer age. 
· The next important stage in evolution of computer started in nineteenth century. 
· One of the creative thinkers was British mathematician Charles Babbage. 
· Babbage designed the first programmable computer in 1830’s and called it Analytical Engine. 
· According to his design, Analytical Engine could have been able to receive instructions, performs calculations and produce printed output. 
· Unfortunately, Analytical Engine never worked because of the technological problems of that time. 
· Because of his work, Charles Babbage is considered by many to be the father of modern computers. 
Lady Ada Agusta Lovelance 
· Ada advised Babbage to use binary numbers instead of decimal system. She also thought of programming a machine so that it could repeat the same set of instructions if certain conditions existed. 
· This technique is still used today. 
· Because of her contribution, she is considered by many to be the first computer programmer. 
Mechanical Tabulator 
· Herman Hollerith (February 29, 1860 – November 17, 1929) was an American statistician who developed a mechanical tabulator based on punched cards to rapidly tabulate statistics from millions of pieces of data. He was the founder of one of the companies that later merged and became IBM. 
NOTE: 
· No person is considered to have invented the computer. 
· Computers evolved gradually over the period of years!!! 
The First True Computers 
· It was during the first half of the twentieth century that the first true computers appeared. 
· These machines were more than mechanical calculators that solved simple arithmetic. 
· These were electronic machines capable of solving complex problems. 
· The computers that evolved in the mid of twentieth century had two key features that the early calculating devices did not: 
i. They could be programmed to carryout sequence of instructions or perform several kinds of tasks. 
ii. They could store information in memory. 
[bookmark: _Toc477659079][bookmark: _Toc477817785]Computer Generations 
Computer Generations describe the various stages that took place in developing computer technology and each stage being more advanced than the previous ones. 
 First Generation of Computers (1946 – 1956) 
Characteristics 
· They relied on Vacuum Tubes, the technology used to process and store information. 
· They used magnetic drum memories. 
· They used punched cards for input and output data. 
· Programming was done in machine code language. 
· The output was displayed on printouts. Short backs of first generation Include: 
i. They had limited primary memory. ii. They consumed great deal of power 
iii. They were short lived and needed a standby technician. iv. They had very large physical devices (about 30 tones) occupying a very large space. 
 Examples of 1st Generation of Computers include: 
· ENIAC – Electronic Numerical Integration and Computers. 
· EDVAC – Electronic Discrete Variable Automatic Computer. 
· UNIVAC – Universal Automatic Computer. 
2nd Computer Generation (1957 -1963) 
Characteristics 
· They relied on Transistor Technology 
· They used magnetic core memories. 
· Programming was done in symbols named as assembly languages 
· The introduction of high level programming languages e.g. FORTRAN & COBOL. 
· Transistors were much more reliable and faster than the vacuum tubes 
· They generated less heat and consumed less power compared to first generation of computers. 
3rd Computer Generation (1964 – 1976) 
Characteristics 
· They used Integrated Circuits (IC) which are made by combining several transistors. 
· Magnetic disk was developed for storage purposes. 
· The introduction of first microcomputers. 
· The introduction of operating system e.g. Multics. 
· The introduction of simple programming languages e.g. BASIC. 
4th Generation of Computers (1977 – 1989) 
· They used Large Scale Integrated Circuits (LSIC) and very large scale integration (VLI) 
· Memories used include magnetic disk, bubble memories, and optical disks. 
· Introduction of Limited Artificial Intelligence and Expert Systems. 
· Development of microprocessors. 
· The introduction of wide variety of software. 
· Computers became common and widespread. 
· Computers became more powerful and cheap. 
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In this section, we are going to investigate some of the social, legal, economic and ethical implications of using IT and Information Systems. 
Social Implications 
Computers in our societies have several social implications that directly affect our communities that we live in. Some of these implications include: 
 
i. Easy Access and Availability to Information 
Information systems are readily accessible in school, colleges, workplaces and at home. This includes computers connected to the Internet, digital TV with its comprehensive news channels and ready availability of books, magazines and newspapers all made available by the use of Information systems. 
ii. Better Service Delivery 
Social services are getting highly improved and faster. Computers and IT have revolutionized the banking system where customers can have access to their accounts all the times for depositing of cash, cash withdrawal, and access to their account balances. 
iii. Employment 
ICT has generated youth employment. The increase in mobile phones has led to job creation. Telecentres are being set up in places like shops, schools and community centres. IT technicians, computer programmers, and software and hardware vendors have secured their jobs under the influence of ICT. 
iv. Entertainment 
ICT has influenced greatly the way people spend their leisure time. Young generation spend most of their leisure time watching videos and play online games. The use of social media such as twitter, facebook, and others has become widespread. This new method of entertainment has made many youths to stay indoors rather than loitering in trading centres. 
v. Online Communities 
Many people find themselves joining online world which is vibrant social universe where many Internet users enjoy serious and satisfying contact with online communities. These online groups are made up of those who share passions, beliefs, hobbies, or life style. vi. Cultural Diversion 
ICT has exposed many youths to cultural diversity. In effect, the majority of the youths find uncomfortable with their customary values but adopting new cultures practiced elsewhere. The real danger is a possible disappearance of community cultural values in favour of the new ones. 
vii. Moral Degradation 
ICT has instilled youth insensitivity on immoral actions due to frequent exposure to nudity pictures and pornographic materials online. The extent of this erosion has become even more complex to control as mobile phones are being used for the same which are easy to acquire and hide. 
viii. Unemployment 
With advent of ICT many organizations put the vast portion of their task computerized. This practice made many workers remain redundant and consequently losing their jobs. ix. Digital Divide 
· Digital divide describes the gap between the information poor and the information rich in any society. 
· The information rich have easy access to computers and electronic communications. They get information and news from the Internet and buy the latest products through on-line shopping. They are able to follow computer-based learning and skills training courses at home, and look for jobs that are advertised solely on the Internet. They tend to find it easier to get well-paid jobs and will enjoy a more comfortable and secure life-style. 
· The information poor don’t have easy access to computers and don’t have the IT skills and confidence to take part in teleshopping, tele-banking, Internet chat and news groups. As corporations like the BBC seek public opinion on current matters increasingly via the Internet, the voices of the information poor may not be heard. The jobs on offer to them will be less skilled, paid less and much more insecure. The information poor will have to work longer hours just to survive and will have less leisure time. Gradually the difference in access to information may create a real social divide between the materially rich and materially poor. 
Implications of ICT in Economic sectors 
There is undisputable tangible growth in the economy due to the advent of modern technology. Many sectors of the economy are realizing rapid growth in their profit making once they introduce ICT. Factors that lead in economic growth as influenced by ICT include: i. Efficient Management 
Use of computers in sectors of economy enhances better management on business matters. Modern technology enables regular updates to business managers facilitating quick and rightful decision making. Rightful decisions minimize errors in business and enhance profits. 
ii. Expandability 
ICT can influence business expansion by setting up several branches without straining the managers of the business. It is possible with ICT to maintain information updates on managers about what takes place in business regardless of the size of the business or number of branches. 
iii. Fraud control 
ICT can be used to monitor business against any attempt to fraud. Computers can be used to tress any missing detail in business which will always scare away the fraudsters from ruining the business, eventually making it to grow. 
iv. Marketing 
ICT has improved the marketing industry. This makes it possible for the business to market its products widely to achieve the maximum sale of products. Once this is done the business will always expand and increase on the economic growth. 
v. Better services 
Use of computers makes a business improve on its service delivery. Customer demands are met in time and complete. Good service delivery sends the reputation of the business at the peak which in return, attracts more clients and maintains the current ones. 
vi. Reduced Labor Cost 
With the advent of computers cost of employing hundreds of employees can be saved. The amount spared can be used for rapid expansion of the business which can affect the economic growth. 
Implications of ICT in Politics 
The use of ICT greatly has affected politics around the world. Several political decisions are influenced by the ICT existence. The following describe the impacts of ICT in politics: 
i. Democratization 
Many people’s voices can be had using ICT driven facilities like talk shows prepared by broadcasting corporate like BBC radio, local TV stations and radio stations. Good number of people can be able to contribute on common matters as they arise in their country or continent. 
ii. Strengthening political parties 
ICT is a major factor in building the strength of a political party. Communication flow can be enhanced to party members encouraging fundraising practices. Extra party members can be sought using social media and campaigning. 
iii. Revolutions 
ICT has been a major cause of political revolutions. The discontented citizens could use ICT social media such as facebook and twitter to mobilize people to demonstrate against dictatorial government. For instance Tunisia and Egypt managed to change their governments by the use of ICT. 
iv. Political Enlightenment 
ICT has enhanced the awareness of the governed citizens about their rights and what they should expect from their leaders. On this account, accountability among the leaders to their citizens has been raised fearing of possible change in their leadership. 
v. Electronic Voting (E-voting ) 
ICT has enabled E-voting of which voters’ turn up has been raised. This method has also reduced the strain of counting and possible manipulation of polling results. It will as well increase the trust in electoral commissions and maintain peace in the country that uses this system. 
 Implications of ICT in Environment and Green Computing 
ICT impacts on our environment both positively and negatively. The positive impacts of ICT on our environment include: 
i. Improved Disaster warning and relief 
ICT related tools have managed to prevent adverse effects of natural disasters like earthquakes, storms, and heavy rains by predicting exact time and locations where the disaster is likely to strike. Human lives and property is highly saved because of proper and timely delivery of information. 
ii. Improved monitoring of air and water pollution 
ICT takes a large part in controlling the quality of water and fresh air especially in places where they setup industries that pollute both water and air. ICT related sensors (hardware and software) are to be used to monitor and regulate the level of pollution. 
iii. Improved biodiversity preservation 
ICT tools and facilities have enabled climate change experts to effectively acquire information on endangered species. This information has been vital for taking up prompt measures to prevent the rapid extinction in some of the species. 
iv. Improved agriculture 
By the use of wireless sensors ICT enables farmers to have real-time measurements of soil moisture, crop health, and animal movement. This data will help inform practices for sustainable agriculture and help farmers to more accurately and effectively control activities such as irrigation, planting, stock movement, and pesticide application. 
 
 Green Computing 
· Is the practice of manufacturing, using, and disposing of computers, and associated subsystems—such as monitors, printers, storage devices efficiently and effectively with minimal or no impact on the environment. 
· The goals of green computing are to reduce the use of hazardous materials, maximize energy efficiency during the product's lifetime, and promote the recyclability or biodegradability of defunct products and factory waste. 
· Many corporate IT departments have Green Computing initiatives to reduce the environmental impacts of their IT operations. 
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ICT is crucial importance in security matters today. Any security organ will find ICT necessary for effective defense. ICT can be used in security as described below: 
i. Car Tracking Systems 
Vehicle tracking systems are used in consumer vehicles as theft prevention. Police can simply follow the signal emitted by the tracking system and locate the stolen vehicle. Vehicle tracking systems control vehicle remotely, including block doors or engine in case of emergency. The loss-risk of the vehicle drops significantly. 
ii. Surveillance 
Is the monitoring of the behavior, activities, or other changing information, of people for the purpose of managing or protecting by the use of cameras that collect this information to computers. Surveillance is very useful to maintain social control, recognize and monitor threats, and prevent or investigate criminal activity. 
iii. Criminal Investigation 
The Police use ICT to store large amounts of data about people which includes their name and fingerprints. Police can then be able to compare the finger prints collected from the crime scene and those stored in the database to identify possible criminals. 
iv. Traffic Control Systems 
ICT can be used with speed cameras to catch those breaking the traffic laws. The computers can now set up the cameras to take photos of the number plate and driver. Both a photo of the plate number and the person driving it are to be used as evidence for a criminal conviction. 
v. Security Scan System 
ITC systems are used for crime prevention and investigation by full body scanner which allows people to see if there is anything potentially dangerous under someone's clothes. Airports especially X-ray people's bags to allow clearer pictures of the contents of bags and so protecting the passengers from any potential threat. 
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IT is also used by criminals as well as the police. Criminals also use computers to commit cyber crimes (which are not always based on the internet). Criminals can take advantage of the ICT as follows: 
i. Hacking. 
One thing that criminals can do is hack into someone else's computer and steal the contents of the hard drive which could include personal information. 
ii. Online Robbing 
 Another thing that the criminals can attempt to do is defraud people by tricking them into giving up bank details to them via e-mails and viruses. With these stolen details, criminals can now rob the person's bank account by transferring money to one of their accounts. 
iii. Impersonation 
It is possible for criminals to open e-mail and facebook accounts using other people’s identity. They will therefore trick their victims asking for help such as money. Some of the victims may comply with the request thinking they are helping the person they know. 
iv. Financial Abuses 
Criminals can use ICT to edit and print counterfeit money using coloured printers or use fictional credit cards to obtain goods or services from the Internet. 
v. Forgery 
ICT facilities can be used by criminals to duplicate certificates to unqualified individuals or forging travel documents. By the time these criminal actions are detected significant damage could have been done. 
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If we use a computer for many hours we stand a risk to be affected by several body weaknesses which may include: 
i. Eye Strain:- This is likely to be caused by looking at your monitor for a long period of time. The muscles that focus your eyes do not move, and so get tired and painful. ii. Back and Neck ache:- Many people complain of back and neck pain after using a computer for a long period of time. This is usually caused by bad sitting posture. 
iii. Repetitive Strain Injury (RSI):- Typing and using a mouse for a long time are common causes of repetitive strain injury in the wrists and hands. 
iv. Obesity:- This can be possible to people who use computers for long period of time with reduced movement or exercises. 
v. Headache:- Using a computer for a long period of time until you are too fatigued can result into headache. 
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To minimize computer related health problems users of computers should ensure the following: 
i. Use an anti-glare filter in front of the monitor to cut down on screen reflections that can tire the eyes. 
ii. Look away from the monitor at regular intervals and refocus on distant or close objects to exercise the muscles in the eye. 
iii. Use an adjustable, ergonomic chair, and take the time to set it up properly. 
iv. Take regular breaks – get up, walk around, stretch your muscles. 
v. Use a wrist rest to support the wrists while typing and when using the mouse. 
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Booting is the initial set of operations that a computer system performs when electrical power to the CPU is switched on. The process begins when a computer is turned on for the first time or is re-energized after being turned off, and ends when the computer is ready to perform its normal operations. 
Types of Booting 
There are two major types of booting, which are: 
i) Cold Booting ii) Warm Booting 
Cold boot (or hard boot) 
· Is a term used to describe the process of turning on the computer after it has been powered off. 
· For example, when you first turn your computer on after being off for the night that is referred to as cold booting the computer. 
Warm boot (or soft boot) 
· Is one method of resetting a computer system that is already powered on, commonly used to recover from errors that cannot be recovered, or when a computer locks. 
· A warm boot can be accomplished by pressing the CTRL - ALT - DEL keys simultaneously, or by selecting the restart command from an operating system menu. Warm boots run faster than turning a computer off and on again. 
 Booting Process 
· The bootup process is a list of detailed procedures that the system undergoes to perform all system checks and load all necessary files to bring the computer to an operable state. 
· The steps in booting process that take place when you press the power button of your computer include: 
i. The computer sends a signal to motherboard which in turn starts the power supply. 
ii. After supplying the correct amount of power to each device, it sends a signal called "Power OK" to BIOS which resides on motherboard. iii. Once the BIOS receive the "Power OK" signal, it starts the booting process by first initializing a process called POST (Power On Self Test). 
iv. POST first check that every device has right amount of power and then it check whether the memory is not corrupted. 
v. Then POST initializes each device and finally it gives control to BIOS for further booting. 
vi. BIOS finds 512bytes of image called Master Boot Record (MBR) or Boot sector from the floppy disk or hard disk which is used for booting. 
vii. Once BIOS finds the bootsector it loads the image in memory and executes it. 
viii. If a valid bootsector is not found, BIOS check for next drive in boot sequence until it finds valid bootsector. 
ix. If BIOS fails to get valid bootsector, generally it stops the execution and gives an error message "Disk boot failure". 
 NOTE 
It is bootsector’s responsibility to load the operating system in memory and execute it. 
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· A computer file is a specific piece of data that is held on a computer system. A computer file is made up of a name that creates the file’s identity and an extension that tells the operating system and associated programs what type of file it is. 
· A compute file is a collection of data or information that has a name, called the filename. Almost all information stored in a computer must be in a file. 
Types of Computer Files 
Computer files are of several types. The most common types of computer files include: 
i. System Files:- These are files used to run the computer system hardware and application programs. E.g. Windows operating systems files and device drivers. ii. Program File:-This is an organized list of instructions that, when executed, causes the computer to behave in a predetermined manner. For example a computer game. Without programs, computers are useless. iii. Document File:-Is a user file created by the use of application program such as word document or spreadsheet document 
iv. Data file:-Is a computer file which stores data to be used by a computer application or system. 
v. Multimedia file:- File that combines multiple media such as video, audio, graphics, and text data. 
vi. Directory (Folder) File:- Is a virtual container within a graphical user interface, in which groups of computer files and other sub-directories can be kept and organized. 
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· A file name extension is a set of characters added to the end of a file name that determine which program should open it. 
· Examples of filename extensions are .png , .jpeg , .exe , .dmg and .txt . 
Common File Extensions 
i. BAT - MS-DOS batch file. 
ii. BIN - Binary File. iii. BMP - Bitmap format. iv. CGI - Common Gateway Interface. Web based programs and scripts. 
v. COM - Command File. vi. CSS - Cascading Style Sheet. Creates a common style reference for a set of web pages. vii. DOC - Document format for Word Perfect and Microsoft Word. viii. EXE - DOS based executable file which is also known as a program. 
ix. GIF - Graphics Interchange Format that supports animation. Created by CompuServe and used primarily for web use. 
x. HTM - Hyper Text Markup. This markup language is used for web design. 
xi. HTML - Hyper Text Markup Language. This markup language is used for web design. 
xii. JPEG – Joint Picture Expert Group:- Compression scheme supported by most graphics programs and used predominantly for web use. 
xiii. MDB - Microsoft Access Data Base File. xiv. MID - MIDI music file. 
xv. MP3 - MPEG Audio Layer 3. 
xvi. MPEG – Moving Pictures Expert Group:- Animation file format. 
xvii. PDF - Portable Document File by Adobe. Viewable in a web browser or with Adobe Acrobat. 
xviii. PDF - Printer Description File. Provides printer support for certain applications. 
xix. PPT - Microsoft PowerPoint presentation (default extension). xx. RTF - Rich Text Format. xxi. SGML - Standard Generalized Markup Language. xxii. TXT - Text Format. xxiii. XLS - Microsoft Excel Spreadsheet. xxiv. XML - Extensible markup language. xxv. ZIP - Compressed Zip archive. 
File Management 
· File management involves the skillful use of file operational tools enabling ones to create, edit, format, save, view, print, rename, copy, delete, rename, recover, and monitor your computer files. 
· Special utility programs are used to perform several file management operations which may include monitoring free space on your drives, create a virtual drive, or compare files and directories. 
Folders and Subfolders 
· A folder is an organizational unit, or container, used to organize sub-folders and files into a hierarchical structure. 
· A sub-folder is a folder created within a folder. It can contain other sub-folders and files. The main folder that that all other folders and sub-folders are created is referred to as Root Folder or Root-Directory. 
 
 File Naming Convention 
The name of each file must be unique within the directory where it is stored. This insures that the file also has a unique path name in the file system. File-naming guidelines are: 
· A file name can be up to 255 characters long and can contain letters, numbers, and underscores. 
· The operating system is case-sensitive which means it distinguishes between uppercase and lowercase letters in file names. Therefore, FILEA, FiLea, and filea are three distinct file names, even if they reside in the same directory. 
· File and folder names should be as descriptive as possible. 
· Certain characters have special meaning to the operating system, and should be avoided when naming files. These characters include the following: 
 / \ " ' * ; - ? [ ] ( ) ~ ! $ { } <> # @ & | 
 File Backup 
· File Backup is the activity of copying files or databases so that they will be preserved in case of equipment failure or other catastrophe. 
· Backup is usually a routine part of the operation of large businesses with mainframes as well as the administrators of smaller business computers. The retrieval of files you backed up is called restoring them. 
· File backup can be of two major methods: 
i. Offline Backup (Local Backup) ii. Online Backup (Internet Backup) 
· Local Backup involves backing up important files to external devices like diskettes, external hard disks, Compact Disks and Zip drives. This method is faster and easier to restore your files where necessary. However, some external devices may not be reliable and some may be too costly especially external hard disks. 
· Internet Backup involves sending your files to another site on the internet computer for safekeeping. In case your hard disk crashes, you'll be able to download them from the safekeeping site. This method is only possible if your computer is connected to the internet. 
How to Manage and Organize Computer Files 
Computer files can be at risk if they lack proper management skills. A computer user therefore should be exposed to these skills to avoid possible loss, misplacement, or unable to retrieve very important files. To manage your files properly the following should be considered: 
i. Use of Folders:- Create a folder which can be used to store all your personal or departmental files. Use sub-folders to hold related files. The folder and sub-folders should have descriptive names for easy identification. 
ii. Creating Backups:- For many reasons your hard disk may suddenly fail. Users should therefore create backups on different storage devices to help restore files in case of disaster or failure. You should as well use the online backups to supplement on your local storage devices. 
iii. Develop File naming Scheme:- While working on files and folders, it is important that you develop a naming scheme for the kinds of files you create most often and then stick to it. For example, use the name of your department, the month the file was created, and the content of your file to suggest the name to be given to that file. iv. Creating Passwords:- You should have a common password known to you or other departmental members to be used to each file. This will block un authorized users from accessing your files even if the copy your files for any purpose. You should also consider changing passwords from time to time. 
v. Create shortcuts to your files:- Create shortcut links to files that you edit them frequently. You place the shortcut icon on your desk top to help you open your file 
easily and faster. To create a shortcut, right-click the file and then click Create Shortcut. 
vi. Use Copy and Paste:-Use this feature to save your valuable time if the content you are editing already exists in another document. 
vii. Separate your files:-Avoid keeping unrelated files together. Video, images, and program files should be kept separately from document files for easy management. viii. Compress your files:- Large files should be compressed to create more storage space on your hard disk or for easy transmission. A compressed file is easier to attach and e-mail than uncompressed files. 
ix. Use a portable computer:- If you use a portable computer such as laptop and notebook computers with a battery to retain power you are assured to keep on working on your unfinished work while at home, traveling, or any other location away from your place of work. 
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A program that performs a specific task related to the management of computer functions, resources, or files, as password protection, memory management, virus protection, and file compression. 
 Common utility programs include: 
 File compression utility:-This utility reduces or compresses the size of a file to provide more storage space on any of the storage media. Compressed files are usually called zipped files because they usually have a .ZIP extension. 
Compressing files offers two important advantages: o Storage space:- Smaller files mean less space for storage of extra files saving cost of extra storage device. 
· Transmission time:- Uploading and downloading of files will take much shorter time compared with uncompressed files. 
ii. Disk Defragmenter:-Is a utility that re-organizes the portions of files and unused space on a computer’s hard disk so that data can be accessed more quickly and programs can run faster. Fragmented files are files that are scattered across two or more non – contiguous sectors. iii. Search Utility:- It’s a utility that can be used to locate stored files by typing a word or a phrase. It can locate your files even if the word or the phrase does not provide an exact match with the actual name of the file. 
iv. Diagnostic Utility:- compiles technical information about a computer hardware and system software programs and then prepares a report outlining any identified problems. 
v. Backup Utility:-allows a user to copy, or backup selected files of the entire hard disk into another disk or tape. 
vi. Disk scanner Utility:- is a utility that detects and correct both physical and logical problems on a hard disk or floppy disk, and searches for and remove unwanted files. 
vii. Screen Saver Utility:- is a utility that causes the monitor screen to display a moving image or black screen if no keyboard or mouse activity occurs for a specified period of time. viii. Uninstaller Utility:- is a utility that removes an application, as well as any associated entries in the system files. 
ix. Sort Utility: - is the program that is used to arrange the records within a file according to some predetermined sequence. The arrangement can be either ascending or alphabetical order. 
x. Disk repair Utility:- checks your hard disk drive for defects, and make repairs on the spot or marker bad areas (sectors) on the disk for the computer not to write data on them 
xi. Disk recovery Utility:- checks your hard disk drive for defects, and make repairs on the spot 
or mark bad areas (sectors) on the disk for the computer not to write data on them 
xii. Merge Utility:- is a program used to combine the contents of two or more input files to produce one output file 
xiii. Anti Virus Utility:- is a program that prevents, detects, and remove viruses from a computer’s memory or storage devices. 
There are several Anti-Virus utilities which include o Norton antivirus. o Quick Heal Antivirus Pro o Avira Antivirus 
· Avas Antivirus 
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· Computer hardware describes the physical components of a computer that can be touched and seen, like disks, disk drives, display screens, keyboards, printers, etc. 
· Hardware are computer equipments used to perform input, processing, and output activities. 
Computer configuration 
· The computer configuration (system) describes the way the physical elements of a computer and its peripherals are interconnected. 
· The computer system is made up of the computer i.e. CPU and its peripherals, which help the computer to communicate to, or from the environment. 
Computer Peripherals 
· Computer peripherals are all devices that are being attached/connected to the computer (CPU) e.g. keyboard, monitor screen, printer, diskette, scanner, mouse, etc. 
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· The central processing unit (CPU), is the hardware within a computer system which carries out the instructions of a computer program by performing the basic arithmetical, logical, and input/output operations of the system. 
· This is where the work of processing is done, hence the CPU can be described as the Computer “brain” or “heart” that monitors all the computer operations. 
· The CPU is made up of the three main components: 
i. Control Unit ii. Arithmetic and Logical Unit (ALU) iii. Registers iv. Buses 
 v. Main Memory. 
 
Computer Functional Organization Chart 
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The Control Unit 
· The control unit uses electrical signals to direct and supervises the entire computer system to carry out, or execute, stored program instructions. 
· The control unit does not execute program instructions; rather, it directs other parts of the system to do so. The control unit must communicate with both the arithmetic/logic unit and memory. 
· Control unit’s other functions are: 
i) Retrieving and decoding program instructions from the main memory and make the computer execute these instructions. ii) Coordinating and controlling various parts of the computer system like main memory, ALU, and peripheral devices. 
iii) Controlling the transfer of data to, from and within the main memory. 
iv) To control the sequence of operations v) Store results in the CPU memory. 
The Arithmetic and Logical Unit 
· The arithmetic/logic unit (ALU) is a circuitry that executes all arithmetic and logical operations. 
· The arithmetic/logic unit can perform four kinds of arithmetic operations, or mathematical calculations: addition, subtraction, multiplication, and division. 
· Arithmetic/logic unit also performs logical operations. A logical operation is usually a comparison. The unit can compare numbers, letters, or special characters. The computer can then take action based on the result of the comparison. 
Logical operations include: 
· Equal-to condition. In a test for this condition, the arithmetic/logic unit compares two values to determine if they are equal. For example: If the number of tickets sold equals the number of seats in the auditorium, then the concert is declared sold out. 
· Greater-than condition. In this type of comparison, the computer determines if one value is greater than another. For example: If the hours a person worked this week are greater than 40, then multiply every extra hour by 1.5 times the usual hourly wage to compute overtime pay. 
· Less-than condition. To test for this condition, the computer compares values to determine if one is less than another. For example: If the number of speeding tickets on a driver's record is less than three, then insurance rates are $425; otherwise, the rates are $500. 
How ALU operates 
The various data items to be processed are taken from the main memory as directed by the Control Unit, and stored in its registers. They then undergo the required operations (add, subtract, multiply, divide). The results are placed back in the main memory. 
Registers 
· Registers are high speed storage areas that temporarily hold data and instructions that will be used immediately by the CPU. 
· Registers are not a part of memory; rather they are special additional storage locations that offer the advantage of speed. 
· The computer loads the program instructions and data from the main memory into the registers just prior to processing, which helps the computer to process faster. 
· Registers work under the direction of the control unit to accept, hold, and transfer instructions or data and perform arithmetic or logical comparisons at high speed. 
 
The common types of Registers include: 
· An accumulator, which collects the result of computations. 
· An address register, which keeps track of where a given instruction or piece of data is stored in memory. Each storage location in memory is identified by an address, just as each house on a street has an address. 
· A storage register, which temporarily holds data taken from or about to be sent to memory. - A general-purpose register, which is used for several functions. 
· Program Counter Register, which holds the address of the next instruction to be fetched from the main memory. 
· Current Instruction Register, which holds the instruction to be obeyed currently. 
· Instruction Decoder, which interprets (decodes) the instructions currently held in the instruction register. 
Buses 
· Buses are electronic paths (channels) that make the element of computer systems hardware to communicate. 
· These channels or highways convey data, instructions, information, control command, and power among communicating elements. 
 
Main Memory 
· Main memory is a temporary storage that holds data and program instructions waiting to be processed by the computer. 
· Main memory forms the working area of the computer, that is, all the data/instructions to be processed must be temporarily stored on the main memory. 
· The main memory can alternatively be called: 
· Primary memory. 
· Internal Memory 
· Random Access Memory (RAM) 
· Immediate Access Memory (IAM) 
 Roles of main memory: 
· To hold data that is waiting to be processed. 
· To hold instructions (programs) for processing the data. 
· To hold the processed data (results) before they are communicated to any of the output devices. 
 
Main memory’s Functional Areas 
The main memory consists of the following functional areas: 
· Input Storage Area, which temporarily holds data that has been read from the input device. 
· Program Storage Area, which holds instructions from both systems software and applications software. 
· Working Storage Area, which is used to hold the data being processed as well as the intermediate results of such processing. 
· Output Storage Area, which holds the finished results after processing until they are released to the user. 
 
Memory, CPU, I/O Equipment 
· Memory is the part of the computer that holds data and instructions for processing. 
· Although closely associated with the central processing unit, memory is separate from it. 
· Memory stores program instructions or data for only as long as the program they pertain to is in operation. 
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Main Memory Setbacks 
Three reasons for not using main memory to store information include: 
· Most types of memory only store items while the computer is turned on; data is destroyed when the machine is turned off. 
· Main memory is limited therefore there may not be enough room hold the processed data. 
· Main memory is very expensive given its storage size compared to hard disk. 
 
Sections of Main Memory 
Main memory is divided into two major sections which include Random access Memory (RAM) and Read Only Memory (ROM) 
 
Random Access Memory 
· RAM section of memory can be described as read and write memory, as it is possible for both to write on and read its contents. 
· It can be expanded to improve on its memory space. 
· It’s meant for the computer users who can edit its contents. 
· RAM contents occupy the memory only temporarily and are swapped with other contents after they have been processed. 
· Characteristics of RAM include: 
i) RAM section of memory can both be written and read. 
ii) RAM is volatile, that is, its contents disappear when the power has been switched off. 
The transfer of data or instructions to the memory is described as writing on the memory. Also, the transfer of data or instructions from memory is described as reading or retrieving the contents of memory. 
  
Functions of RAM. 
i) To store data and instructions awaiting processing. ii) To store instructions which are being obeyed or whose parts have been obeyed by the computer. 
iii) To store the intermediate results of computer working before they are communicated to their recipients. 
 
Read Only Memory (ROM) 
· ROM is a type of memory that can only be read but not written by the computer users. Its contents are useful to the machine and they don’t have a direct effect to the user. 
· Characteristics of ROM include: 
i) ROM section of memory can only be read but not written. 
ii) ROM is non-volatile, that is, its contents cannot disappear on power switch off. 
· The functions of ROM include: 
i) To store data and instructions that are necessary for the normal functioning of the computer system hardware. ii) To store the control programs that are necessary for the initial activation of the hardware on power switch on. 
PROM 
PROM stands for Programmable Read Only Memory. The ICs of PROM are bought when they contain no data or instructions and they are being programmed by their users as appropriate, after which, their contents remain strictly read only. 
EPROM 
EPROM stands for Erasable Programmable Read Only Memory. The ICs of EPROM are bought when they are not programmed. They are programmed appropriately as per requirement of the user after which they can be subsequently being erased using ultra violet light or electrical pulses and be re-programmed. 
[bookmark: _Toc477659097][bookmark: _Toc477817800]Other Forms of Memory 
The performance of microcomputers can be further enhanced by adding other forms of memory as follows: 
i) Cache Memory 
· Cache memory, also called CPU memory, is random access memory (RAM) that a computer microprocessor can access more quickly than it can access regular RAM. 
· Cache memory is a special high speed memory area that the CPU can access quickly. 
· Cache memory is used with computers with very high speed CPU. 
· The most frequently used instructions are kept in cache memory so that the CPU can look there first. This allows the CPU to run faster because it does not have to take time to swap instructions in and out the main memory. 
[image: ] 
 
ii) Video Memory 
· Video memory or Video RAM (VRAM) chips are used to store display images for the monitor. 
· The amount of video memory determines how fast images appear and how many colors are available. 
· Video memories are particularly desirable when you are running programs that display a lot of graphics. 
iii) Flash Memory 
· Flash memory is mainly used in note-book and sub-note book computers, cellular phones, Digital Cameras, and Personal Digital Assistants (PDAs). 
· Flash memories are non-volatile. 
iv) BIOS ROM 
· This type of memory contains the Basic Input/Output system (BIOS) which is the sequence of instructions the computer follows to load the operating system and other files when the computer is turned on. 
v) Complementary Metal Oxide Semi-Conductor (CMOS) 
· This is used to store configuration information about the computer which includes amount of memory, disk drives, keyboard, monitor, current date and time. 
· CMOS chips use battery to retain information even when the power is turned off. - Unlike ROM, information stored in CMOS can be changed. 
[bookmark: _Toc477659098][bookmark: _Toc477817801]Buffer 
The computer buffer is a special purpose temporary memory location used during input/output (I/O) or processing to hold data and or instructions between communicating elements. 
The role of Buffer: 
Buffers counterbalance the speed differences between two communicating elements by accepting data/instructions at the speed of the sending element and remits them at the speed of the receiving element. 
The forms of buffer are: 
i) Input buffer ii) Output buffer 
Input Buffer 
Input buffer is used between the input device (the sending device) and the CPU (the receiving device). 
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The role of input buffer is to accept data/instructions at the speed of input device, which is comparatively slow, and remits them at the high speed of the CPU to go as computer inputs. Output buffer 
The output buffer is used between the CPU and the output unit 
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The role of the output buffer is accept data and instructions at the high speed of the CPU and remits them at the low speed of the output device, to go as computer outputs. 
The process of using the buffer to control the speed of communication between the CPU and peripheral devices is known as buffering. 
 
[bookmark: _Toc477659099][bookmark: _Toc477817802]Machine Cycle 
The machine cycle is a series of operations performed to execute a single program instruction. The machine (CPU) cycle consists of four steps: 
· Fetch 
· Decode/Interpret 
· Execute 
· [image: ]Store/write 
 
FPU – Floating Point Unit: A part of computer that carries out operation on floating point numbers i.e. numbers with large number of decimal places. 
Before an instruction can be executed, program instructions and data must be placed into memory from an input device or a secondary storage device. 
Once the necessary data and instruction are in memory, the central processing unit (Machine) performs the following four steps for each instruction: 
· The control unit fetches (gets) the instruction from memory. 
· The control unit decodes the instruction (decides what it means) and directs that the necessary data be moved from memory to the arithmetic/logic unit. These first two steps together are called instruction time, or I-time. 
· The arithmetic/logic unit executes the arithmetic or logical instruction. That is, the ALU is given control and performs the actual operation on the data. 
· The arithmetic/logic unit stores the result of this operation in memory or in a register. Steps 3 and 4 together are called execution time, or E-time. 
 
[bookmark: _Toc477659100][bookmark: _Toc477817803]Backing Storage 
The backing storage provides the permanent and massive storage of data for future reference. 
Backing storage can alternatively be called: 
i) Auxiliary memory. ii) Secondary memory iii) External memory 
Characteristics of Backing Storage are: 
i) They provide large space for storing programs and data files. 
ii) The store data permanently for future reference. 
iii) Backing store cannot be directly be accessed by the CPU, therefore, its contents must be read into main memory before they can be processed. 
iv) It acts as both input and output device. 
- Backing store acts as input device when data and instructions are read from it. Also, it acts as output device when data and instructions are transferred (written) onto it. The difference between Primary Memory and Secondary Memory 
	Primary Memory 
	Secondary Memory 

	i) It stores data/instructions temporarily i.e. its contents disappear when the power is turned off. 
	i) It stores data/instructions permanently i.e. its content remain intact when the power is turned off. 

	ii) It’s limited on its storage capacity. 
	ii) It can store large amount of data. 

	iii) Its contents can directly be accessed by the CPU. 
	iii) Its contents cannot directly be accessed by the CPU. 

	iv) The speed at which data is accessed from the primary memory is high. 
	iv) The speed at which data is accessed from the secondary memory is low. 


 
Common types of backing storage (storage media) include: 
i) Floppy Diskettes ii) Hard disks iii) Optic disks iv) Magnetic tapes v) Flash disks 
The following table summarizes the characteristics of the various kinds of data storage in the storage hierarchy: 
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Floppy Diskettes 
· A floppy diskette is a thin, circular flexible plastic disk with magnetic coating enclosed in a square shaped plastic shell. 
· A floppy disk drive (FDD) is a device that can read from and write to a floppy disk. 
 
Characteristics of a floppy diskette are: 
i) They are limited in their storage capacity, usually 1.44MB only. 
ii) Floppy diskettes are very delicate and need be handled with extra care. iii) Floppy diskettes are very slow in both reading and writing data on them. iv) They are flexible, that is, can be remove and used elsewhere. 
 v) They are the cheapest storage medium compared to other form of storage media. 
 
Handling Floppy Diskettes 
Some precautions for handling floppy diskettes are: 
i) Never touch the exposed magnetic surface of a diskette, always hold disks by their protective jackets 
ii) Never expose disk to: extreme heat or cold, direct sunlight, moisture or oil, and abrasive materials or dust. 
iii) Take care not to scratch, score or prick the disk or its protective cover. 
iv) Never eat, drink or smoke in areas where diskettes are stored. 
v) Use the soft-felt-tip marker, when writing on disk labels, and write lightly, don’t use a pencil. 
vi) Store diskettes in a flat diskette case or box to avoid bending or folding. 
 
Hard disk 
Hard disk consists of one or more rigid rapidly rotating discs (platters) coated with magnetic material, and with magnetic heads arranged to write data to the surfaces and read it from them. 
 
A hard disk drive (HDD) is a device for storing and retrieving digital information, primarily computer data. [image: ]
Hard disk parts 
· Platter: This is the area where information is written to the hard disk. It spins constantly as it continues to add important data to the computer hard disk. 
· Spindle: This device helps to hold the platter in place and makes it easy for the platter to spin at the necessary speed. 
· Head: This is a form of a magnet that helps in the recording of information to the hard disk drive. 
· Actuator Arm: This allows the head to move back and forth across the disk drive as it records information. 
· Actuator Axis: This allows the actuator arm to move back and forth easily. It is the base for the actuator arm. 
· Actuator: Continually reads and records information. 
· Jumper Block: This allows a cable to connect to the power supply of the computer and/or the motherboard device in the computer system. 
· IDE (Integrated Drive Electronics) Connector: This allows a cable to run from the hard disk drive to the motherboard of the computer. 
· Power Connector: This also assists in providing power from the power supply. 
 
Advantages of a Hard disk 
· Hard disk provides a far larger storage capacity compared to other forms of storage devices. 
· Data/instructions can be read or written at a very high speed. 
· Hard disk is more reliable than a floppy disk in terms of the security of the data. 
· Hard disk is more protected against dusts and dirt. 
· Cheap on a cost per megabyte compared to other storage media. 
· Hard disks can be replaced and upgraded as necessary. 
· Stores and retrieves data much faster than a floppy disk or CD-ROM. 
 
Disadvantages of a hard disk 
· If Hard disks eventually fail, stops the computer from working. 
· Regular 'head' crashes can damage the surface of the disk, leading to loss of data in that sector. 
· The disk is fixed inside the computer and cannot easily be transferred to another computer. Optical Disks. 
· An optical disk is a removable disk on which data is written and read through the use of laser beams. 
· The most familiar form of optical disks are the one that are used in music industry. 
Types of Optical Disks 
· Some of the most popular disk are: 
· CD-ROM – Compact Disc Read Only Memory 
· CD-Plus – Compact Disc Plus 
· CD-R – Compact Disc Recordable 
· WORM – Write Once Read Many 
· Erasable Optical Disks 
· DVDs – Digital Versatile Discs 
CD-ROM 
· CD-ROM, which stands for Compact Disk Read Only Memory is an optical disk format that is used to hold pre-recorded text, graphics, and sounds. 
· “Read Only” means that the disk cannot be written on by the user except accessing the data imprinted by the disk’s manufacturers. 
· CD ROMs can be used to store: – Entertainment and games. 
· Encyclopedia, atlases, and reference work. 
· Catalogs. 
· Education and training materials. 
· Edutainment 
· Books and Magazines. 
CD-Plus 
· A CD-Plus or enhanced CD, is a digital disk that is hybrid of audio only compact disk and multimedia CD-ROM. 
CD-R 
· CD-R, which stands for Compact Disk Recordable, is a CD is a CD format that allows you to write data onto it, using a special CD writer drive. 
· Like CD-ROM, CD-R disks cannot be erased. 
WORM 
· WORM stands for Write Once, Read Many. A WORM disk can be written or recorded onto just once and they cannot be erased, but it can be read many times. 
· WORM disks are useful for storing data for backup and archival purposes because it can store greater volume of data than other types of CD-ROMs and magnetic tapes. 
· WORM disks require special WORM drives to write or read their contents. 
Erasable Optical Disks 
· An erasable optical disk allows users to erase data so that the disk can be used over and over again. 
· The most common type of erasable optical disk is the magneto-optical (MO) disk which uses aspects of both magnetic disk and optical disk technologies. 
 DVD & DVD-ROM Disks 
· A DVD-ROM (Digital Versatile Disk ROM) is an extremely high capacity compact disk capable of storing massive amount of data ranging from 4.7GB up to 17GB or beyond. 
· It represents a new generation of high density CD-ROM disks with either write once, or rewritable capabilities. 
Care for Optical Disk (Compact Disk) 
· Always store the CDs in a jewel box when not in use. 
· Always hold the compact disk by its edges 
· Never touch the underside of the CDs 
· Never stack CDs on top of each other. 
· Never expose the CDs to excessive heat or sunlight. 
Magnetic tapes 
· A sequential storage medium used for data collection, backup and archiving. Like videotape, computer tape is made of flexible plastic with one side coated with a ferromagnetic material. 
· Tapes were originally open reels, but were superseded by cartridges and cassettes of many sizes and shapes. 
· The major drawback of tape is its sequential format. Locating a specific record requires reading every record in front of it or searching for markers that identify predefined partitions. 
Care and Handling of Magnetic Tapes 
· Use and store magnetic tape reels and cassettes in a clean environment. 
· Avoid contamination of the tapes by dirt, dust, fingerprints, food, cigarette smoke and ash, and airborne pollutants. 
· Take care not to drop tapes or cartridges. 
· Keep tapes out of strong sunlight and avoid contact with water. 
Flash Disks 
· A USB flash drive is a data storage device that includes flash memory with an integrated Universal Serial Bus (USB) interface. 
· A flash drive consists of a small printed circuit board carrying the circuit elements and a USB connector, insulated electrically and protected inside a plastic, metal, or rubberized case which can be carried in a pocket or on a key chain. 
[bookmark: _Toc477659101][bookmark: _Toc477817804]Tertiary storage 
· Tertiary memory is a third level of storage which is primarily used for archiving rarely accessed information since it is much slower than secondary storage. 
 
· Tertiary storage involves a robotic mechanism which will mount (insert) and dismount removable mass storage media into a storage device according to the system's demands; these data are often copied to secondary storage before use. 
[bookmark: _Toc477659102][bookmark: _Toc477817805]Off-line storage 
· Off-line storage is a computer data storage on a medium or a device that is not under the control of a processing unit. 
· The medium is recorded, usually in a secondary or tertiary storage device, and then physically removed or disconnected. 
· It must be inserted or connected by a human operator before a computer can access it again. Unlike tertiary storage, it cannot be accessed without human interaction. 
Off-line storage is used to transfer information, since the detached medium can be easily physically transported. 
· Additionally, in case of a disaster, for example fire, destroys the original data, a medium in a remote location will be unaffected, enabling disaster recovery. 
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[bookmark: _Toc477659103][bookmark: _Toc477817806]Characteristics of storage Devices 
· Storage technologies at all levels of the storage hierarchy can be differentiated by evaluating certain core characteristics as well as measuring characteristics specific to a particular implementation. 
· These core characteristics are volatility, mutability, accessibility, addressability, performance and capacity. 
 
Volatility 
Non-volatile memory 
• Will retain the stored information even if it is not constantly supplied with electric power. It is suitable for long-term storage of information. 
Volatile memory 
· Requires constant power to maintain the stored information. The fastest memory technologies of today are volatile ones. Since primary storage is required to be very fast, it predominantly uses volatile memory. 
· One of volatile memories is Random Access Memory, which may be either DRAM or SRAM. 
Dynamic random-access memory (DRAM) 
• A form of volatile memory which also requires the stored information to be periodically reread and re-written, or refreshed, otherwise it would vanish. 
 
 Static random-access memory (SRAM) 
• A form of volatile memory similar to DRAM with the exception that it never needs to be refreshed as long as power is applied. (It loses its content if power is removed). Mutability 
Storage mutability describes the ability to ”read/write” a storage device or “read only” but not write a storage device 
Read/write storage or mutable storage 
· Allows information to be erased or overwritten at any time. A computer without some amount of read/write storage for primary storage purposes would be useless for many tasks. 
· Read/write storages are very useful for secondary storages where you can store (write) information but you can erase and store new contents. 
Read only storage (Immutable) 
· Retains the information stored at the time of manufacture, and write once storage (Write Once Read Many) allows the information to be written only once at some point after manufacture. These are called immutable storage. Immutable storage is used for tertiary and off-line storage. Examples include CD-ROM and CD-R. Slow write, fast read storage 
· Read/write storage which allows information to be overwritten multiple times, but with the write operation being much slower than the read operation. Examples include CD-RW and flash memory. Accessibility 
Describe a type of storage device whether its contents can be accessed at random or sequentially but not both. 
Random access 
• Any location in storage can be accessed at any moment in approximately the same amount of time. Such characteristic is well suited for primary and secondary storage. Most semiconductor memories and disk drives provide random access. 
Sequential access 
• The accessing of pieces of information will be in a serial order, one after the other; therefore the time to access a particular piece of information depends upon which piece of information was last accessed. Such characteristic is typical of off-line storage where you use magnetic tapes. 
Addressability 
Location-addressable 
• Each individually accessible unit of information in storage is selected with its numerical memory address. In modern computers, location-addressable storage usually limits to primary storage, accessed internally by computer programs, since location-addressability is very efficient, but burdensome for humans. 
File addressable 
• Information is divided into files of variable length, and a particular file is selected with human-readable directory and file names. The underlying device is still location-addressable, but the operating system of a computer provides the file system abstraction to make the operation more understandable. In modern computers, secondary, tertiary and off-line storage use file systems. 
Content-addressable 
Each individually accessible unit of information is selected based on the basis of (part of) the contents stored there. Content-addressable storage can be implemented using software (computer program) or hardware (computer device), with hardware being faster but more expensive option. Hardware content addressable memory is often used in a computer's CPU cache. 
Performance Latency 
• The time it takes to access a particular location in storage. The relevant unit of measurement is typically nanosecond for primary storage, millisecond for secondary storage, and second for tertiary storage. 
Throughput 
• The rate at which information can be read from or written to the storage. In computer data storage, throughput is usually expressed in terms of megabytes per second or MB/s, though bit rate may also be used. As with latency, read rate and write rate may need to be differentiated. 
Capacity 
Raw capacity 
• The total amount of stored information that a storage device or medium can hold. It is expressed as a quantity of bits or bytes (e.g. 10.4 megabytes). 
Memory storage density 
· The compactness of stored information. It is the storage capacity of a medium divided with a unit of length, area or volume (e.g. 1.2 megabytes per square inch). 
Storage technologies 
· The most commonly used data storage technologies are semiconductor, magnetic, and optical. 
· Media is a common name for what actually holds the data in the storage device. Some other fundamental storage technologies have also been used in the past or are proposed for development. 
Semiconductor 
· Semiconductor memory uses semiconductor-based integrated circuits to store information. A semiconductor memory chip may contain millions of tiny transistors or capacitors. Both volatile and non-volatile forms of semiconductor memory exist. 
Magnetic 
· Magnetic storage uses different patterns of magnetization on a magnetically coated surface to store information. Magnetic storage is non-volatile. The information is accessed using one or more read/write heads which may contain one or more recording transducers. 
· In modern computers, magnetic storage will take these forms: 
· Magnetic disk 
· Floppy disk, used for off-line storage 
· Hard disk drive, used for secondary storage • Magnetic tape, used for tertiary and off-line storage. 
 
Optical 
· Optical storage, or optical disc, stores information in deformities on the surface of a circular disc and reads this information by illuminating the surface with a laser diode and observing the reflection. Optical disc storage is non-volatile. 
· The deformities may be permanent (read only media), formed once (write once media) or reversible (recordable or read/write media). 
[bookmark: _Toc477659104][bookmark: _Toc477817807]  Units of Measurements for Capacity 
A computer system’s data/information storage capacity is represented by bits, bytes, kilobytes, megabytes, gigabytes, and terabytes. 
 
(i) Bits 
• In a binary system, each ‘0’ or ‘1’ is called a bit, which is short for “binary digit”. A bit is a smallest unit of data storage. 
(ii) Byte 
• A byte is a group of 8 bits, and a byte represents one character digit or other values. To represent letters, numbers, or special characters (such as # or *), bits are combined into groups. 
(iii) Kilobyte 
• A kilobyte (K, KB) is about 1000bytes. It is actually exactly 1024bytes, but the figure is usually rounded. 
(iv) Megabyte 
• A Megabyte (M, MB) is about 1 million bytes (1, 048, 576bytes) or (1024kilobytes). 
(v) Gigabyte 
• A Gigabyte (G, GB) is about 1 billion bytes (1,073,941,824bytes) or (1024megabytes) 
(vi) Terabyte 
• A Terabyte (T, TB) represents about 1 trillion bytes (1, 009, 511, 627, 776bytes) or (1024 gigabytes) Questions: 
1) How may bytes in 5kilobytes? 
2) Convert 4 terabytes into megabytes. 
3) Convert 77309411328bits into megabytes. 
4) Express 3gigabytes into bits. Note: 
Use the interval of 1024. 
Access Time 
• Access time on disk is time interval between the moment the command is given to transfer data from disk to main memory and the moment this transfer is completed. 
[bookmark: _Toc477659105][bookmark: _Toc477817808]The Microcomputer System Unit 
The system unit or cabinet contains the following components: 
· Power Supply. 
· Motherboard 
· Hard disk drive 
· System clock 
· RAM & ROM chips 
· Expansion Slots and Boards 
· Bus lines 
Power Supply 
· The Power Supply is the device that converts Alternating Current (AC) to Direct Current (DC) to run the computer. 
· The electricity available from a standard wall outlet is alternating current (AC) and can cause harm to the computer. 
The ON/OFF switch in your computer turns on or shuts off the electricity to the power supply. 
· Because electricity can generate a lot of heat, a fan inside the computer keeps the power supply and other components from becoming too hot. 
Motherboard 
· A Motherboard or system board is the main printed, flat circuit board in an electronic device such as microcomputers. 
· The board contains expansion slots (sockets) that accept additional boards (expansion Cards). In a microcomputer, the motherboard contains the microprocessor, the primary storage chips (or main memory cards), the buses, and all the chips used for controlling the 
[bookmark: _Toc477659106][bookmark: _Toc477817809]peripherals. 
Microprocessor Capacity 
· The capacity of a microprocessor chip is represented in word sizes. A word size is the number of bits (e.g., 8, 16, or 32 bits) that a computer (CPU) can process at a time. 
· If a word has more bits, the computer (CPU) is more powerful and faster. For example, a 16bit-word computer can access 2 bytes (1 byte = 8 bits) at a time, while a 32-bit-word computer can access 4 bytes at a time. Therefore, the 32-bit computer is faster than the 16bit computer. 
Central Processing Unit (CPU) 
· The central processing unit (CPU) is the computing part of the computer that interprets and executes program instructions. It is also known as the processor. 
· In a microcomputer, the CPU is contained on a single microprocessor chip within the system unit. The CPU has two parts: the control unit and the arithmetic-logic unit. 
· There are two important architectures of a computer processor: 
 i) CISC – Complex Instructions Set Computing. ii) RISC – Reduced Instructions Set Computing. 
CISC and RISC Chips 
· CISC Chips: CISC stands for Complex Instruction Set Computer. CISC is a computer architecture that has large sets of instructions. CISC machines have several hundred instructions. Intel's Pentium-chip uses CISC design. 
· RISC Chip: RISC stands for Reduced Instruction Set Computing. RISC is a computer that executes a few numbers of instructions. In RISC, most programs generally use only a few instructions. This architecture has a small number of instructions built into the circuits and if those basic instructions are made to execute faster, then RISC computers increase performance. 
Expansion Slots & Boards 
Expansion slots are sockets on the motherboard into which you can plug expansion cards. Expansion cards or Add-on boards are circuit boards that provide more memory or control peripheral devices. 
 
Among the types of expansion cards are the following: 
· Expanded memory 
Memory expansion cards allow you to add RAM chips, giving you more memory space. 
· Display Adapter 
These cards allow you to adopt different kinds of color video display monitor for your computer. 
· Other Add-ons 
You can also add special circuit boards for modems, fax, sound and network cards, as well as math and graphic processor chips. 
 Bus Lines 
A bus line or simply bus is an electrical pathway through which bits are transmitted within the CPU and other devices in the system unit. 
The different types of bus line include: 
· Address bus 
· Control bus 
· Data bus Address bus 
· [image: ]An internal channel from the CPU to memory across which the addresses of data (not the data) are transmitted. The number of lines (wires) in the address bus determines the amount of memory that can be directly addressed as each line carries one bit of the address. Control bus 
· Is a computer bus that is used by the CPU to communicate with devices that are contained within the computer. This occurs through physical connections such as cables or printed circuits. 
· It is the control bus that regulates which direction the write and read information need to go. The control bus contains a control line for write instructions and a control line for read instructions. Data Bus: 
· An internal channel that carries data between a computer's central processing unit and its random-access memory. 
Control, Address, and Data Buses 
 Ports 
· A port is a socket on the outside of the system unit that is connected to an expansion board on the inside of the system unit. 
· [image: ]A port allows you to plug in a cable to connect a peripheral device, such as a monitor, printer, modem, etc so that it can communicate with a computer system. 
· Ports are of five (5) types: 
Parallel Ports: 
· This allows lines to be connected that will enable 8 bits to be transmitted simultaneously. 
· Parallel lines move information faster than serial lines do, but they can transmit information efficiently within a very short distance. 
· Parallel ports are used mostly for connecting the printers. Serial Ports: 
· A serial port enables a line to be connected that will send bits one at a time on a single line. 
· Serial port is slower than parallel ports in transmitting data because bits are transmitted one after the other on single line. 
· However, serial ports can allow information to be transmitted to long distances. 
· Serial ports are used principally for communication lines like modems and mice. USB Ports: 
· Universal Serial Bus (USB) is a type of port that allows you to connect several different devices using only one port. 
· For example, you can use a USB port to connect a printer, modem, joystick and scanner to your computer. 
Video adapter Port: 
· These are used to connect the video display monitor outside the computer to the video adapter card inside the system unit. Game Port: 
· Game port allows you to attach a joystick or similar game playing devices to the system unit. 
 System Clock 
· The clock is a device that generates periodic, accurately spaced signals used for several purposes such as regulation of the operations of a processor or generation of interrupts. 
· The system clock controls the speed of all the operations within a computer. 
· The clock speed is the internal speed of a computer. The clock speed is expressed in megahertz (MHz). 33 MHz means 33 million cycles per second. A computer processor's speed is faster if it has higher clock speed. 
Microprocessor 
· A microprocessor is a computer processor that incorporates the functions of a computer's central processing unit (CPU) on a single integrated circuit (IC). 
· The microprocessor is a multipurpose, programmable device that accepts digital data as input, processes it according to instructions stored in its memory, and provides results as output. 
· The integration of a whole CPU onto a single chip or on a few chips greatly reduced the cost of processing power. 
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· A microcontroller is a small computer on a single integrated circuit containing a processor core, memory, and programmable input/output peripherals. 
· Microcontrollers are designed for embedded applications, in contrast to the microprocessors used in personal computers or other general purpose applications. 
· Microcontrollers are used in automatically controlled products and devices, such as automobile engine control systems, implantable medical devices, remote controls, office machines, appliances, power tools, toys and other embedded systems. 
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· An input device is a peripheral used to transfer data from the outside world into a computer system. It is any device that can be used to feed data into a computer. 
· Input devices convert the user's actions and analog data (sound, graphics, pictures) into digital electronic signals that can be ‘handled’ or ‘read’ by a computer. Digital data (such as from barcode readers, scanners, etc.) does not require any conversion and is input direct into a computer. 
· It is through input devices that a user exercises control over a computer, its operations, and outputs. 
· Input devices are devices that are used to communicate user’s data or instructions to the computer for storage or processing. 
· Input hardware is classified as: 
· Source data entry 
· Keyboard entry 
Source Data Entry 
· Source data entry devices refer to the many forms of data entry devices that are not keyboard. This type of data entry is also known as source data automation. 
· Source data entry devices include: 
· Pointing Devices 
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· Voice Recognition Devices 
· Audio Input Devices 
· Video Input Devices 
· Digital Camera 
· Magnetic Stripe, Smart and Optical Cards 
 Pointing Devices 
· A pointing device is an input interface that allows a user to input spatial (i.e., continuous and multi-dimensional) data to a computer. 
· Pointing devices include mice, trackballs, joysticks, touch screens, lightpens, digitizing tablets, touchpad, and pen computers. Mouse: 
· A mouse is a pointing device that functions by detecting two-dimensional motion relative to its supporting surface. 
· A mouse is a device that is rolled about on the desktop and directs a pointer on the computer’s display screen. 
· On the bottom side of the mouse is a ball (trackball) that translates the mouse movement into digital signals. 
· On the top side are one, two, or three buttons. 
· Depending on the software, these buttons are used for such functions as clicking, dragging, and dropping. 
Trackball 
· A trackball is a movable ball, on top of the stationary device, that is rotated with the fingers or palm of the hand. 
· Trackballs look like the mouse turned upside down. Joystick: 
· A joystick is an input device consisting of a stick that pivots on a base and reports its angle or direction to the device it is controlling. 
· Joysticks are often used to control video games, and usually have one or more push-buttons whose state can also be read by the computer. 
Touch Screens 
· Touch screen is a video display screen that has been sensitized to receive input from the touch of a finger. 
· Touch screens are mostly used in automated teller machines and tourist directories in airports. Light pens 
· A lightpen is a light sensitive stylus, or pen-like device, connected by a wire to the computer terminal. 
· The user brings a lightpen to the desired point on the display screen and presses a pen button, which identifies that screen location to the computer. 
· Lightpens are mostly used by engineers, graphic designers and illustrators. 
Digitizing tablets 
· A digitizing tablets consists of a tablet connected by a wire to a stylus or puck. 
· A stylus is a pen-like device with which the user “sketches” an image. 
· A puck is a copying device with which the user copies an image. 
· When used with drawing and painting software, a digitizing tablets and stylus allow you to do shading, and many other effects similar to those artists achieve with pencil, pen or charcoal. 
· Digitizing tablets are used primarily in design and engineering. Touch pad. 
· A touch pad is a surface that is sensitive to pressure and motion. 
· When you move your finger tip across the pad, the pointer on the screen moves in the same direction. 
 
 Pen-computer 
· A pen-computer uses a pen-like stylus to allow people to enter handwriting and marks onto a computer screen rather than typing on the keyboard. 
Scanning Devices 
· Scanning devices translate images on text, drawings, photos, and the like directly into digital form that the computer can use. 
· The images can then be processed by a computer, displayed on the screen, stored on the storage device, or communicated to another computer. 
· Scanning devices include: 
· Bar-code reader. 
· Document recognition (OCR, OMR, MICR) 
· Dedicated fax machines 
· Fax modem 
· Imaging system. Bar-code reader: 
· A barcode reader (or barcode scanner) is an electronic device for reading printed barcodes. Like a flatbed scanner, it consists of a light source, a lens and a light sensor translating optical impulses into electrical ones. 
Fax machines 
· A fax machine, or facsimile transmission machine, scans an image and sends it as electronic signals over telephone lines to receiving fax machine, which recreates the image on paper. 
Document readers 
Document readers are input devices that sense data directly from some documents and convey them to go as computer inputs in terms of electronic signals. 
 There are three types of document readers: 
· Optical Mark Reader (OCR) 
· Optical Character Reader (OCR) - Magnetic Ink Character Reader (MICR). 
Optical Character Reader (OCR) 
· OCR is an input device that reads pre-printed characters in a particular font (typeface - design) and converts them to digital code. 
· OCR characters are used in utility bills and price tags on department store merchandise. 
Optical Mark Reader (OMR) 
· OMR is an input device that reads pencil marks and converts them into computer usable form (digital signals). 
· The OMRs are used in marking multiple questions, questionnaires, insurance premium collection and such like applications. 
Magnetic Ink Character Reader (MICR) 
· MICR is an input device that reads the strange looking numbers printed at the bottom of the cheque. 
· MICR characters are printed with magnetized ink and are read by MICR equipment, producing a digitized signal. 
Magnetic Cards 
· Magnetic cards are ATM cards, credit cards with stripes of magnetically encoded data on their backs. 
· These cards are used for getting cash or charging a purchase, so the encoded data might include your name, account number, and PIN number (Personal Identification Number). 
Smart Cards 
· A smart card looks like a credit card but contains a microprocessor and memory chip. 
· Smart cards can be used as telephone debit cards. 
· You insert the card into a slot in the phone, wait for a tone, and dial the number. 
· The time of your call is calculated automatically on the chip inside the card and deducted from the balance. 
Optical Cards 
· Optical cards are plastic, laser recordable, wallet type cards used with an optical card reader. - Optical cards record much more data than magnetic stripe and smart cards. Voice-Recognition. 
· A voice recognition system converts a person’s speech into digital code by comparing the electrical patterns produced by the speaker’s voice with a set of recorded patterns stored in the computer. 
Digital Camera. 
· A digital camera captures images in digital form for immediate viewing on a television or computer display screen or direct storage on compact disk or for printing. 
· Digital Cameras do not use a film. 
Sensor 
· A sensor is a type of input device that collect specific kinds of data directly from the environment and transmits them to the computer. 
· Sensors can be used to detect things like speed, movement, weight, pressure, temperature, humidity, wind, current, fog, gas, smoke, light, shape, etc. 
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· The keyboard is the most common input device that is used to enter data and instructions into a computer. 
· The keyboard is divided five (5) main sections: 
i) The typewriter area. ii) The function keys. iii) The numeric keypad. iv) The cursor keys. 
v) The special purpose keys 
The Typewriter Area 
· The typewriter area consists of key buttons that are labeled A-Z that are used to construct document. 
· The number 0-9, are also part of typewriter area keys. 
The Function Keys 
· The function keys are also called programmable keys and are labeled F1 through F12. 
· The function keys are mainly used to issue commands. 
· What function each key performs depends on the software program you are using. 
Cursor Movement Keys 
· Cursor movement keys are used to move the cursor around the screen. 
· The cursor is the symbol on the video screen that shows where the text character that is input will be positioned. 
Numeric Keypad 
· Numeric keypad combines cursor keys, number labeled buttons, and other special purpose keys. 
When you turn the “num lock” key off your microcomputer system assumes that these keys will be used for cursor movement. 
· When the “Num lock” key is on, you can use the number keys. 
 Special Purpose Keys 
Special purpose keys include: 
a) Shift key 
b) Caps lock key 
c) Num lock key 
d) Enter (Return) key 
e) Back space key 
f) Delete key 
g) Insert key 
h) Alter (Alt) key 
i) Control (Ctrl) key 
j) Page up (Pg Up) key 
k) Page down (Pg Dn) key 
a) Caps lock key 
· Caps lock key is used to lock characters ‘A’ through ‘Z’ to uppercase position when pressed once. 
· To release the uppercase mode you press the Caps lock key once again. 
· The Caps lock light comes “on” when locked in uppercase, and “off” when in lowercase. b) Shift Key 
· Shift key is used to shift the alphabetic keys, ‘A’ through ‘Z’ to uppercase mode when the caps lock key is off and vice-versa. 
· For all the other keys in the typewriter area, holding the shift key down cases the characters shown at the upper portion to be obtained. 
· The caps lock key does not affect these keys. c) Num lock key 
· Num lock key is used to lock in the numbers when turned “on”, so that the numeric keypad can only be used to type numeric characters. 
· When the Num lock is “off”, you can only use the arrow keys for cursor movements. d) Enter (Return) key 
· It is used to confirm to the computer whatever is typed i.e. when a command is issued it can only be executed after pressing the return key. 
· In other operations like word processing, the Return key helps in starting a new paragraph by striking the Enter key once. 
e) Back space key 
- It is used to erase the characters to the left creating spaces as it does so. In other words, it erases the typed text left wards. 
f) Delete Key 
 - The delete key is used to erase the typed text right wards. 
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· A Terminal is a device that consists of a keyboard, a video display screen, and a communication line to a large (usually main frame) computer system. 
· Terminals are generally used for input, but they also display output. 
· Terminals are of two types: (i) Dump terminal 
 (ii) Smart terminal 
 
Dump Terminal 
· A Dump terminal can be used only to input data to and receive information from a computer system. 
· Dump terminal cannot do any processing on its own. 
Smart Terminal 
· A Smart terminal, also known as X-terminal, can do input, output, and some processing capability and RAM. 
· An example of smart terminal is the Point of Sale terminal in the supermarket. 
· A point of sale is used as a cash register. It records customer’s transactions at the point of sale. 
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· Output devices are devices used to translate information processed by the computer that is in digital form into a form that human can understand. 
· The computer uses the output devices to communicate data/information to the external environment (user). 
· The information can be output in either of the two forms: 
(i) Hardcopy output (ii) Softcopy output. 
· Hardcopy refers to printed output, for example printed text or graphics, from printers. Films, including microfilms and microfiche, are also considered hardcopy output. 
· Softcopy refers to data that is shown on a display screen or is in audio or voice form. This type of output is not tangible. Virtual Reality and robots are also considered as softcopy devices. 
There are several types of output devices and these are: 
(i) Monitor screen 
(ii) Printers and Plotters 
(iii) Audio output devices (speakers) 
(iv) Virtual reality devices 
(v) Robots 
Display Screen 
· A Display screen is an output device that displays programming instructions and data as they are being input and information after it is processed. - Display screens are of two types: 
(i) Cathode Ray Tube (CRT) 
(ii) Flat Panel Display 
Cathode Ray Tube (CRT) 
· A CRT is a display screen in a computer or video display terminal. 
· A CRT is the most common form of display screen and is also called the Monitor screen. 
Flat Panel Display 
· Flat Panel Displays are thin, light weight and consume less power. 
· One common type of Flat Panel Display is Liquid Crystal Display (LCD). 
Screen Clarity 
Screen clarity depends on three qualities: 
(i) Resolution 
(ii) Dot pitch (iii) Refresh rate. 
Resolution 
· Screen resolution is the clarity sharpness of the display screen. 
· The more pixels there are per square inch, the better the resolution. 
Resolution is expressed in terms of formula: 
 
Resolution = Horizontal X Vertical pixel 
 
· Each pixel can be assigned a colour or particular shade of gray. A screen with 640x480 pixels multiplied together equals 307,200pixels. 
· The above screen will be less clear than a screen with 800 x 600 = 480,000 pixels or 1024 x 768 = 786,432pixel. 
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 640 x 480 = 307,200 800 x 600 = 480,000 1024 x 768 = 786,432pixels 
Dot Pitch 
Dot pitch is the amount of space between the centres of adjacent pixels. The closer the dots, the crisper the image. 
Refresh rate 
Refresh rate is the number of times per second that the pixels are recharged so that their glow remains bright. 
Monochrome versus Colour screen 
· Monochrome display screens display only two colours usually black and white, amber and black, or green and black. 
· Colour display screen can display between 16 and 16.7 million colours, depending on their type. 
Text (character) mapped versus Bit mapped (graphics) 
(i) Character mapped: 
· Character-mapped display screens displays only text i.e. letters, numbers, and special characters. 
· Character mapped screen cannot display graphics unless a video display adapter (VDA) is installed. 
 (ii) Bit mapped 
· Bit mapped display screen permits the computer to manipulate pixels on the screen individually rather than blocks, enabling software to create a greater variety of images. 
Printers 
· A printer is an output device that prints characters, symbols and graphics on paper. - The printer output is referred to as the hardcopy. Printer Classification 
A printer can be classified as: 
i) Character printers ii) Line printers iii) Page printers 
· The character printer provides one character print at a time, hence comparatively slow than line and page printers. 
· The line printers provide one whole line print at a time, hence relatively more expensive as compared to character printers. 
· The page printers provide one whole page at a time hence faster than character and line printers. 
Printers can also be classified with respect to the way they provide the prints onto the stationary. 
They include: 
(i) Impact Printers 
(ii) Non-impact Printers 
Impact Printers 
· The impact printers provide the print by print head element coming into actual contact with the stationary through the inked ribbon. 
· The inked ribbon is found between the stationary and the printing head element so that the inked ribbon is used to pass the character images on the printing head onto the stationary during the print hit impact. 
Non-Impact Printers 
· The Non-Impact Printers provide print by print head element not coming into the actual contact with the stationary, but use other means e.g. thermal or electrostatic principles to provide prints. 
	IMPACT PRINTERS 
	NON-IMPACT PRINTERS 

	(i) They print at a low speed 
	(i) They print at a faster speed than impact printers 

	(ii) They use inked ribbon 
	(ii) They use thermal or electrostatic principles 

	(iii) Multipart copy production is possible 
	(iii) Multipart copy production not possible. 

	(iv) They produce noise during the print head impact. 
	(iv) They are quieter during printing as no print head impact during printing. 
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Three common types of printers include: 
(i) Dot-matrix printers 
(ii) Inkjet printers 
(iii) Laser printers 
Dot-matrix printers 
· A dot-matrix printer is an impact printer that produces printed images with a print head striking mechanism. 
· A higher number of pins on the print head means more dots are printed, which results in higher print quality e.g. a 24 pin printer has better print quality than 9pin printer. 
· The speed of dot-matrix is normally measured by the number of characters per second (cps) it can print. 
Advantages of dots-matrix printers include: 
· Dot-matrix can print multipart forms 
· They can withstand dusty environment, vibrations and extreme temperature. Disadvantages of dot-matrix printers include: 
· They are generally noisy because of the striking mechanism. 
Their print quality is not as good as those of inkjet and laser printers. 
Inkjet printers 
· An inkjet printer is a non-impact printer that forms characters and graphics by spraying tiny drops of liquid ink onto piece of paper. 
· Inkjet can produce letter quality (LQ) text and graphics in bother black and white and colours. 
· Some inkjet printers can print photos on any type of paper. 
· The speed of an inkjet printer is measured in pages per minute (ppm). 
· Printer resolution is measured by dots per inch (dpi). The advantages of inkjet printers include: 
· Inkjet printers are generally quite than dot-matrix printers - They can produce high quality colour output. The disadvantage of inkjet printers include: 
· Specialized papers are required to produce high quality output. 
· The ink cartridges and specialized papers are expensive. 
· The ink may smear when printed on ordinary paper. 
Laser Printers 
· Laser printer is a printer that uses a light beam to transfer images to paper. 
· The mechanism of how a laser printer works is similar to a photocopier machine. 
· The laser printers are also known as page printers. Advantages of laser printers include: 
· Laser printers are generally quiet and fast. 
· Laser printers can produce a high quality output on ordinary papers. 
· The cost per page of toner cartridges is lower than other printers. Disadvantages of laser printers include: 
· The initial cost of laser printers is always higher than other types of printers. 
Daisy wheel Printers 
· A daisywheel printer is an impact printer that uses a wheel as a print head. 
· The advantage of the daisy wheel printers is that they can print quality characters. 
· The disadvantage of a daisywheel printers is that the print speed is very low and they cannot produce graphics output. 
Factors to consider when selecting a printer 
(i) The printer’s initial price and the subsequent cost of maintenance. 
(ii) The cost of consumable items e.g. paper quality, cartridges it uses, ribbons, etc. 
(iii) Volume of printing expected that helps on the selection of the print speed range of the computer. 
(iv) The nature of the report and the print quality the printer can offer. 
(v) Range of capability for selected printer. e.g. multiple copy facility, print styles, page width, etc. 
(vi) The type of manufacturer should be considered. 
The Difference between Screen output and Printer output 
	Screen output 
	Printer output 

	(i) Displays softcopy output 
	(i) Prints hardcopy output 

	(ii) The output is temporary i.e. the output gets lost on power switch off. 
	(ii) The output is permanent i.e. it can be maintained for future reference 

	(iii) Silent output. 
	(iii) Noisy output especially for the impact printers. 

	(iv) Different styles of print e.g. italics and colour displays possible 
	(iv) Styled prints is only possible with the advanced models having the colour capabilities. 

	(v) Very fast 
	(v) Comparatively slow. 
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Software is a set of instructions or programs that tells the hardware parts on what to do and how to do it. 
Software consists of computer programs that control the workings of the computer hardware. 
Without software, the computer hardware can do nothing. 
· Computer software is divided into three major parts: 
i) Systems software ii) Applications software iii) Development Software 
Systems software 
· It is a set of programs that support the computer systems by coordinating the activities of the hardware and the applications. 
· System software is computer software designed to operate the computer hardware, to provide basic functionality, and to provide a platform for running application software. 
· System software includes language translators, operating systems, and utility programs 
Applications software 
· It is a set of programs that solve specific user oriented problems. 
Development Software 
· These are set of programs that provide tools for programmers to write computer programs 
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· An operating system (OS) is a collection of software that manages computer hardware resources and provides common services for application programs. 
· The operating system is a vital component of the system software in a computer system. Application programs usually require an operating system to function. 
 Functions of operating systems include: 
i) Perform common computer hardware functions like storing data on disk. ii) Manage system memory to control how memory is accessed and used. 
iii) Manage processing tasks like enabling the user to run more than one application (Multitasking). 
iv) Manage files tracking where each file is stored and where is located. 
v) Control access to system resources like by providing functions like password protection. 
vi) Provide the user interface like the windows XP Graphical User Interface. 
vii) Provide hardware independence by providing an interface between the application programs and the hardware. 
viii) Provide network capabilities to link users. Types of Operating Systems 
Common operating systems include: 
i. Windows XP, Windows 7, Windows 8, Microsoft Disk Operating System (MSDOS), Windows Vista, Windows 98, Windows 2000, Windows 2003 Server. ii. Unix iii. Linux iv. Palm OS 
v. Macintosh vi. Netware 
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Among the ways operating system manage tasks in order to run more efficiently is to use the technique of: 
i) Multiprogramming ii) Time-sharing iii) Multiprocessing iv) Multitasking 
 Multiprogramming 
Multiprogramming is the execution of two or more programs on a multi user operating system. 
Time-sharing 
Timesharing is the single computer’s processing of the tasks of several users at different stations in round-robin fashion. 
Multiprocessing 
Multiprocessing is processing done by two or more computers or processors linked together to perform work simultaneously. i.e. at precisely the same time. 
Multitasking 
Multitasking is the execution of two or more programs by one user concurrently, not simultaneously, on the same computer with one central processor. 
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· A utility program is a type of system software that performs a specific task, usually related to managing a computer i.e. its devices or programs. 
· Popular utility programs include: 
i) Sort utility ii) File compression utility iii) Diagnostic utility 
iv) Disk scanner utility v) Disk Repair utility vi) Disk Defragmenter utility vii) Uninstaller utility viii) Data Recovery utility 
ix) Anti-virus utility x) Screen saver xi) Backup utility xii) A file viewer utility xiii) Merge Utility 
· A File Compression Utility reduces or compresses the size of a file to provide more storage space on any of the storage media. Compressed files are usually called zipped files because they usually have a .ZIP extension. 
· A Diagnostic utility compiles technical information about a computer hardware and system software programs and then prepares a report outlining any identified problems. 
· A Disk Scanner is a utility that detects and correct both physical and logical problems on a hard disk or floppy disk, and searches for and remove unwanted files. 
· Disk Defragmenter is a utility that re-organizes the files and unused space on a computer’s hard disk so that data can be accessed more quickly and programs can run faster. Fragmented files are files that are scattered across two or more non – contiguous sectors. 
· An Uninstaller is a utility that removes an application, as well as any associated entries in the system files. 
· A Backup utility allows a user to copy, or backup selected files of the entire hard disk into another disk or tape. 
· Anti Virus Utility is a program that prevents, detects, and removes viruses from a computer’s memory or storage devices. 
· Screen saver is a utility that causes the monitor screen to display a moving image or black screen if no keyboard or mouse activity occurs for a specified period of time. 
· Sort utility is the program that is used to arrange the records within a file according to some predetermined sequence. The arrangement can be either ascending or alphabetical order. 
· Merge Utility is a program used to combine the contents of two or more input files to produce one output file 
· Data Recovery is used to resurrect, or “undelete” a file or information that has been accidentally deleted. The data or program that you try to recover may be on the hard disk or diskette. 
· Disk repair checks your hard disk drive for defects, and make repairs on the spot or marker bad areas (sectors) on the disk for the computer not to write data on them - A file viewer is a utility that displays and copies the contents of a file. 
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· Device driver is a computer program that operates or controls a particular type of device that is attached to a computer. 
· A driver provides a software interface to hardware devices, enabling operating systems and other computer programs to access hardware functions without needing to know precise details of the hardware being used. 
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· A programming language is a set of rules that provide a way of instructing the computer on what operation to perform. 
Programming languages are said to be “lower” or “higher” depending on how close they are to the language the computer itself use (0’s and 1’s for low) or to the language people use (more English like i.e. higher). 
Levels of Computer Programming Language. 
At present we have five (5) levels of computer programming languages: 
i) Machine (computer) language programming ii) Assembly (low level) language programming iii) High level language programming iv) Fourth Generation languages (4GLs) programming 
 v) The fifth generation (Natural) language programming. 
 Machine Language 
· Machine language programs are programs that can be understood directly by the computer, without the need of the compiler or interpreter programs. 
· For a program to run on the computer, instructions and data must be expressed in terms of binary digits (1’s and 0’s). 
 
Advantages of Machine language 
i) Machine code programs are executed faster ii) They don’t require either a compiler or interpreter. iii) They are suitable to developing operating systems 
 
Disadvantages of Machine languages 
i) They are very difficult to learn since both data and instructions are expressed in binary 1’s and 0’s. 
ii) Program statements are lengthy and time consuming while writing them. 
iii) The programs are machine dependent hence difficult to be used by the machine of different family. 
 Assembly Language Programming 
i) The assembly language instructions are symbolic representations of the machine code instructions. ii) The operation code (op-code) is represented using mnemonic (easy to remember) codes. 
Advantages of Assembly Language 
i) The assembly language is much easier to understand, use and modify compared to machine language. 
ii) The program has less error chances and can be used in developing operating systems. 
Disadvantages of assembly language 
i) The programs are still machine dependent ii) The programmer still strained in learning and writing programs. iii) Assembly code needs translation to be executed by the computer. 
 
High level Language Programming 
i) A high level language allows a problem solution to be specified a human and problem oriented manner. 
ii) The high level languages are very close to human language vocabularies. 
Advantages of High level Programming languages 
i) They are easy to learn because they use English like vocabularies. ii) Programs are easy to modify correct errors (bugs) and maintain. 
iii) The programs are machine independent i.e. they can run on any other family of computer hardware. 
 
Disadvantages of High level Programming Languages 
i) They tend to be less efficient in the use of the CPU and other facilities. 
ii) They take much more time to run because they consume large amount of memory. iii) A source program needs a compiler/translator converts it into machine code. 
 
Categories of High level Languages Five main categories are: 
i) Commercial languages ii) Scientific languages iii) Special purpose languages iv) Multipurpose languages 
 v) Command languages for operating systems. 
Commercial Languages 
· The most popular commercial high level language is COBOL. 
· COBOL stands for Common Business Oriented Language. Is developed purposely for commercial use. 
 
Scientific Languages 
The most popular scientific languages include: 
i) FORTRAN (Formula Translation). FORTRAN is mainly used for engineering applications as well as scientific use. 
ii) ALGOL (Algorithmic Oriented Language). ALGOL is used for scientific and engineering. 
Multipurpose Languages 
These are languages which are intended to deal with a number of different types of application areas, e.g. business and science. Examples of multipurpose languages include: 
i) BASIC (Beginners All-Purpose Symbolic Instruction Code). BASIC is a simplified language, easy to learn and use, hence suitable for beginners. 
ii) Pascal. It’s a general purpose high level language which derived its name after Blaise Pascal, the French mathematician. 
iii) C, originally C was developed as a special purpose language at first and can solve a wide variety of problems. iv) C++, the language based on C and it’s very popular for Object Oriented Programming (OOP). 
v) JAVA. This language evolved from C++ and is used mostly in developing small applications called “applets” to run on the Internet. 
 
Command Languages 
These are languages used to control the operation of the computer. Examples of command languages are command languages used with MS-DOS and the “SHELL” used with UNIX operating system. Special purpose languages 
These are languages intended to be “tailor made” for a particular type of problem, e.g. machine control, wages, simulation, and control experiments. 
Examples are: 
i) Ada and 
ii) SQL (Structure Query Language) 
 
Fourth Generation Languages 
· The 4GL’s are user oriented languages. They are used to enquire the database systems hence described as the Query Languages. 
The 4GL’s are easy to learn and to understand because they are user based. 
· The languages’ syntax (grammar) is natural, near English language and use menus and prompts to guide a non-specialist to retrieve data with ease. 
· The 4GLs offer features for formatting (e.g. the input), processing and instant reporting. 
 
Fifth Generation Languages 
· The fifth generation languages are still in the state of development, hence they are not popular. E.g. PROLOG. 
· PROLOG (PROgramming in LOGic) meant for expert systems and artificial intelligence, but is not suitable in programming the commercial data processing applications. 
 
Language Translators 
· Any program that is not written in machine language has to be translated before it is executed by the computer. 
· Language Translators perform the translation of high-level languages or assembly languages into machine language. 
· In addition, they check and identify some types of errors (bugs) that may be present in the program being translated. 
· There are three types of language translators: 
i) Compilers 
ii) Assemblers iii) Interpreters 
 
· A compiler is a program that translates an entire high level program into machine code, the language computer can understand. 
· An Assembler is a program that translates a program written in assembly language into machine language. 
· An Interpreter is a program that translates the source high level programming language into machine code line by line while the program is running. This is done each time the program is executed. 
Linkers 
A linker is a program that combines compiled programs and determines where the program will be located in memory. 
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· The Application software refers to programs developed to handle the organization’s (user’s) application requirements. 
· Application software can be divided into: 
i) Application packages (Off-the-shelf) ii) User programs (Custom made) 
· Application packages (off-the-shelf) are fully made programs developed to solve particular problems in more than one organization with little or no alterations. 
· Examples of application packages include: 
i) Database programs such as MS-Access, dBase, Oracle, etc ii) Spreadsheet programs such as Lotus 1-2-3, MS-Excel iii) Word processing programs such as MS-word, WordPerfect, WordStar, etc iv) Presentation software such as MS-PowerPoint 
v) Desktop publishing such as PageMaker, Publisher, etc. vi) Graphic programs such as CorelDraw, Paint brash, etc vii) Web development software such as Dream weaver, FrontPage, Publisher, etc. 
 
Advantages of Application Packages 
i) They are well tested by a team of professional programmers hence no error expected. 
ii) They are cheap and quick to implement. iii) They can be suitable for different organizations. iv) They include a wide variety of formatting features and report layouts. 
Disadvantages of Application Packages 
i) They may not be suitable to some of the organization’s processing tasks. 
ii) The purchaser does not have a direct control over the package. iii) The organization may pay for features never used 
 
User programs (Custom made) 
· The user application programs are developed by users to solve specific processing tasks within the organization and may not suit the other organization’s needs. 
· These programs are also known as in-house, or as tailor made programs, because they are measured to solve only the specific tasks in one organization. 
Advantages of Custom made 
i) The software usually meets the user’s requirements ii) They provide flexibility in making modifications iii) They offer more control over the results 
 
Disadvantages of Custom made 
i) Can take long time and significant resources to develop ii) Has more risks concerning the features and performance. 
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Software is available in a variety of forms: 
i) Packaged software is commercial software, which is copyrighted and designed to meet the needs of a wide variety of users. 
ii) Custom software is tailor made software, which is developed at a user’s request to perform specific functions. 
iii) Freeware is copyrighted software provided at no cost to users. 
iv) Shareware is copyrighted software that is distributed free for a trial period, and payment is required for using the software beyond that trial period. 
v) Open-source software (OSS) is computer software with its source code made available with a license in which the copyright holder provides the rights to study, change, and distribute the software to anyone and for any purpose. 
 
Data Backup 
· A backup is a copy of one or more files that has made in case the original files become damaged. 
· A backup is usually stored on a different storage medium from the original files. 
· You restore data from a backup to the original storage medium or its replacement. 
 
File Defragmentation 
· Overtime, as you delete old files from your hard disk and add new ones, the files become fragmented. 
· Fragmentation is the scattering of portions of files about the disk in non-adjacent areas, thus greatly slowing down access to the files. 
· When the hard disk is new, the operating system puts files on the disk contiguously (next to each other). However, as you update the file overtime, new data for that file is distributed to unused spaces. These spaces may not be contiguous to the older data in that file. It takes the operating system longer to read that file. 
A defragmenter utility program finds all the scattered portions of files on your hard disk and re-organizes them to contiguous files. 
· De-fragmenting the files will speed up the drive’s operation. 
Data Compression 
As you continue to store files on your hard disk, it will eventually fill up. You then have four choices: 
i) You can delete old files to make room for the new 
ii) You can buy a new hard disk with more capacity and transfer the old files and programs to it. 
iii) You can add an external hard drive with removable disk cartridges. 
iv) You can buy a data compression utility. 
· Data compression utilities remove redundant elements, gaps, and unnecessary data from a computer’s storage space so less space (fewer bits) is required to store or transmit data. 
· With a data compression utility, files are made more compact for storage on your hard disk drive. The files are then “stretched out” again when you need them. 
Compression standards 
Several standards exist for compressing data. The popular standards are: 
i) Joint Photographic Expert Group (JPEG): This is for still images ii) Motion Picture Expert Group (MPEG): This for moving pictures 
 iii) Graphics Interchange Format (GIF) 
Booting 
· The term “booting” refers to the process of loading an operating system from the hard disk to the computer’s memory. 
· This loading is accomplished by a program called bootstrap loader that is stored permanently in the computer’s electronic circuitry. 
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The user interface is the user controllable part of the operating system that allows you to communicate, or interact with it. 
 
There are two basic user interfaces: 
i) Command driven user interface ii) Graphical Line Interface. 
 
Command Line Interface (CLI) 
· A command driven interface requires the user to enter a command by typing in codes or words. 
· Examples of such a command might be: 
i) DIR (For “directory”), this command instruct the computer to display all folders and file names on the disk. ii) CD (for “Change Directory”), this command instruct the computer to change from one directory to another. 
iii) FORMAT, this command instruct the computer to format the specified storage medium. 
iv) VER (for “Version”), this command is used for displaying the current version of the operating system. 
v) DATE, this command is used to display the current date, month and year. 
vi) TIME, this command is used to display the current time. 
vii) MD (for “Make Directory”), this command is used for making a new subdirectory. viii) COPY, this command is used for copying files from one directory to another or one medium to another. 
ix) CLS, this command is used to clear the content of the screen display. x) RENAME, it’s used to give a file new name. 
xi) TYPE, Used to display a file on the screen. Advantages of CLI include: 
i) It takes up little memory and normally does not require a very fast processor ii) Operations are fast because commands can be entered directly through the keyboard. 
iii) Many commands can be grouped together as a batch file so that repetitive files can be automated. 
Disadvantages of CLI are that: 
i) Users must learn and memorize very many commands. 
ii) Commands must be typed correctly and in the right order or the command will not work. 
Graphical User Interface (GUI) 
· The graphical user interface allows you to use graphics (images) and menus as well as key strokes to choose commands, start programs and see list of files and other options. 
· Some of these images take the form of icons. Icons are small pictorial figures that represent tasks, procedures, and programs. 
 
The advantages of graphical user interface (GUI) include: 
i) A graphical user interface is user friendly and easy to learn. ii) There is no need to type or memorize any command language. iii) The interface is always similar to different applications 
 
The disadvantages of GUI include: 
i) The GUI requires more memory as well as a faster processor. 
ii) It occupies more disk space to hold all the files for different functions. iii) It is difficult to automate functions for expert users. 
Web Authoring Software 
· Is a website development system that allows Web pages to be visually created like a desktop publishing program. 
· It generates the required HTML code for the pages and is able to switch back and forth between the page layout and the HTML. 
· At a high level, the software is judged by its GUI tools used for designing the page. At a low level, the clarity of HTML code that is generated determines how easily people can modify and maintain the site. 
· Web authoring software includes Macromedia Dreamweaver, Microsoft FrontPage, 
Microsoft publisher, etc. 
25. Draw the software chart 
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· What is communications network/network? 
It’s a system of interconnected computers, telephones, or other communications devices that can communicate with one another and share applications and data. 
 
· What’s a computer network? 
Computer network is a connection of two or more computers for data and resource sharing purposes. E.g. 
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i) Sharing Resources like files, printers, and devices ii) Enabling common Administration and security. iii) Supporting network applications such as search engines, e-mails, etc. 
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Computer networks can be classified according to the size of area covered by that network. This includes: 
i) Personal Area Network (PAN) ii) Local Area Network (LAN) iii) Campus Area Network (CAN) iv) Metropolitan Area Network (MAN) v) Wide Area Network (WAN) 
 
i) PAN is a computer network used for communication among computer devices close to one person e.g. printers, fax machines, telephones, or scanners. 
ii) LAN is a network covering a small geographical area, like a home, office, or building. 
iii) CAN it’s a network that connects two or more LANs but that is limited to a specific geographical area such as a college campus, industrial complex or military base. iv) MAN is a network that connects two or more Local Area Networks or Campus Area Networks together but does not extend beyond the boundaries of the immediate town, city, or metropolitan area. 
v) WAN is a data communications network that covers a large geographical area such as a country or continent. 
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i) File sharing: It allows file sharing and remote file access. A person sitting at one workstation of a network can easily see the files present on the other workstation, provided he is authorized to do so. 
ii) Sharing of peripheral devices: All computers in the network can share devices such as printers, fax machines, modems and scanners. 
iii) Software sharing: Software can be installed in one server computer that can be used by the different work stations instead of purchasing a copy for each computer. 
iv) Communication: People on the network can communicate with each other via electronic mail over the network system. When connected to the internet, network users can communicate with people around the world via the network. 
v) Workgroup computing: Workgroup software enables many users to contribute to a document concurrently. This allows for interactive teamwork. 
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i) Insecurity of Information: If a computer is on a network, a computer hacker can get unauthorized access of information by using different tools. 
ii) Rapid Spread of Computer Viruses: If any computer system in a network gets affected by computer virus, there is a possible threat of other computers getting affected too. 
iii) Expensive Set Up: The initial set up cost can be high depending on the number of computers to be connected. Devices like switches, routers, hubs, etc are always expensive. 
iv) Failure of the Server: In case the main File Server of a computer network breaks down, the whole system becomes useless. 
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Topology refers to the layout of connected devices on a network. 
· The categories of network topology include: 
i) Physical Topologies ii) Logical/Virtual Topologies 
· Physical Topologies involve computers linked together with network cables and hardware devices. 
· Logical topologies are concerned with the way information is transmitted from computer to computer. There are two types of logical topologies: 
i) The Ring Logical topology ii) The Bus Logical topology 
Ring Logical Topology 
· It is based on the principle of communicating in turn, that is, one node communicates at a time. It consists of a token ring. 
· A token ring is a data packet circulating in a loop to determine which computer transmits information one at a time to ensure no collision is likely to occur. 
Bus Logical Topology 
· If a node on the network has data for another node, the sending node broadcasts to the entire network. If the data belongs to one of the nodes, they keep it, else they ignore it. 
· Ethernet is the best known example. 
 
 
 
The Physical Network topologies include: 
i) [image: ][image: ]Bus Network Topology is a type of network setup where each of the computers and network devices are connected to a single cable or backbone. 
 
ii) Star network topology is one in which all microcomputers and other 
communication devices are connected to a central server or hub 
 
 
iii) Ring Network Topology is a topology whereby each of the nodes of the network is connected to two other nodes with the first and last nodes being connected to each other, forming a ring. 
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A ring topology is one in which all microcomputers and other communications devices are connected in a continuous loop. Electronic messages are passed around the ring until they reach the right destination. 
 ‐ All computers connected to form a ring 
‐ Packets are passed from the sender through each computer on the ring until they reach the recipient 
‐ Each computer on the ring reads the IP of the recipient, and if the packet is not intended for them they pass it on to the next computer on the network 
· The advantage of a ring network is that messages flow in only one direction that there is no danger of collisions. 
· The disadvantage of a ring topology is that if a connection is broken, the entire network stops working. 
 
 Mesh Network Topology is a topology whereby each node or computer is having a direct connection with the rest of other computers in the network. 
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iv) Tree Network Topology is a topology that integrates multiple star network topologies onto a bus. 
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Advantages and Disadvantages of Different Topologies include: 
 (i)(a) Bus Topology (Advantages) 
i) Easy to implement and extend ii) Easy to install iii) Cheaper than other topologies iv) Easy Identification of cable faults 
 v) Reduced weight due to fewer wires 
 (b) Bus Topology (Disadvantages) 
i) It is limited in cable length and number of stations ii) If there is a problem with the cable, the entire network breaks down. iii) It has slower data transfer rate. 
v) Performance degrades as additional computers are added on shared backbone cable. 
vi) It only works best with a limited number of nodes. 
(ii) (a) Star Topology (Advantages) 
i) They are easy to install and wire ii) No disruption to the network when connecting or removing devices. 
iii) Easy to detect faults and remove parts iv) The fault on one of the nodes will not affect the other nodes. 
 (b) Star Topology (Disadvantages) 
i) It requires more cable length than bus topology 
ii) If a central switch or concentrator fails, nodes attached are disabled 
iii) It is expensive because of the use of concentrators or switches. 
 
(iii)(a) Ring Topology (Advantage) 
i) Every device on the network has equal opportunity to transmit data. 
ii) Does not require network server to manage the connectivity between the computers. 
iii) One can create much larger network using ring networks. 
 (b) Ring Topology (Disadvantages) 
i) Failure of one node leads to a shutdown of all the others. 
ii) Difficult to add or delete nodes because of the physical layout iii) Much slower than an Ethernet network under normal load. 
 iv) The token may get lost. 
(iv)(a) Mesh Topology (Advantages) 
i) No traffic problems as there is a dedicated links ii) Failure of one link does not affect the entire system iii) It is more secure as data travel along the dedicated line. 
 iv) Points to point links make fault identification easy. 
 (b) Mesh Topology (Disadvantages) 
i. It needs many cables for installation making it expensive. 
ii. Many of the cables serve no major purpose. 
(v) (a) Tree Topology (Advantages) 
i. It is supported by several hardware and software vendors 
ii. They support future expandability of the network much better than other topologies 
 (b) Tree Topology (Disadvantages) 
i. If the backbone line break, the entire segment goes down ii. It is difficult to configure and wire 
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· It is a token ring technology in form of dual ring, the outer being primary ring and the inner the secondary ring. 
· Data usually travels on the primary ring, on failure, the secondary ring is used. 
· FDDI is used with WANs, MANs, or with very large LANs such as those connecting several buildings in the complex site. 
· FDDI uses Fiber Optic Cable Technology; as a result, it gives it a high speed performance. 
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· Networking hardware (network equipments) are devices facilitating the use of a computer network by enhancing the transmission, determining the direction of data packets or extending the size of the network. 
· Network equipments include Network Interface Card (NIC), Repeaters, Hubs, Bridges, Switches, Routers, etc. 
Network Interface Card (NIC) 
· It is a piece of computer hardware that allows computers to communicate over a computer network. It is also known as Network Adapter. 
Repeater 
· It is an electronic device that receives a weak signal and retransmits it at a higher power level to travel over a long distance. 
· A repeater is a device that has single input and output ports, and makes it possible for signals to be amplified or regenerated for long distance transmission. 
Hub 
· It’s a device that contains multiple ports that enables more than one computer to interconnect on the network. 
· A hub is referred to as multiport repeater which passes on (repeats) all the information it receives, so that all devices connected to its ports receive that information. 
· Hubs operate by duplicating the data packets received via one port and making it available to all ports allowing all devices connected to the hub share the data. 
· The computers to which the packets are sent use the address information in each packet to workout which packets are meant for them. 
· The hub has no way of distinguishing which port a data packet should be sent to. 
· However, the duplicating of the packets places a lot of traffic on the network and can lead to poor network response times especially in large networks. 
Bridge 
· A bridge is a device that connects a local area network (LAN) to another local area network that uses the same protocol (for example, Ethernet to Ethernet or token ring to token ring). 
· Bridges do not copy traffic to all ports as hubs do, but examine each message on a LAN, “passing” those known to be within the same LAN, and “forwarding” those known to be on the other interconnected LANs. 
· Bridging networks are generally always interconnected local area networks since broadcasting every message to all possible destinations would flood a larger network with unnecessary traffic. 
Switch 
· A switch is a network device that selects a path or circuit for sending a unit of data to its next destination within local area network. 
· A switch learns which devices are connected to its ports by monitoring the packets it receives, and then forwards on packets to the appropriate port only. 
· This switching operation reduces the amount of unnecessary traffic that would have occurred if the same information had been sent from every port (as with a hub). 
· Switches and hubs are often used in the same network; the hubs extend the network by providing more ports, and the switches divide the network into smaller, less congested sections. Router 
· It’s a device that connects networks together, e.g. LAN to WAN to access the internet. 
· Router operates by extracting the destination of a packet it receives, selects the best path to the destination and forwards data to the next device along that path. 
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A client/server LAN consists of requesting microcomputers, called clients, and supplying devices that provide a service, called servers. 
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What is a Server? 
· A server is a computer that manages shared devices such as laser printers, or shared files. Different servers can be used to manage different tasks e.g. files and programs, databases, printers. 
· A server is like an enormous warehouse, one that has more memory, bigger disk drives and more super powered central processors, as compared to client machines. 
· A server is a storehouse of files, folders, databases and even more complicated applications. 
· A server is more powerful than a client and can support and process the requests of a large number of clients, at time by networking together many servers the servers can support an enormous amount of clients without being overwhelmed by the load. 
· A server does not necessarily require a display and is usually a separate machine from the client. However this is not a rule. 
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What is the Client? 
A client is a machine, typically a personal computer (or mobile, desktop or laptop) that is equipped with network software applications designed to request and receive data over the span of the network. 
 
  
Advantages of client/server 
i) They provide better security of data 
ii) They are easy to administer when the network is large because administration is centralized. 
iii) All data can be backed up on one central location. 
Disadvantages of client/server 
i) They require expensive specialized network administrative and operational network. 
ii) They require expensive, more powerful hardware for the server machine. iii) They require a professional administrator. 
iv) They have a single point of failure; i.e. user data is unavailable if the server is down. ii) Peer-to-peer 
A peer-to-peer LAN is one in which all microcomputers on the network communicate directly with one another without relying on a server. Peer-to-peer networks are less expensive than client/server networks and work effectively up to 10 computers. 
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Advantages of peer-to-peer network 
i) They are less expensive to implement ii) They don’t require additional specialized network administration software. 
 iii) They don’t require a dedicated network administrator. 
Disadvantages of peer-to-peer 
i) They don’t scale well to large networks and the administration becomes unmanageable. 
ii) Each user must be trained to perform the administrative tasks. iii) They are less secure. iv) All the machines sharing the resources negatively impact the performance. 
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Local Area Networks are made up of several standard components: 
 i) Server 
A server is a computer that is running software that enables it to serve specific requests from clients. 
A server provides many benefits including: 
· Optimization: server hardware is designed to quickly serve requests from clients. 
· Centralization: files are in one location for easy administration. 
· Security: Multiple level of permission can prevent users from doing damage to files. 
· Backup: Data can be stored in duplicated ways making a quick restoration in case of problems. 
 ii) Connection or cabling system: 
Cables are used to transmit data between devices in a network. LANs don’t use the telephone network. Instead, they use some other cabling or connection system, either wired or wireless. 
 
Wired connections may be coaxial cable, twisted-pair cable or fiber-optic cable. Wireless connection can be infrared or radio-wave transmission. Wireless networks are especially useful if computers are portable and are moved often. However, they are subject to interference. iii) Computers with network interface cards (NICs): 
Two or more computers are required, along with network interface cards. A network interface card (NIC), which is inserted into an expansion slot in a microcomputer, enables the computer to send and receive messages on the LAN. iv) Network Operating System: 
Network operating system software manages the activity of the network. Depending on the type of network, the operating system software may be stored on the file server, on each microcomputer on the network, or a combination of both. 
 
Examples of operating systems are Novell’s Netware, Microsoft’s Windows NT, and IBM’s LAN. 
 v) Peripheral devices: 
Printers, fax machines, scanners, storage devices, and other peripherals may be added to the network as necessary to be shared by all users. vi) Network Devices e.g. Bridges, routers, and gateways: 
A LAN may be stand alone, but it may also connect to other networks, either similar or different in technology. Network designers determine the type of hardware and software devices necessary to use as interfaces to make these connections. 
· A bridge is a hardware and software combination used to connect the same types of networks. 
· A router is a special computer that directs communicating messages when several networks are connected together. High speed routers can serve as part of the Internet backbone or transmission path, handling the major data traffic. 
· A gateway is an interface that enables dissimilar networks to communicate, such as a LAN with a WAN or two LANs based on different topologies or network operating system. 
Characteristics of LANs 
i) They occupy only one small physical location ii) They can be peer-to-peer or client/server networks iii) They have high speed data transfer rate. 
 iv) All data is part of the local network. 
Differences between LANs and WANs 
	Local Area Network (LANs) 
	Wide Area Networks (WANs) 

	i) LAN is limited to a small geographical area usually under one KM 
	i) WAN covers a large or greater distance e.g. 
nationwide or worldwide. 

	ii) Cost of data transmission in LAN is negligible because the transmission channel is owned by the organization. 
	ii) Cost of data transmission is high because it must use public transmission systems like telephone lines, satellites, etc. 

	iii) LAN always use physical wire to connect computers and other network resources 
	iii) WAN may have no direct physical connection between various computers. 

	iv) Data transmission in LAN is very high 
	iv) Data transmission in WAN is low 

	v) There are fewer transmission errors in LAN because it covers a small area. 
	v) There cases of data transmission errors because WAN covers a wide geographical area. 


 
 
Network Operating System 
A network operating system (NOS) is the system software that organizes and coordinates the activities on a LAN. 
 
Tasks performed by NOS include: 
i) Administration of the system users ii) System maintenance tasks such as backup. iii) File management tasks iv) Prioritizing print jobs on the network 
v) Monitoring security on the network resources Operating systems that support networks are: 
i) IBM OS/2 Wrap ii) Linux 
iii) Microsoft Windows 95/Windows 98/Windows ME iv) Microsoft Windows NT/Windows 2000/Windows XP v) Novell NetWare vi) Sparta COM LANtastic vii) Sun Solaris viii) UNIX 
[bookmark: _Toc477659139][bookmark: _Toc477817837]Internetworking 
· Connection of two or more distinct (separate) computer networks or network segments via a common routing technology. 
· There are at least three different forms of internetworks which are: 
i) Intranet ii) Extranet iii) Internet. 
Intranet 
· Intranets are internal corporate networks that use the infrastructure and standards of the internet and the World Wide Web. 
· One of the greatest considerations of the intranet is the security, making sure that sensitive company data accessible of intranets is protected from the outside world. The means for doing this is a security system called a firewall. 
· A firewall is a system of hardware and software that connects the intranet to the external networks, such as the internet. 
· The firewall blocks unauthorized traffic from entering the intranet and can also prevent unauthorized employees from accessing the intranet. 
Extranets 
· Extranets are extended intranets connecting not only internal personnel but also selected customers, suppliers, and other strategic offices. 
Internet 
· It is a global system of interconnected computer networks that use the standard Internet Protocol Suite (TCP/IP) to serve billions of users worldwide. 
· It is a network of networks that consists of millions of private, public, academic, business, and government networks. 
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[image: ]Various devices on the network are linked together by means of communications or transmission media. The transmission media can be either guided (wired) or unguided (wireless). 
 
Guided Transmission Media 
In guided media communication devices are directly connected with each other by using some physical media like wires. It also called bounded media. 
 
 
Types of guided media include: 
i. Coaxial cable (coax) ii. Twisted pair cable 
 iii. Fiber optic cable 
 
Twisted Pair Cable 
· Is a pair of copper wires, twisted together and wrapped with a plastic coating. The twisting increases the electrical noise immunity, and reduces the bit error rate of the data transmission. 
· Twisted pair cable gets its name from the fact that its two wires have two twists per foot. They consist of one or more twisted pair wires bundled together. Twisted pair cables are of two types: 
a) Shielded twisted pair (STP) 
b) Unshielded Twisted Pair (UTP) 
· Shielded Twisted Pair (STP) cable consists of two separate insulated copper wire that are twisted together to reduce noise. STPs are used in environment susceptible to noise, such as a local area network. 
· Unshielded Twisted Pair (UTP) does not have this metal wrapper for shielding cables against noise. 
Advantages of twisted pair cables include: 
i) They are easy to install ii) It has higher mobility and flexibility iii) It is inexpensive compared to coaxial and fiber optic cable. 
Disadvantages of twisted pair cables include: 
i) They are susceptible to external noise interference like electromagnetic waves ii) They have the lowest data carrying capacity compared to coax and optic fiber cables. 
iii) The data signals degrade (attenuate) as they travel a long distances. Coaxial Cable 
· Co-axial copper cables have an inner copper conductor and an outer copper shield, separated by a di-electric insulating material, to prevent signal losses. 
· It is primarily used in cable TV networks and as trunk lines between telecommunication equipments. 
· Coaxial cable is especially applicable when electromagnetic interference is a problem and when economics prevents the use of fiber optic cable. 
· However, if design and installation specifications are not followed, coaxial cable can cause the most network problems. 
Fiber Optic cable 
Fiber Optic Cable consists of dozens or hundreds of thin strands of glass or plastic that use light to transmit signals. 
· As they support very high data rates, fiber optic lines are used as WAN backbone and trunk lines between data exchange equipments. 
· They are also used for accessing internet from home through FTTH (Fiber-ToThe-Home) lines. 
Advantages of fiber optic cables include: 
i) It works in environments with high electrical interference, as in factories. 
ii) It has high data carrying capacity and data transfer rate. 
iii) It carries signals for much longer distances than twisted pair and coaxial cables without the need for repeaters because of its low signal loss. 
iv) Information cannot easily be tapped or listened using any device on the line hence better physical network security. 
Disadvantages of Fiber Optic Cables include: 
i) They are not easy to join together as easily as copper cables and require accurate splicing using expensive equipment. 
ii) They are more expensive than coaxial and twisted pair cables iii) Extra care must be taken to avoid winking and excessive bending. 
Unguided Transmission Media 
· Unguided transmission media is the one that transmit data by sending electromagnetic signals through free space. The signals are not guided in any specific direction or inside any specific medium. 
· Unbounded / Unguided media or wireless media doesn't use any physical connectors between the two devices communicating. Usually the transmission is sent through the atmosphere. 
· Unguided media transport electromagnetic waves without using a physical conductor. This type of communication is often referred to as wireless communication. 
 
Types of unguided media include: 
i) Microwave ii) Radio waves 
 iii) Infrared waves 
 
Microwaves 
· Microwaves are used for unicast communication such as cellular telephones, satellite networks, and wireless LANs. 
· Microwaves are unidirectional, that is, the sending and receiving antennas need to be aligned. 
· The unidirectional property has an obvious advantage. A pair of antennas can be aligned without interfering with another pair of aligned antennas. 
· The disadvantages of using microwaves include: 
i) Repeaters are often needed for long distance communication. ii) Very high frequency microwaves cannot penetrate walls. 
 iii) Propagation is line of sight. 
· Line of Sight (LoS) means an object does not have an unobstructed view of another. 
· Since the towers with the mounted antennas needs to be in direct sight of each other, towers that are far apart need to be very tall, the curvatures of the earth as well as other blocking obstacles do not allow two short towers to communicate using microwaves. 
Radio waves 
· Radio waves are used for multicast communications, such as radio and television, and paging systems. They can penetrate through walls. 
· Radio waves frequency are easy to generate, can travel long distances, and can penetrate buildings easily, so they are widely used for communication, both indoors and outdoors. 
· Radio waves are also omnidirectional, meaning that they travel in all directions from the source, so the transmitter and receiver do not have to be carefully aligned physically. 
· Radio frequency includes the following types: 
i) Short wave used in AM radio. 
ii) Very high frequency used in FM radio and TV. 
iii) Ultra high frequency used in TV. 
Infrared 
· Infrared signals can be used for short-range communication in a closed area using line-of-sight propagation. 
· Infrared waves are widely used for short-range communication. The remote controls used on televisions, VCRs, and stereos all use infrared communication. 
· Transceivers must be within line of sight of each other (directly or via reflection). 
· The advantages of infrared signals are that 
i) They are relatively directional, cheap, and easy to build. 
ii) infrared system in one room of a building will not interfere with a similar system in adjacent rooms or buildings 
· The major drawback of infrared signals is that they do not pass through solid objects or penetrate walls. 
[bookmark: _Toc477659141][bookmark: _Toc477817839]Factors affecting Transmission rate (speed) of the network are: 
i) Transfer rate; the transfer rate of a transmission medium depends on the medium’s bandwidth and its speed. Transfer rate is always expressed in bits/second (bps), kilobits/second (Kbps) or megabits/second (Mbps) 
Bandwidth is the range of transmission frequencies a network can use. The greater the bandwidth the more information that can be transferred of a network. 
ii) Network topology; since data travels on both directions in a bus network, if data collides, then it has to be sent again, and this slow down the network. Some network topologies have fewer or no collisions and usually runs faster. 
iii) Capacity of hardware; hubs, switches, and network interface cards have their own maximum speed which can also be a factor of the current network transfer rate. 
iv) The server; the amount of RAM and the hard disk of the server can also improve the speed and the performance of the system. 
[bookmark: _Toc477659142] DATA COMMUNICATIONS 
Data communications is a process of transferring data electronically from one computer to another. The five elements involved in data communications include: 
 
i) A sender:- This is the source device used to create the message to be transmitted. It can be a computer, fax machine, or mobile phone. ii) A receiver:- This is the destination device of the transmitted message. It can be a computer, telephone handset, of fax machine. 
iii) A transmission medium:- This carries the message from one point (sender) to another (receiver). The medium can be wireless or physical (wired) medium. 
iv) Message:- This is the Information to be communicated which may be in the form of text, pictures, audio, or video data. 
v) Protocol:- Set of rules that govern the way data is communicated from the sender to the receiver. 
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In electronic data communications, the sender and the receiver is normally a computer. 
Direction of Transmission Flow 
There are three directions of data transmission flow: 
i) Simplex ii) Half Duplex iii) Full Duplex 
Simplex 
It is a data transmission method that involves transmission of data in only one direction. The sender does not expect a reply. 
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Examples of simplex transmissions are: 
· Data transmission from a computer to a printer. 
· Television or radio broadcast 
 
 Half Duplex 
It is a data transmission method that involves transmission in both directions but only in one direction at a time. It is the common type of data transmission in computer networks. 
 
 Half Duplex 
 
 

 
Example of half duplex transmission includes: 
· Communication on radio call. 
Full Duplex 
It is a data transmission method that involves transmission in both directions at the same time. A special switching circuit is required to allow simultaneous transmission. 
 
 Full Duplex 
 
Sender
 
 
Receiver
 

Example of full duplex transmission includes: 
· Communication over the telephone lines. 
[bookmark: _Toc477659143][bookmark: _Toc477817840]Transmission modes 
· Digital data transmission can occur in two basic modes: serial or parallel. Data within a computer system is transmitted via parallel mode on buses with the width of the parallel bus matched to the word size of the computer system. 
· Data between computer systems is usually transmitted in bit serial mode. Consequently, it is necessary to make a parallel-to-serial conversion at a computer interface when sending data from a computer system into a network and a serial-to-parallel conversion at a computer interface when receiving information from a network. 
· The type of transmission mode used may also depend upon distance and required data rate. 
 
[image: ] Parallel data transmission 
In parallel data transmission, bits are transmitted through separate lines simultaneously. The arrangement resembles cars moving in separate lanes at the same speed on a multilane freeway. 
Parallel lines move information faster than serial lines do, but they are only efficient up to 15feet. Parallel lines are used to transfer data from the computer to the printer. 
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Serial data transmission 
In serial data transmission, bits are transmitted sequentially, one after the other. This arrangement resembles cars proceeding down a one-lane road. 
 
Examples of serial data transmissions are twisted pair telephone lines, modems, and mice. 
 
 
The transmission of binary data across a link can be accomplished in either parallel or serial mode. In parallel mode, multiple bits are sent with each clock tick. In serial mode, 1 bit is sent with each clock tick. While there is only one way to send parallel data, there are two subclasses of serial transmission: asynchronous and synchronous. 
[image: ] 
Asynchronous Transmission 
· In asynchronous Transmission, data is sent one byte (or character) at a time and each byte is bracketed by a zero (0) i.e. start bit and a one (1) i.e. stop bit. 
· The start bit (0) represents the beginning of a character and the stop bit (1) represents the end of a character. 
· Transmitting only one byte at a time makes asynchronous transmission relatively a slow method causing it unusable when great amounts of data must be sent rapidly. 
· The advantage of asynchronous transmission is that data can be transmitted whenever it is convenient for the sender. 
[image: ]  
Synchronous Transmission 
· Synchronous transmission sends data in blocks, whereby, start and stop bits called, sync bytes, are transmitted at the beginning and end of the blocks. 
· These start and stop bit patterns synchronize internal clocks in the sending and receiving devices so that they are in time with each other. 
· This method is rarely used with microcomputers because it is more complicated and more expensive than asynchronous transmission. 
· It also requires careful timing between sending and receiving equipment. 
· It is appropriate to computer systems that need to transmit great quantities of data quickly. 
[image: ] 
Circuit switching (best for voice) 
· It’s a telecommunications technology by which two network nodes establish a dedicated communications channel (circuit) before the nodes may communicate. 
· In circuit switching, the transmitter has full use of the circuit until all the data has been transmitted and the circuit is terminated. 
· Circuit switching is used by the telephone company for its voice networks to guarantee steady, consistent services for telephone conversations. 
Packet switching (best for data) 
· It is a technique for dividing electronic messages into packets for transmission over a wide area network to their destination through the most expedient route. 
· Once all the packets forming a message arrive at the destination, they are recompiled into the original message. 
· A packet is a fixed-length block of data for transmission. 
How packet switching works 
· A sending computer breaks an electronic message apart into packets. The various packets are sent through a communications network, often by different routes, at different speeds, and sandwiched in between packets from other messages. 
· Once the packets arrive at their destination, the receiving computer reassembles them into proper sequence to complete the message. 
Asynchronous transfer mode (ATM) 
· A new technology, called asynchronous transfer mode, combines the efficiency of packet switching with some aspects of circuit switching, thus enabling it to handle both data and real time voice and video. 
Modems 
A MODEM (Modulator/Demodulator is a device used to convert digital signals from computer to analog signals to be transmitted over telephone lines and incoming analog signals from telephone lines to digital signals to be received by a computer. 
 Modem 
 
 
 
 
 
 
 
Modem 
 

 
Modulation is the conversion of digital signals to analog signals. Demodulation is the conversion of analog signals to digital signals. 
[bookmark: _Toc477659144][bookmark: _Toc477817841]Wireless Network 
Wireless network is a type of computer network that is implemented and administered using radio waves communication without the use of physical cabling. 
 
[bookmark: _Toc477659145][bookmark: _Toc477817842][image: ]Types of wireless networks 
There are several wireless networks which include 
Wireless PAN 
· Wireless personal area networks (WPANs) interconnect devices within a relatively small area that is generally within a person's reach. 
· For example, both Bluetooth radio and invisible infrared light provides a WPAN for interconnecting a headset to a laptop. 
 Wireless LAN 
· A wireless local area network (WLAN) links two or more devices over a short distance using a wireless distribution method, usually providing a connection through an access point (Hotspot) for Internet access. 
· The use of spread-spectrum technologies may allow users to move around within a local coverage area, and still remain connected to the network. 
 Wireless MAN 
Wireless metropolitan area networks are a type of wireless network that connects several wireless LANs. 
Wireless WAN 
Wireless wide area networks are wireless networks that typically cover large areas, such as between neighboring towns and cities, or city and suburb. These networks can be used to connect branch offices of business or as a public internet access system. 
The Advantages of Wireless Network 
Small businesses can experience many benefits from a wireless network, including: 
· Convenience. You can access your network resources from any location within your wireless network's coverage area or from any WiFi hotspot. 
· Mobility. Wireless network doesn’t tie you to your desk, as what wired connections do. Users are free to move around network coverage with their computers or mobile phones. 
· Productivity. Wireless access to the Internet and to your company's key applications and resources, helps users get the job done and encourage collaboration. 
· Easy setup. You don't have to string cables, so installation can be quick and costeffective. 
· Expandable. You can easily expand wireless networks with existing equipment, while a wired network might require additional wiring. 
Disadvantages of wireless Network 
· Lower transmission speed compared to wired network. 
· Less secure because hacker's laptop can act as Access Point. If you connected to their laptop, they'll read all your information. 
· More complex to configure than wired network. 
 
[bookmark: _Toc477659148][bookmark: _Toc477817843]TOPIC SIX 
[bookmark: _Toc477659149][bookmark: _Toc477817844]THE INTERNET AND WORLD WIDE WEB 
· The Internet is a worldwide collection of networks that links millions of businesses, government offices, educational institutions, and individuals. 
· Data is transferred over the Internet using servers, which are computers that manage network resources and provide centralized storage areas, and clients, which are computers that can access the contents of the storage areas. 
· The data travels over communications lines. Each computer or device on a communications line has a numeric address called an IP (Internet protocol) address, the text version of which is called a domain name. 
· Every time you specify a domain name, a DNS (domain name system) server translates the domain name into its associated IP address, so data can route to the correct computer. 
The term “Internet” describes the global connection of computers. The internet, also known as the “Net”, is the world’s largest computer network. 
[bookmark: _Toc477659150] The main uses of Internet 
i) Electronic mail (E-mail) 
Electronic mail is one of the main uses of the Internet. It is very much faster than letter mail. E-mail consists of electronic text that is transmitted, sometimes in seconds, to anywhere else in the world that is connected to the main network. E-mail can be used to send software and other types of files that are attached to your message. 
ii) News Groups 
Discussion groups or ‘news groups’ are features of the Internet under a facility called Usenet that individuals can gain access to a very wide range of information topics. The Usenet software receives “postings” of information and transmits new postings to users who have registered their interest in receiving the information. 
iii) Long Distance Computing 
A facility called telnet enables a user on one computer to become a user of another computer across the network, e.g. able to run programs on the other machine located anywhere in the world as if a local user. 
iv) File Transfer 
Data, in the form of files, can be transferred across the Internet from one site to your personal computer. FTP (File Transfer Protocol) is needed at both ends to handle the transfer. 
v) Surfing the net (WWW) 
The World Wide Web, or web, consists of client computers and server computers, which handle multimedia documents with ‘hypertext’ links built in to them. Clicking the links on the page in a web browser on your computer, brings documents located on a distant server to your screen, irrespective of the server’s geographical location. Documents may contain text, images, sounds, movies, or combination of all these, in other words, the multimedia. 
vi) Electronic Commerce (e-commerce) 
Electronic commerce means the ability to buy and sale over the net. E-commerce is a financial business transaction that occurs over an electronic network, such as the Internet. 
[bookmark: _Toc477659151][bookmark: _Toc477817845]Internet Service Provider (ISP) 
· An Internet Service Provider (ISP) is a company that supplies connections to the Internet, usually for a monthly fee. 
· Users may connect to the ISPs through a LAN, or dial-up access. With dial-up access, the user uses a computer, a modem, and a regular telephone line to dial into an ISP. 
· A dial-up connection is a low speed technology. Some users opt for high-speed technologies such as Digital Subscriber Lines (DSL) or Cable Television Internet Services. 
· The Internet uses an IP address system to send data to a computer at a specific destination. 
· An IP (Internet Protocol) address is a number that uniquely identifies each computer or device connected to the Internet. Each IP address has four groups of numbers separated by a period. e.g. 198.11.11.0. 
· An IP address must be divided into two portions, one portion representing the network and the other representing the specific computer. 
· A domain name is a text version of an IP address, which makes the all numeric IP-addresses easier to remember and use. e.g. www.yahoo.co.uk. 
Types of Internet Service Providers 
There are quite a few different types of ISPs available providing different services. These include: 
i) Access ISPs:- These ISPs employ a variety of technologies to facilitate consumers’ connection to their network. These technologies may include broadband or dialup. 
ii) Mailbox ISPs:- These provide e-mail mailbox hosting services and e-mail servers to send, receive and store e-mails. Some mailbox ISPs are also Access ISPs. 
iii) Hosting ISPs:- They provide e-mail, File Transfer Protocol (FTP), web hosting services, virtual machines, cloud and physical servers. iv) Transit ISPs:- Provide large amounts of bandwidth needed to connect hosting ISPs and access ISPs together. 
v) Virtual ISPs:- They purchase services from other ISPs to allow customers Internet access. 
vi) Free ISPs (freenets):- They provide service free of charge and often display advertisements while users are connected. 
Services offered by ISPs 
Internet Service Providers deliver a variety of services to their customers which include: 
i) Internet access:- To connect individual computer terminals, computers, mobile devices, and computer networks to the Internet, enabling users to access Internet services, such as email and the World Wide Web. 
ii) Domain name registration:- This refers to the process of registering a domain name, which identifies one or more IP addresses with a name that is easier to remember and use in URLs to identify particular Web pages. iii) Domain hosting:- This refers to businesses that specialize in hosting domain names for individuals and companies. Domain names are used in URLs to identify particular Web pages. 
 Types of Internet Connections 
When determining which type of Internet connection is right for you or your family, it’s important to understand the distinction between each connection. The different methods of connections include: 
i) Wireless connection:- They use radio frequency bands instead of telephone or cable networks. Wireless connections are made possible through the use of a modem, which picks up Internet signals and sends them to other devices. ii) Mobile connection:- This uses Mobile broadband technology, also called wireless wide area network (WWAN) technology to provide wireless high-speed Internet access through portable devices. With mobile connectivity, you can maintain your Internet connection even as you move from place to place. iii) Dial-up connection:- Dial-up connections require users to link their phone line to a computer in order to access the Internet. This particular type of connection does not permit users to make or receive phone calls through their home phone service while using the Internet. 
iv) Broadband connection:- This is high-speed Internet connection provided through either cable or telephone companies. One of the fastest options available, broadband Internet uses multiple data channels to send large quantities of information. The term broadband is shorthand for broad bandwidth. 
v) Digital Subscriber Line (DSL) connection:- This uses existing two-wire copper telephone line connected to one’s home so service is delivered at the same time as landline telephone service. Customers can still place calls while surfing the Internet. vi) Cable Television connection:- Cable Internet connection is a form of broadband access. Through use of a cable modem, users can access the Internet over cable TV lines. Cable modems can provide extremely fast access to the Internet. 
vii) Satellite connection:- It is used as an option in certain areas where broadband connection is not yet offered. Similar to wireless access, satellite connection utilizes a modem. 
viii) ISDN connection:- ISDN (Integrated Services Digital Network) allows users to send data, voice and video content over digital telephone lines or standard telephone wires. The installation of an ISDN adapter is required at both ends of the transmission— on the part of the user as well as the Internet access provider. 
What makes up the Internet? 
· The Internet is made up of connected large number of computers called hosts or servers that control other linked up individual computers around the world. The equipments used to connect server computers together are routers and communication links. 
· A host is a computer on the Internet. Each host can be a provider of information, such as files, documents, or images. A host can also access information from other hosts if it has permission. 
· A router is a device that joins telecommunications links and group of computers together. It provides a way of finding route (or path) between the two computers that want to exchange information. 
 Each host computer is identified in two ways: 
a) Each computer must have a unique name, such as www.hct.ac.ae (that is called its domain name) 
b) Each computer must have a unique numerical address, such as 194.170.32.23 (called its TCP/IP address) 
Think of your name as the domain name. Where you live is the address (like P.O.BOX number). If you have a message to send, you send it to an address. Names and addresses of computers must be unique. A special company in each country controls the domain names and addresses. 
 A host computer that provides information for others to use is called a server. Examples of servers are web servers, mail servers, and news servers. A computer that access information from the server is called client. 
Domain Name System 
· The Domain Name System (DNS) is a hierarchical distributed naming system for computers, services, or any resource connected to the Internet or a private network. 
· It associates various information with domain names assigned to each of the participating entities. 
· DNS translates domain names, which can be easily memorized by humans, to the numerical IP addresses needed for the purpose of computer services and devices worldwide. 
· The Domain Name System distributes the responsibility of assigning domain names and mapping those names to IP addresses by designating authoritative name servers for each domain. 
Authoritative Name Servers 
· Authoritative name servers are assigned to be responsible for their supported domains, and may delegate authority over subdomains to other name servers. 
· This mechanism provides distributed and fault tolerant service and was designed to avoid the need for a single central database. 
· The Domain Name System also specifies the technical functionality of this database service. It defines the DNS protocol, a detailed specification of the data structures and data communication exchanges used in DNS, as part of the Internet Protocol Suite. 
· The Internet maintains two principal namespaces, the domain name hierarchy and the Internet Protocol (IP) address spaces. 
· The Domain Name System maintains the domain name hierarchy and provides translation services between it and the address spaces. 
DNS name server 
· Internet name servers and a communication protocol implement the Domain Name System. 
· A DNS name server is a server that stores the DNS records for a domain name, such as address (A) records, name server (NS) records, and mail exchanger (MX) records - DNS name server responds with answers to queries against its database. Domain names 
· A domain name is a unique name that identifies an internet resource such as a website. 
· It is an identification string that defines a realm of administrative autonomy, authority or control on the Internet. 
· Domain names are formed by the rules of the Domain Name System (DNS). Any name registered in the DNS is a domain name. 
· Domain names are used in various networking contexts and application-specific naming and addressing purposes. 
· In general, a domain name represents an Internet Protocol (IP) resource, such as a personal computer used to access the Internet, a server computer hosting a web site, or the web site itself or any other service communicated via the Internet. 
The use of Suffix name 
· Servers or host computers have special names for each country. All countries in the world have a company’s suffix except the USA. 
· Examples United Kingdoms use .uk, United Arab Emirates use .ae, New Zealand uses .nz, Canada uses .ca, Tanzania uses .tz, Uganda uses .ug, etc. 
· A domain name is the name of the computer, and includes the organization name, type of organization, and the country in which the organization is located. 
· When you send a letter to a friend that lives in another country, you write on the envelope the country they live in. The postal service uses the address to deliver the letter to the correct place. 
· The domain name of host computers looks like: 
· Host computer name 
· Organization name 
· Type of organization 
· Country name 
 e.g. 
 
WWW.HCT.AC.AE 
 The server www.hct.ac.ae means: 
· A host computer called www 
· An organization called HCT 
· Type of an organization (AC stands for academics) 
· Located in AE (AE means Arab Emirates) 
 Similarly, the server www.yahoo.com means: 
· A host computer called WWW 
· An organization called yahoo 
· A commercial organization (COM mean commercial) 
· Located in the United States (If there is no country code then it is in the United States) 
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Common Organization Code 
	Abbreviated code 
	Meaning 

	.ac 
	Academic 

	.co 
	Company 

	.com 
	Commercial organization 

	.edu 
	Educational Institution 

	.gov 
	Government 

	.mil 
	Military Organization 

	.net 
	Large Internet Service Provider 

	.org 
	Non-profit Organization 


Common country codes 
	Abbreviated code 
	Meaning 

	.au 
	Australia 

	.be 
	Belgium 

	.ge 
	German 

	.jp 
	Japan 

	.mx 
	Mexico 

	.nz 
	New Zealand 

	.uk 
	United Kingdoms 

	.jp 
	Japan 

	.hk 
	Hong Kong 

	.cn 
	China 

	.tw 
	Taiwan 



 
Domain Name Space 
· The domain name space consists of a tree of domain names. Each node in the tree holds information associated with the domain name. The tree sub-divides into zones beginning at the DNS root zone. 
 
Domain name syntax 
· A domain name consists of one or more parts, technically called labels, that are usually concatenated, and delimited by dots, such as ict.com. 
· The right-most label conveys the top-level domain; for example, the domain name www.ict.com belongs to the top-level domain com. 
· The hierarchy of domains descends from the right to the left label in the name; each label to the left specifies a subdivision, or subdomain of the domain to the right. 
· For example: the label ict specifies a node ict.com as a subdomain of the com domain, and www is a label to create www.ict.com, a subdomain of ict.com. Top Level Domain 
· The top-level domains (TLDs) such as .com, .net and .org are the highest level of domain names of the Internet. 
· Top-level domains form the DNS root zone of the hierarchical Domain Name System. Every domain name ends with a top-level domain label. 
Second-level and lower level domains 
· Below the top-level domains in the domain name hierarchy are the second-level domain (SLD) names. 
· These are the names directly to the left of .com, .net, and the other top-level domains. As an example, in the domain ict.co.uk, co is the second-level domain. 
· Next are third-level domains, which are written immediately to the left of a second-level domain. There can be fourth- and fifth-level domains, and so on, with virtually no limitation. 
· An example of an operational domain name with four levels of domain labels is sos.state.oh.us. 
· Each label is separated by a full stop (dot). 'sos' is said to be a sub-domain of 'state.oh.us', and 'state' a sub-domain of 'oh.us', etc. In general, subdomains are domains subordinate to their parent domain. 
[bookmark: _Toc477659152][bookmark: _Toc477817846]Communication Protocols 
· To exchange information, computers must understand what each other computer is saying. They have to use a common language just as we use a common language in class such as English. 
· The common protocol (the language that computers use to communicate to each other is TCP/IP i.e Transmission Control Protocol/Internet Protocol. 
What is a protocol? 
· A protocol is a set of rules for exchanging information among computers. 
· Protocols define how the communication channel is established, how information is transmitted, and how errors are detected and corrected. 
Communication Standards (Protocols) 
· There are several communication protocols that guide data transmission over the Internet. The most common protocols include: 
Internet Protocol (IP) 
· IP specifies the format of packets (datagram), and the addressing scheme. 
· A packet is the unit of data that is routed between an origin and a destination on the Internet or any other packet-switched network. HyperText Transfer Protocol (HTTP) 
· HTTP is a protocol that defines how messages are formatted and transmitted, and what actions Web servers and browsers should take in response to various commands. 
· HTTP, is a protocol used to transfer files from a Web server onto a browser in order to view a Web page that is on the Internet. 
· For example, when you enter a URL in your browser, this actually sends an HTTP command to the Web server directing it to fetch and transmit the requested Web page. 
· When http appears in a URL it means that the user is connecting to a web server and not a file server. The files are transferred but not downloaded, therefore not copied into the memory of the receiving device. 
· HTTP is a one way system as files are transported only from the server onto the workstation’s browser. 
· HTTP only transfers the contents of a web page into a browser for viewing. 
File Transfer Protocol (FTP) 
· FTP is an Internet protocol used to download a file from a server using the Internet or to upload a file to a server (e.g., uploading a Web page file to a server). 
· FTP works in the same way as HTTP for transferring Web pages from a server to a user's browser and SMTP for transferring electronic mail across the Internet in that, like these technologies, FTP uses the Internet's TCP/IP protocols to enable data transfer. 
Dynamic Host Configuration Protocol (DHCP) 
· DHCP is a protocol for assigning dynamic IP addresses to devices on a network. 
· With dynamic addressing, a device can have a different IP address every time it connects to the network. In some systems, the device's IP address can even change while it is still connected. 
· DHCP also supports a mixture of static and dynamic IP addresses. 
· Dynamic addressing simplifies network administration because the software keeps track of IP addresses rather than requiring an administrator to manage the task. 
· This means that a new computer can be added to a network without the hassle of manually assigning it a unique IP address. 
Transmission Control Protocol/Internet Protocol (TCP/IP) 
· TCP/IP is the suite of communications protocols used to connect hosts on the Internet. 
TCP/IP uses several protocols, the two main ones being TCP and IP. 
· IP specifies the format of packets, also called datagrams, and the addressing scheme. 
· Transmission Control Protocol (TCP), establishes a virtual connection between a destination and a source. 
· IP by itself is something like the postal system. It allows you to address a package and drop it in the system, but there's no direct link between you and the recipient. TCP/IP, on the other hand, establishes a connection between two hosts so that they can send messages back and forth for a period of time. 
Simple Mail Transfer Protocol (SMTP) 
· SMTP is a protocol for sending e-mail messages between servers. Most e-mail systems that send mail over the Internet use SMTP to send messages from one server to another; the messages can then be retrieved with an e-mail client using either POP or IMAP. 
· In addition, SMTP is generally used to send messages from a mail client to a mail server. This is why you need to specify both the POP or IMAP server and the SMTP server when you configure your e-mail application. 
 
NOTE 
· An email client or mail user agent (MUA), is a computer program used to access and manage a user's email e.g. Microsoft Outlook, Pegasus mail, and Mozilla’s Thunderbird. 
· Webmail is a web application that provides message management, composition, and reception functions e.g. hotmail.com, gmail.com, yahoomail.com, and rediffmail.com 
POP and IMAP 
· Post Office Protocol (POP) is an application-layer standard protocol used by local e-mail clients to retrieve e-mail from a remote server over a TCP/IP connection. 
· POP and IMAP (Internet Message Access Protocol) are the two most prevalent Internet standard protocols for e-mail retrieval. 
Multipurpose Internet Mail Extensions (MIME) 
· MIME is a specification for formatting non-ASCII messages so that they can be sent over the Internet. 
· Many e-mail clients now support MIME, which enables them to send and receive graphics, audio, and video files via the Internet mail system. 
Transmission Control Protocol 
· TCP enables two hosts to establish a connection and exchange streams of data. 
· TCP guarantees delivery of data and also guarantees that packets will be delivered in the same order in which they were sent. 
Uniform Resource Locator 
· URL stands for Uniform Resource Locator. A URL is a formatted text string used by Web browsers, email clients and other software to identify a network resource on the Internet. 
· Network resources are files that can be plain Web pages, other text documents, graphics, or programs. 
 URL strings consist of three parts (substrings): 
1. network protocol 
2. host name or address 
3. file or resource location 
These substrings are separated by special characters as follows: 
protocol :// host / location 
URL Protocol 
· The 'protocol' substring defines a network protocol to be used to access a resource. These strings are short names followed by the three characters '://' (a simple naming convention to denote a protocol definition). 
· Typical URL protocols include http://, ftp://, and mailto://. 
URL Host 
· The 'host' substring identifies a computer or other network device. Hosts come from standard Internet databases such as DNS and can be names or IP addresses. 
· For example, compnetworking.about.com is the host for this Web page. 
URL Location 
· The 'location' substring contains a path to one specific network resource on the host. Resources are normally located in a host directory or folder. 
· For example, /od/internetaccessbestuses/bldef-url.htm is the location of this Web page including two subdirectories and the file name. 
· When the location element is omitted such as in http://compnetworking.about.com/, the URL conventionally points to the root directory of the host and often a home page (like 'index.htm'). 
Absolute vs. Relative URLs 
· Full URLs featuring all three substrings are called absolute URLs. In some cases such as within Web pages, URLs can contain only the one location element. These are called relative URLs. 
· Relative URLs are used for efficiency by Web servers and a few other programs when they already know the correct URL protocol and host. 
Search Engines 
· A search engine is a software program you can use to find Web sites, Web pages, and 
Internet files. 
· To find a Web page or pages, you enter a relevant word or phrase, called search text or keywords, in the search engine’s text box. 
· Many search engines then use a program called a spider to read pages on Web sites and create a list of pages that contain the keywords. 
· Any Web page that is listed as the result of the search is called a hit. Each hit is a link that can be clicked to display the associated Web site or Web page. 
  Web Casting 
· Pull technology is a method of obtaining information that relies on a client such as your computer to request a Web page from a server. 
· On the other hand, Webcasting, also called push technology, is a method of obtaining information in which a server automatically downloads content to your computer at regular intervals or whenever updates are made to the site. 
· Webcasting saves time by delivering information at regular intervals and allows users to view Web content when they are offline, that is, when they are not connected to the Internet. 
[bookmark: _Toc477659153][bookmark: _Toc477817847]Uses of electronic commerce (e-commerce) 
· Electronic commerce (e-commerce) is a financial business transaction that occurs over an electronic network such as the Internet. Today, there are three types of e-commerce. 
· Business to consumer (B-to-C or B2C) e-commerce consists of the sale of goods to the general public. Customers visit an online business through an electronic storefront, which contains descriptions, graphics, and a shopping cart that allows customers to collect their purchases. 
· Consumer to consumer (C-to-C or C2C) e-commerce occurs when one consumer sells directly to another. An online auction is an example of consumer to consumer e-commerce. 
· Business to business (B-to-B or B2B) e-commerce, which is the most prevalent type of ecommerce, takes place between businesses, with businesses typically providing services to other businesses. 
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· A variety of services are used widely on the Internet, including e-mail, FTP, newsgroups and message boards, mailing lists, chat rooms, and instant messaging. 
· E-mail (electronic mail) is the transmission of messages and files via a computer network. You use an e-mail program to create, send, receive, forward, store, print, and delete messages. 
· To receive messages, you need an e-mail address, which is a combination of a username and a domain name that identifies a user. 
· FTP (File Transfer Protocol) is an Internet standard that allows you to upload and download files with other computers on the Internet. An FTP server is a computer that allows you to use FTP to upload files to, and download files from, an FTP site. 
· A newsgroup is an online area in which users conduct written discussions about a particular subject. 
· The computer that stores and distributes newsgroup messages is called a news server. You use a program called a newsreader to access a newsgroup, read previously entered messages (called articles), and add (post) messages of your own. 
· A thread consists of the original article and all subsequent related replies. In a moderated newsgroup, a moderator reviews articles and posts them, if appropriate. 
· A message board is a popular Web-based type of discussion group that does not require a newsreader and typically is easier to use than a newsgroup. 
· A mailing list is a group of e-mail names and addresses given a single name. To add your email name and address to a mailing list you subscribe to it; to remove your name, you unsubscribe. 
· A chat is real-time (meaning everyone involved in the chat is online at the same time) typed conversation that takes place on a computer. A location on an Internet server that permits users to chat is called a chat room. 
· Some chat rooms support voice chats and video chats, where you can hear or see others and they can hear or see you as you chat. 
· A chat client is a program on your computer that allows you to connect to a chat server and start a chat session. 
· Instant messaging (IM) is a real-time Internet communications service that notifies you when one or more people are online and then allows you to exchange messages or join a private chat room. 
Multimedia 
· Multimedia refers to using computer to integrate text, graphics, animations, audio, and video into one application. A graphic is a digital representation of information such as a drawing, a chart, or photograph. 
· Multimedia refers to any application that integrates text with one of the following elements: graphics, sound, video, virtual reality, or other media elements. 
· A graphic is a digital representation of information such as a drawing, chart, or photograph. Two common file formats for graphical images on the Web are JPEG (Joint Photographic Experts Group) and GIF (Graphics Interchange Format), which use compression techniques to reduce the size of graphics files and thus speed downloading. 
· Animation is the appearance of motion created by displaying a series of still images in rapid sequence. One popular type of animation, called an animated GIF, uses computer animation and graphics software to combine several images into a single GIF file. 
· Audio is music, speech, or any other sound. A common format for audio files on the Web is MP3, a popular technology that compresses audio. 
· More advanced Web audio applications use streaming audio, which transfers audio data in a continuous and even flow, allowing users to listen to the sound as it downloads. Video consists of full-motion images that are played back at various speeds. Video files often are quite large in size. 
· The Moving Pictures Experts Group (MPEG) defines a popular video compression standard. Streaming video allows you to view longer or live video images as they are downloaded. 
· Virtual reality (VR) is the use of computers to simulate a real or imagined environment that appears as a three-dimensional (3-D) space. A VR world is an entire 3-D site that contains infinite space and depth. 
World Wide Web (WWW) 
· The World Wide Web is a collection of host computers that deliver documents, graphics and multimedia to users via the Internet. 
· WWW has a body of software, and a set of protocols and conventions. WWW uses hypertext and multimedia techniques to make the web easy for anyone to roam, browse, and contribute to the net. 
 The common protocol used on the WWW is HTTP, i.e. Hyper Text Transfer Protocol. Each host computer on the WWW provides files in any format, such as graphic files, text documents, PowerPoint presentations or audio files. 
Web Browser 
A web browser is a software program that interprets documents that you request from a web server on the WWW. It displays them for you to view. 
Examples of web browsers are: 
	i) Internet Explorer ii) Netscape 
iii) Mozilla Firefox iv) Opera 
	v) Mosaic vi) Pegasus vii) Eudora 


What are the Web pages? 
Web pages are the documents stored on web servers written in a special language called HTML.
What is a Web server? 
A web server is a computer that provides documents and multimedia documents (such as sound or video files) using the HTTP protocol. 
[bookmark: _Toc477659155][bookmark: _Toc477817849]Cloud Computing 
- Cloud computing is the use of computing resources (hardware and software) that are delivered as a service over a network (typically the Internet). Cloud computing entrusts remote services with a user's data, software and computation. 
· In the business model, using cloud computing, users are provided access to application software and databases. The cloud providers manage the infrastructure and platforms on which the applications run. 
· Cloud computing allows a business the potential to reduce IT operational costs by outsourcing hardware and software maintenance and support to the cloud provider. This enables the business to reallocate IT operations costs away from hardware/software spending and personnel expenses, towards meeting other IT goals. 
· In addition, with applications hosted centrally, updates can be released without the need for users to install new software. One drawback of cloud computing is that the users' data are stored on the cloud provider’s server. As a result, there could be unauthorized access to the data. 
· End users access cloud-based applications through a web browser or a light-weight desktop or mobile application while the business software and user's data are stored on servers at a remote location. 
· Cloud computing allows enterprises to get their applications up and running faster, with improved manageability and less maintenance, and enables IT to more rapidly adjust resources to meet fluctuating and unpredictable business demand. 
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(i) E-mail address is a combination of a username and a domain name that identifies a user. 
(ii) A web portal is special-designed Web page at a website which brings information together from diverse sources in a uniform way. 
(iii) Hyperlink: is a word, group of words, or image that you can click on to jump to another document. Is a reference to data that the reader can click to access linked document or web pages. 
(iv) Hypertext: Is the information organized by interconnected documents or web pages by the use of hyperlinks. 
(v) Internet Protocol(IP): is the main communications protocol in the Internet protocol suite for relaying datagrams across network boundaries. 
(vi) A wiki is a web-application which allows people to add, modify, or delete content in collaboration with others. In a typical wiki, text is written using a simplified markup language or a rich-text editor. 
(vii) A blog (a web log) is a discussion or informational site published on the World Wide Web and consisting of several entries ("posts") from different individuals whereby the most recent post appears first. 
(viii) Aggregator refers to a web site or computer software that combines a specific type of information from multiple online sources. 
(ix) Media sharing sites are sites that allow you to upload your photos, videos and audio to a website that can be accessed from anywhere in the world. You can then share that media with the world or just a select group of friends. 
(x) A webmaster is a person responsible for maintaining one or many websites. The duties of the webmaster may include ensuring that the web servers, hardware and software are operating correctly, designing the website, generating and revising web pages, replying to user comments, and examining traffic through the site. 
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Netiquettes, which is short for Internet etiquettes, is the code of acceptable behaviors users should follow while on the Internet. Rules for e-mail, social media, and surfing the web include: 
· Keep messages brief and use proper grammar and spelling. 
· Use your true identity while communicating using any social media  Avoid impersonating other peoples’ identities  Be polite and avoid offensive language. 
· Avoid sending flames (abusive messages) and spam (unsolicited junk mail). 
· Do not use all capital letters, which is the equivalent of SHOUTING!  Use emoticons (such as :) for smile) to express emotion. 
· Use abbreviations (such as BTW for by the way) for popular phrases. 
· Read the FAQ (frequently asked questions) document. 
· Do not assume all material is accurate or up-to-date. 
· Never read someone’s private e-mail. 
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[bookmark: _Toc477659161] APPLICATION SOFTWARE
Application software is a set of one or more programs designed to carry out operations for a specific application. Application software cannot run on itself but is dependent on system software to execute. 
· Examples of application software include MS Word, MS Excel, a console game, a library management system, a spreadsheet system etc. 
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· Word processing is a program that can be used to create, edit, format, store, and print a document that contains text and graphics. A text document is anything that can be keyed in, such as a letter. 
· There are various types of word processing programs: 
i) Microsoft word 
ii) AbiWord 
iii) OpenOffice.Org. Writer 
iv) La Text Edit 
v) LyX 
vi) Corel WordPerfect vii) WordStar viii) Lotus WordPro. 
Basic operations of word processing include: 
i) Creation: Involves entering text or numbers, inserting graphics, and performing other tasks using an input device such as a keyboard and a mouse. 
ii) Editing: Making changes to the document to fix errors or to improve its content, for example deleting a sentence, correcting a misspelled name, copying or moving a paragraph. 
iii) Formatting: To adjust the appearance of the document to make it look appropriate and attractive. E.g. bolding, aligning text, or changing font size. 
iv) Storing (Saving): Is the process of copying a document from the computer memory to a storage medium such as a floppy disk or hard disk. 
v) Printing: Is the producing of the document on paper, using a printer connected to the computer? 
Popular features of word processing: 
i) Word wrap: This feature allows a user to type continuously without pressing the Enter key at the end of the line. ii) Spell Checker: Allows a user to check the spelling errors of the whole document and suggest the corrections. 
iii) Grammar Checker: Reports grammatical errors and suggests ways to correct them. iv) Thesaurus: Suggests the alternative words with same meaning (i.e. synonyms) for use in the document. 
v) Find and Search: Allows a user to locate all occurrences of a particular character, word or phrase existing in a document. 
vi) Mail merge: Create form letters, mailing labels, and envelopes and it is used when letters of the same contents have to be sent to different individuals. 
vii) Automatic page numbering: Numbers the pages automatically in a document. viii) Tables: Allows a user to organize information into rows and columns. 
ix) Multicolumn: Arranges text in two or more columns that look similar to a newspaper or magazine. 
x) Clip art gallery: Allows a user to insert drawings, diagrams, and photographs into a document. 
xi) Template: Allows a user to create documents with pre-defined format. 
xii) Printing: Allows a user to produce a document on paper (Hardcopy) 
Common Editing Features 
1. Inserting feature: This feature helps the user to fix extra information before the rest of the typed work. When text is inserted, the surrounding words automatically move to make room for the inserted text. 
2. Deleting: This feature is used to delete some of the text document. When text is deleted or removed from the document, the surrounding words automatically move to fill in the gaps left by the deleted text. 
3. Cutting: Cutting is the action that makes the original part of the document to be removed from its place to another specified location. The cut document is stored in a temporary memory location called clipboard before it is copied from the clipboard to the new location. 
4. Copying: Copying is the action that duplicate the original part of the document and store it to the temporary memory location called clipboard before it is copied to another part of the document. The original text remains in place. 
5. Pasting: Pasting describes the act of transferring the contents of the clipboard (cut or copied part of document) to the new specified location of the same or another document. 
6. The part of the document can be cut and pasted or copy and pasted. What is the difference between Cut - paste and Copy – paste? 
i) Cut and paste collect and remove part of the document from one location to another without leaving the original text in place. 
ii) Copy and paste duplicate the original part of the document leaving the original in place. 
Formatting 
Formatting involves changing the appearance of a document as suitable as user’s requirement. 
 Formatting can be of several types: 
i. Character formatting: This involves changing the font, font size, or font style of the text. The most common way to emphasize text is to apply boldface, italics or underline character style. 
ii. Paragraph formatting: Involves text alignment, line spacing, indentations, tab settings, and borders. A paragraph can be a single line of text or an entire page, and may be formatted independently from the rest of the document. 
iii. Section formatting: Lets you specify page numbers, headers and footers, for different sections or chapters of the document. 
iv. Document Formatting (Page formatting): specifies the overall `page layout for printing which includes choosing the paper size (letter, legal, A4, A3), page orientation (portrait or landscape) and also involves changing the margins (left, right, top, or bottom). 
Undo and Redo 
i. Undo allows actions that have been performed to be reversed, such that if some text was accidentally deleted or accidentally typed, then the action can be undone. 
ii. Redo performs the actions redoing the undone work by the undo feature. 
 
 Saving 
· This is the process of copying a document from the memory to a storage medium such as floppy disk or hard disk. 
· Any document that has been saved exists as a file, which is a named collection of data, instructions, or information. 
· Each file must be given a unique name if the files are stored in the same folder in the computer. 
Save and Save As 
· The “save” command allows the user to save a new document and give it a file name or to save the changes (edited parts of the document) to your storage medium. 
· The “Save As” allows a user to save the existing document with a new document file name, especially after making some changes. Example, a file named “FILE1” to be Saved As “FILE2”. Printing 
· This is the process of sending a file to a printer to generate output on a medium such as paper. 
· A user can decide to choose either Portrait (horizontal) orientation or Landscape (vertical) orientation. 
· A user can also choose the paper size for the printout. Advantages of word processing over the Typewriter: 
i. Word processing can allow the document to be formatted to look attractive ii. Word processing separate typing and printing where by a document can be typed, saved and printed later while a typewriter perform both typing and printing at the same time. 
iii. Word processing can allow the inclusion of graphics, pictures and other form of data while a typewriter can’t. 
iv. Documents can be reviewed and corrections to be made before the final printing. 
v. Word processing can perform spell and grammar check and subsequently suggests the proper corrections unlike the typewriter. 
Page Orientation 
It’s a layout position in which a rectangular page is oriented for normal viewing. There are two page orientations i.e. Portrait Orientation and Landscape Orientation. 
Portrait orientation 
It is the layout of a page where the height (vertical size) of the page is greater than the width (horizontal size). 
Landscape orientation 
It is the layout of a page where the width of the page is greater than the height 
Print preview 
-It’s a feature in application programs that enables users to have a view in their document the way it would look like if printed. 
-The advantage of print preview is that you can save on wasting papers by not printing unsatisfactory document before previewing it. 
Footer 
It’s is a one or more lines of text that when inserted, automatically appear at the bottom of every page of a document. 
Header 
It’s is a one or more lines of text that when inserted, automatically appear at the top of every page of a document. 
Page break 
It’s a marker in an electronic document that tells the document interpreter that the content which follows is part of a new page. 
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· A spreadsheet is an interactive computer application program for organization and analysis of data in tabular form. It is an electronic worksheet divided into rows and columns that can be used to analyze and present business data. 
· Any spreadsheet program can be used to manipulate (process) financial, statistical, accounts, and even scientific data, provided that users have learnt the necessary functions, or tools suitable for their respective problems. 
Examples of electronic spreadsheets include: 
i. Microsoft Excel 
ii. Lotus 1-2-3 
iii. VisiCalc iv. OpenOffice.org Calc 
 v. Super Cal. 
 
The Uses of Spreadsheet Programs 
Spreadsheet software can be used for various purposes which may include: 
· Creating simple lists and tables of alphabetic or numerical data 
· Creating and manipulating simple (flat-file) databases 
· Establishing relationships between sets of numerical data 
· Applying arithmetic, mathematical or statistical functions to numerical datasets 
· Representing datasets in graphical or chart form 
· Maintaining lists of short items you wish to sort, e.g. vocabulary, categories, instances of phenomena 
· Studying quantifiable information, such as demographics; other sociological statistics; voting patterns; inventories; etc. 
· Managing budgets, e.g. for grant applications and project expenses 
 Characteristics (Features) of Spreadsheet Programs 
· Automatic Recalculation: - Once formulas or functions are entered in the worksheet the recalculation will take place whenever values of table are changed. 
· Searching and Filtering: - It is a tool used to look for a specific type of data e.g. searching for January sales only. 
· Conditional Formatting:- This feature enables one to locate and format only particular set of data in the worksheet based on the set criteria. 
· Pivot Tables:- It is a very powerful tool used to summarize huge amount of data into a small table. 
· Graphing:- It is a tool used to represent numerical data into graphical form enabling the user to quickly observe the trend of particular situation. 
· Sorting:- It is a tool used to sort textual data alphabetically or numerical data ascending or in descending order. 
· Database Lookup:- It can be used to connect to external databases and get values. 
· Macro Language Support:- Allows complicated subroutines and functions to be written i.e. programming. 
· Import/Export Support:- Can be used to load input values from other applications or to save output values. 
Cells and Cell Addresses 
A cell is an intersection of a row and a column. A typical spreadsheet must have row numbers (usually appearing at the left side of the worksheet) and column letters (usually appearing at the top side of the worksheet). 
 
[image: ]Active Cell 
An active cell is the current cell that is ready to accept data input from the user. You must activate the cell (element) that you want to enter the data. 
 
A cell address is the column and row coordinates of a cell. In spreadsheet, we name or make a reference of a cell by reading the position where a column letter does intersect with a row number. 
 
 
 [image: ]The values MN, PQ, RS, and TU are having the cell addresses of A1, B2, C3, and D4 respectively. 
Cell Content 
A cell can contain one of the four types of information. i.e. a label, a value, a formula, or a function. 
A Label provides descriptive information about entries in the spreadsheet. A cell that contains a label cannot be used to perform mathematical calculations. 
A value is an actual number entered into a cell to be used in calculations. Values can also be the result of calculation. 
A Formula is an instruction to the program to calculate a number. A formula generally contains cell addresses and one or more arithmetic operators. Formulas must be entered without spaces between the characters. 
[image: ]A Function in a preprogrammed formula. Two common functions in Excel are =SUM() and =AVERAGE(). 
 Excel Workbook 
A workbook is a collection of worksheets stored in the same file on disk. Workbook can contain several sheets. Besides worksheets, a workbook can include chartsheets, visual basic modules and macro sheets. A worksheet is a tabular sheet organized in rows and columns on a computer, on which problems are worked. 
 
Range of Cells 
A range is a group or block of cells in a worksheet that have been selected or highlighted. When cells have been selected they are surrounded by an outline or border. Spreadsheet program can handle data within a range of cells rather than a single cell.  
[image: ]Possible operations on Grouped Cells 
Possible operations that MS Excel program may handle over the selected group of data include: 
i) Sorting selected data. 
ii) Creating charts. iii) Copy and paste the selected range of cells in a worksheet. iv) Cut and paste the selected range of cells in a worksheet. v) Deleting the selected range of data in a worksheet. 
 vi) Formatting the selected range of cells 
 
Order of Cells 
If cells are to be listed or arranged in their proper ascending order, then, the first cell should be A1, followed by B1, C1, D1, E1, F1 and so on. In other words, you have to arrange all cell addresses in the first row before you move on to the next row. 
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i. List all numbers according to their cell addresses proper order that lie under the following ranges: 
a. B2:B4 c. A3:E3 
b. C5:C2 d. A4,B5,D2,E4 ii. List down all numbers following the order of their addresses within the range of: 
a. B2:C3 c. C2:B3 
b. C3:B2 d. B3:C2 
iii) List down all the numbers following the order of their cell addresses within the range of: 
a. B3:C4, D2:E3 c. C4:D5, F4:E3 
b. B2:B3, C3:D4 d. B2:D4, C3:E5 
Solution 
Part I 
a. B2:B4 – 54, 56, 22 (Note that these numbers are found in one column i.e. B, from B2 up to B4 ) 
b. C5:C2 – 78, 32, 67, 55 (Note that this range is reversed. You start listing your numbers from row 5 to row 2, within column C only. It is therefore wrong for the numbers in the range C5:C2 listed as 55, 67, 32, 78. This can only be possible with the range C2:C5.) 
c. A3:E3 – 66, 56, 67, 45, 11. Note that this range carry numbers in only one row i.e. row 3 but numbers are spread to several columns, A, B, C, D and E. The location of these numbers are A3, B3, C3, D3 and E3. The 3 is the label of the row where these numbers are found. The colon (:) in the range means “UP TO”. This means to have a range A3:E3 means that all the cell addresses from A3 UP TO E3, which are A3, B3, C3, D3 and E3. 
d. A4, B5, D2, E4 – 69, 45, 64, 35 – These numbers are not found within a range of cells. Instead, are found within individual cell addresses. However, the order of listing these numbers, to be precise, should be the same as that of their predetermined cell addresses. 
 
Part II 
a. B2:C3 – 54, 55, 56, 67 – Note that this range starts from column B, row 2. The order of listing numbers within this range should be, first all the numbers in row 2, but only column B up to C (54, 55) and secondly, all the numbers in row 3, but from Column B up to C (56, 67). 
b. C3:B2 – 67, 56, 55, 54. This time the range is reversed. Our journey begins from column C, row 3 to column B, row 2. Row 3 has 67, 56 starting from column C up to B and finally, row 2 has 55, 54. Note that the order here is still C to B. 
c. C2:B3 – 55, 54, 67, 56. You must have seen that this range has its order reversed in columns but row numbers not reversed. The range directs us that we start from row 2, but listing the numbers from column C to B (55, 54) then you go to row 3, but listing the numbers from column C to B (67, 56). 
d. B3:C2 – 56, 67, 54, 55. This order has rows reversed instead. Columns are not reversed. You therefore list your numbers from row 3, starting from column B to C (56, 67) and end up in row 2, starting from column B to C (54, 55). 
 Part III 
a. B3:C4, D2:E3 – 56, 67, 22, 32, 64, 53, 45, 11. Two ranges are involved in this case. 
Numbers start from the first range before you move on to the second range. 
b. B2:B3, C3:D4 – 54, 56, 67, 45, 32, 44. 
c. C4:D5, F4:E3 – 32, 44, 78, 56, 67, 35, 34, 11. Note that the two ranges have a different definitive order. The first is not reversed while the second is reversed. 
d. B2:D4, C3:E5 – 54, 55, 64, 56, 67, 45, 22, 32, 44, 67, 45, 11, 32, 44, 35, 78, 56, 86. Note that the underlined numbers had been listed in the first range. They need to be eliminated to avoid repetition. This is because the first and second ranges do intersect. Figure 1.10 illustrates this intersection. Both ranges surround figures found in the cell addresses C3, D3, C4 and D4 which is the same as the range C3:D4 making it the point of intersection. Therefore, after eliminating the underlined values you will end up with the final list of numbers which includes 54, 55, 64, 56, 67, 45, 22, 32, 44, 11, 35, 78, 56, 86. You will also note that elimination is done in the second range. 
 
Formulas in Spreadsheet (MS – Excel) 
In a formula, you need to tell MS-Excel which items to use and which operations to perform on them. To do so, you use operands and operators. 
Operands 
The operands in a formula specify the data you want to calculate. An operand can be: 
· A constant value you enter in a formula itself (for example, =9*20) or in a cell (for example, =A4*9). 
· A cell address, range address, or range name. 
· A worksheet function. 
 Operators 
MS-Excel uses arithmetic operators, logical operators, reference operators, and one text operator. Table 2-1: 
Arithmetic Operators 
	Operator 
	Explanation 

	+ 
	Addition 

	- 
	Subtraction 

	* 
	Multiplication 

	/ 
	Division 

	% 
	Percentage 

	^ 
	Exponentiation 


 
Table 2-2: Logical Operators 
	Operator 
	Explanation 

	= 
	Equal to 

	<> 
	Not equal to 

	> 
	Greater than 

	< 
	Less than 

	>= 
	Greater than or equal to 

	<= 
	Less than or equal to 


 
Table 2-3: Reference operators 
	Operator 
	Explanation 

	: 
	Range of continuous cells (For example, B5:D10) 

	, 
	The range of non-continuous cells (For example, A1,B4,E5 

	[Space] 
	The cell or range shared by two references. For example, =SUM(B1:B10 A5:D6) adds the contents of the cells B5 and B6, because the cells are at the intersection of the range B1:B10 and A5:D6. 



 Common Spreadsheet Functions 
All functions and formulas must begin with an equal (=) sign. The most common functions include =SUM( ), =AVERAGE( ), =PRODUCT( ), =MAX( ), =MIN( ), =ROUND( ), =IF( ), =MODE( ), MEDIAN( ), STDEV( ), =VAR( ), =COUNT( ), =ROMAN( ), =RANK( ),SQRT( ), etc. 
Cell Reference 
There are basically three types of formula reference in spreadsheet (MS-Excel): 
i) Relative Reference. ii) Absolute Reference. 
 iii) Mixed reference. 
 
Relative Reference 
This is a reference that changes when you copy a formula. For instance, a formula =A2+B2 typed in cell C2 will change when copied to cell C3 to be =A3+B3 and son.  
Absolute Reference 

 
Example: 
=SUM(B5:B8), as shown below, changes to =SUM(C5:C8) when copied across to the next cell. 
 
An absolute reference does not change when you copy a formula. To make a cell reference absolute, type a dollar sign ($) before both column letter and row number (Example: $A$7). The absolute reference is useful in cells that contain constant values or values to be reused in calculation. 
Example: 
In the example below, when calculating commissions for sales staff, you would not want cell B10 to change when copying the formula down. You want both the column and the row to remain the same to refer to that exact cell. By using $B$10 in the formula, neither changes when copied. 
 
  

Mixed Reference 
A cell is mixed reference if a column does not change while the row does change or the column does change while the row does not change when you copy the formula. 
A more complicated example: 
Let's pretend that you need to calculate the prices of items in stock with two different price discounts. Take a look at the worksheet below. 
[image: ] 
Copied Across 
[image: ]Examine the formula in cell E4. By making the first cell reference $C4, you keep the column from changing when copied across, but allow the row to change when copying down to accommodate the prices of the different items going down. By making the last cell reference A$12, you keep the row number from changing when copied down, but allow the column to change and reflect discount B when copied across. Check out the graphics above and the cell results. 
Copied Down 
[image: ] 
Now, you might be thinking, why not just use 10% and 15% in the actual formulas? Wouldn't that be easier? Yes, if you are sure the discount percentages will never change - which is highly unlikely. It's more likely that eventually those percentages will need to be adjusted. By referencing the cells containing 10% and 15% and not the actual numbers, when the percentage changes all you need to do is change the percentage one time in cell A12 and/or B12 instead of rebuilding all of your formulas. Excel would automatically update the discount prices to reflect your discount percentage change. 
Summary of absolute cell reference uses: 
	$A1 
	Allows the row reference to change, but not the column reference. 

	A$1 
	Allows the column reference to change, but not the row reference. 

	$A$1 
	Allows neither the column nor the row reference to change. 


 
Errors in Formulas 
In spreadsheet an error message appears, especially in MS-Excel, when Excel cannot properly calculate the formula. Errors in formulas are often the result of typing mistakes. You can correct an error by editing the cell containing the error. Some of the errors you may encounter are as follows: 
Hash Symbols (##########) 
When the column is too narrow to display the result of the calculation, this type of error occurs. You can correct this type of error by widening your column. 
Example 
[image: ]The cell A5 contains the formula =A1*A2*A3. The result has many digits than the column width can contain. It is also possible that the result can be expressed in standard form. 
 
Divided by zero (DIV/0!) 
This error occurs when the formula attempts to divide a number by zero (0). Any number divided by zero (0) is mathematically impossible. Excel considers a blank cell to contain a value of zero. Example 
[image: ]The cell A5 contains the formula =A1/A2. But A2 does not have any number, which the program treats it as having a zero value. The error message #DIV/0! means that it’s impossible to divide a number by zero. Reference Error (#REF!) 
This error occurs when the formula refers to a cell that is not valid. 
Example 
[image: ]The #REF! error results after a row or a column that has a value referenced by a formula is deleted. For instance, this case had the formula =A1+A2+A3 typed in cell A5. However, row 2 was highlighted and deleted which made the error #REF! to shift to cell A4. 
Name Error (#NAME?) 
This error occurs when the formula contains the function or cell reference Excel does not recognize. 
[image: ]Example 
Cell A5 contains the formula =SUMM(A1:C3). The name of the SUM function was misspelled which resulted to #NAME? error message. You have to correct the spelling mistakes to avoid this error 
 
Value Error (#VALUE!) 
This error occurs when the formula refers to a cell that Excel cannot use in calculation. You can solve this problem by correcting the argument or change the formula. Example 
[image: ]Cell A5 contains the formula =A1+A2+A3. However, cell A3 has a text value January which cannot be used in calculations.Number Error (#NUM!) 
This means that the number specified is not valid for the function or formula. For example, using a power function that can generate a number lager than Excel can handle. Example 
[image: ]Cell A5 contains the formula =A1^456. The number and the exponent are too big that when computed result into a very large number that the MS‐Excel program cannot handle. 
 
 
 
 
 
 
 
#NULL! Error 
[image: ]This error occurs when the specified two ranges have no intersection. Example 
 Cell A7 contains the 
function 
=SUM(A1:B5 C1:D5). The two ranges do not intersect yet the way the function was typed by having a space between the ranges was to tell the 
 Excel program that they do 
 Circular Reference intersect. 
A warning message appears when a formula refers to the cell containing the formula. This is referred to as Circular Reference. 
 
Example 
[image: ] 
Note that in cell A7 is the formula =A1+A2+A3+A4+A5+A6+A7. But this formula adds up to cell A7 where the formula is supposed to be typed causing the error of circular reference. 
Not Applicable (#N/A) 
This error occurs when there is no valid number available to compute the formula. You enter a valid number if necessary to correct this type of error. 
[image: ]Example 
Cell A4 contains the formula =MODE(A1:E2). However, there is no mode value, which resulted to an error of #N/A. You can correct some numbers if necessary to get a mode value. 
[bookmark: _Toc477659164][bookmark: _Toc477817855]Database 
· A “Database” is an organized collection of related data files. 
· Data are unevaluated facts and figures that can’t portray any meaning. 
· The most important non – human asset of a company is its data. 
· Typical data pertains to customers, suppliers, employees, and sales 
· Information is a processed data that can be used for decision making, eg. A report or sorted file. 
· Examples of simple database in our day –to- day life is when we use phone book, looking in a library’s card catalog, or take a file out of a file cabinet. 
· Unfortunately, as the amount of data increases, creating, storing, changing, sorting, and retrieving data become overwhelming tasks. 
Database Management Systems (DBMS) 
· A DBMS is a set of programs that create, manage, protect, and provide access to the data. 
· DBMS organizes data in a way that allows fast and easy access to the data. 
· With a DBMS you can create, modify, store, and retrieve data in a variety of ways. 
Advantages of DBMS 
i. Reduced redundancy: DBMS helps to avoid the same data fields being repeated in different files, such that the information appears just once. ii. Improved data integrity: This means the data is accurate, consistent, and up to date because each updating place is made in only one place. 
iii. Increased user productivity: DBMS is fairly easy to use, so users get their request for information answered without having to resort to technical manipulations. 
iv. Increased security: In DBMS Information can be limited only to authorized users and deny access to people who are not eligible to view the data. 
v. Shared data: Data in files can be shared by different people who are authorized to access that particular information. Types of Database Models: 
i. Hierarchical 
ii. Network 
iii. Relational iv. Object oriented 
Relational Model 
The relational database relates, or connects, data in different files through the use of a key field, or common data element. Good examples of relational database are Paradox and Ms Access. 
Fields, Records, and Files 
In a relational database, a table is called a “relation”. Rows are called a tuples, records, or entities. Columns are called attributes or fields. 
 
	LAST NAME 
	FIRST NAME 
	STREET 
	CITY 
	ZIPCODE 
	STATE 

	AKERS 
	TED 
	4202 Lemon Ave 
	OARLAND 
	94709 
	CA 

	BROWN 
	JOY 
	345 WILLOW RD 
	PALOALTO 
	94025 
	CA 

	CHANDLER 
	SUSAN 
	4572 COLLEGE AVE 
	BERKELEY 
	94705 
	CA 

	JAMES 
	KEN 
	822 YORK ST 
	SAN FRANSISCO 
	94103 
	CA 

	MEAD 
	ANN 
	8 ROCKLYN AVE 
	TIBURON 
	94903 
	CA 

	KELVIN 
	MARY 
	611 ADAMS AVE 
	QUINCY 
	94804 
	CA 


 
· Notice that each box in the table above contains a piece of data, known as a data item. Each column of the table represents a field, or attribute. 
· The specific data items may vary, but each field contains the same type of data, for example, first names or Zip codes. 
· In a given relation there is a fixed number of fields. All the data in any given row is called a record, or tuple. 
· A relation or a table is also called a file. 
· A field is a complete unit of information, e.g Address field. 
· A record is a combination of related fields, e.g. customer’s record, student’s record, etc. - A file is a combination of related records, e.g. customers file. 
[bookmark: _Toc477659165][bookmark: _Toc477817856]Data Types 
Tables in database need to be designed in consideration of type of data to be stored. If a record (a combination of related fields) is to be entered it’s obvious that different fields may have different data types. 
Common data types used in Microsoft Office Access include: 
i) Text – Used for text or combinations of text and numbers, such as addresses, or for numbers that don’t require calculations, such as phone numbers, or postal code. 
ii) Memo – used for lengthy text and numbers, such as notes or descriptions. 
iii) Number – Used for data to be included in mathematical calculations such as number of items. 
iv) Date/Time – Used for only dates and time data format such as Date of birth or purchasing date. 
v) Currency – Used for values with monetary units such as amount in dollars, or amount in pound. 
vi) AutoNumber – Used for unique sequential or random numbers that are automatically inserted when a record is added. 
vii) Yes/No – Used for Boolean values, data that can be only one of two possible values, such as Yes/No, True/False, On/Off. Null values are not allowed. 
viii) OLE Object - Used for OLE objects such as pictures, sounds that was created in other programs using the OLE protocol. 
ix) Hypertext – It is used to store the location of a file on your computer, a local network, or the World Wide Web. 
x) Lookup Wizard – It is a feature that allows the creation of dropdown list of values that can be read from another table. This dropdown list is also known as combo box. 
Queries 
· A “query” is a stored question about the data stored in a database’s table. They underlie most forms and reports, and they allow you to view the data you want, when you want. 
· You use simple “select query” to define the tables and fields whose data you want to view and also to specify the criteria that limits the data the query’s output display. 
 
Working with Simple Criteria 
· You can limit the records that you see in the result of a query by adding criteria to the query. 
· For example, you might want to see just the customers in “Zambia”, or you might want to view just the orders with sales over Sh. 5000000/=. 
· You could also want to view sales that occurred within a specific date range. By using criteria, you could easily accomplish any of these tasks. 
Using an Exact March Query 
An exact march query locates data only when there is an exact match with the criteria that you enter. 
 
Rules for Criteria, Based on Type of Fields 
· Text – After you type text, Access puts quotes around the text entered. 
· Number/Currency – You type the digits, without commas, or dollar signs ($) but with decimals, if applicable. 
· Yes/No – For a “Yes”, you type “Yes” or “True”. For a “No” you type “No” or “False”. 
Creating Criteria Based on Multiple Conditions. 
· This may be time when you want to create a query that contains two or more conditions. You would do this, for example, if you only wanted records in the country of “Zambia” that had sales within a certain date range to appear in the output. 
· The “AND” condition is used to indicate that both of two conditions must be met in order for the row to be included in the resulting record-set. 
· You can use the “AND” condition in the same field or on multiple fields. 
Using the “AND” condition on Multiple Fields 
· By placing criteria for multiple fields on the same line of the query grid, you create an “AND” condition. This means that both conditions must be true in order for the records to appear in the result. 
· An example of “AND” condition on two fields would be State field = “Zam” AND Credit Limit >= 5000. 
Using the “AND” condition in a Single Field. 
· There are only a few situations in which you would use an “AND” condition in a single field. This is because in most situations, using the AND condition in a single field would yield a record-set with no results. 
· For example, the criteria state = “Zam” and State = “Ang” would yield no results because the state cannot be equal to both values at the same time. On the other hand, Hire date >7/1/2001AND Hire date<6/1/2001 would return all employees hired in that range. 
 
Dry Running Queries 
Dry run is an act of testing the instructions of the program using a sheet of paper instead of a computer. 
Examples of Queries 
1. Consider the database table below: 
	AdmNo 
	FirstName 
	Date of Birth 
	Sex 
	Class 
	District 
	FeePaid 

	AD01 
	Apio 
	23/8/2000 
	FEMALE 
	S.2 
	SOROTI 
	600000 

	AD02 
	Nambi 
	11/7/1996 
	FEMALE 
	S.6 
	JINJA 
	400000 

	AD03 
	Mubiru 
	7/12/1995 
	MALE 
	S.6 
	KAMPALA 
	550000 

	AD04 
	Nandu 
	7/8/1999 
	FEMALE 
	S.4 
	JINJA 
	350000 

	AD05 
	Mikago 
	31/1/1998 
	MALE 
	S.5 
	SOROTI 
	670000 

	AD06 
	Omondi 
	22/8/1999 
	MALE 
	S.5 
	JINJA 
	700000 

	AD07 
	Majewa 
	11/6/2001 
	MALE 
	S.1 
	KAMPALA 
	450000 

	AD08 
	Laker 
	6/9/2001 
	FEMALE 
	S.1 
	GULU 
	640000 

	AD09 
	Nabiswa 
	9/9/1999 
	FEMALE 
	S.3 
	KAMPALA 
	430000 

	AD10 
	Kakumba 
	7/11/2002 
	MALE 
	S.1 
	JINJA 
	800000 


 
Use the Dry Run method to display the following queries 
i) District = “JINJA” ii) Class = “S.1” having all the fields included except Date of Birth and District 
iii) Sex = “FEMALE” AND District = “JINJA iv) Class = “S.2” OR District = “KAMPALA 
v) District = “SOROTI” AND District = “JINJA” vi) Sex = “FEMALE” AND FeePaid < 500000 
 vii) FeePaid > 450000 AND FeePaid <= 600000 
 
Answers to Queries 
Displaying these queries using “Dry Run” method we need to write the query before we tabulate the query result as follows: 
 
i) District = “JINJA” 
	AdmNo 
	FirstName 
	Date of Birth 
	Sex 
	Class 
	District 
	FeePaid 

	AD02 
	Nambi 
	11/7/1996 
	FEMALE 
	S.6 
	JINJA 
	400000 

	AD04 
	Nandu 
	7/8/1999 
	FEMALE 
	S.4 
	JINJA 
	350000 

	AD06 
	Omondi 
	22/8/1999 
	MALE 
	S.5 
	JINJA 
	700000 

	AD10 
	Kakumba 
	7/11/2002 
	MALE 
	S.1 
	JINJA 
	800000 


 
The above query result uses simple criteria JINJA, i.e. focusing on only one field and perhaps, using only one criterion. 
Note that only students from JINJA district are shown in the Dry Run method query. 
 
ii) Class = “S.1” having all the fields included except Date of Birth and District 
	AdmNo 
	FirstName 
	Sex 
	Class 
	FeePaid 

	AD07 
	Majewa 
	MALE 
	S.1 
	450000 

	AD08 
	Laker 
	FEMALE 
	S.1 
	640000 

	AD10 
	Kakumba 
	MALE 
	S.1 
	800000 


 
Note that the result of this query excluded Date of Birth and District fields. 
 
iii) Sex = “FEMALE” AND District = “JINJA” 
	AdmNo 
	FirstName 
	Date of Birth 
	Sex 
	Class 
	District 
	FeePaid 

	AD02 
	Nambi 
	11/7/1996 
	FEMALE 
	S.6 
	JINJA 
	400000 

	AD04 
	Nandu 
	7/8/1999 
	FEMALE 
	S.4 
	JINJA 
	350000 


 
Note that the above query uses rather complex criteria for it focuses on two columns. Note also that the use of AND in the two criteria of the query means that a student must be a female and at the same time a student must come from Jinja district in order of her record to be included in the query result. 
iv) Class = “S.2” OR District = “KAMPALA 
	AdmNo 
	FirstName 
	Date of Birth 
	Sex 
	Class 
	District 
	FeePaid 

	AD01 
	Apio 
	23/8/2000 
	FEMALE 
	S.2 
	SOROTI 
	600000 

	AD03 
	Mubiru 
	7/12/1995 
	MALE 
	S.6 
	KAMPALA 
	550000 

	AD07 
	Majewa 
	11/6/2001 
	MALE 
	S.1 
	KAMPALA 
	450000 

	AD09 
	Nabiswa 
	9/9/1999 
	FEMALE 
	S.3 
	KAMPALA 
	430000 


 
Note that the use of OR and the AND have totally different effect in a query. The OR means that in order for a student to be included in the query he/she must be either a S.2 student or must come from KAMPALA district, or both. 
 
v) District = “SOROTI” AND District = “JINJA” 
	AdmNo 
	FirstName 
	Date of Birth 
	Sex 
	Class 
	District 
	FeePaid 

	 
	 
	 
	 
	 
	 
	 


 
Note that the above query has empty result because, logically, you cannot have a scenario where a single District is both SOROTI and JINJA by its names, or a student is from both SOROTI and JINJA districts at the same time. 
vi) Sex = “FEMALE” AND FeePaid < 500000 
	AdmNo 
	FirstName 
	Date of Birth 
	Sex 
	Class 
	District 
	FeePaid 

	AD02 
	Nambi 
	11/7/1996 
	FEMALE 
	S.6 
	JINJA 
	400000 

	AD04 
	Nandu 
	7/8/1999 
	FEMALE 
	S.4 
	JINJA 
	350000 

	AD09 
	Nabiswa 
	9/9/1999 
	FEMALE 
	S.3 
	KAMPALA 
	430000 


 
vii) FeePaid > 450000 AND FeePaid <= 600000 
	AdmNo 
	FirstName 
	Date of Birth 
	Sex 
	Class 
	District 
	FeePaid 

	AD01 
	Apio 
	23/8/2000 
	FEMALE 
	S.2 
	SOROTI 
	600000 

	AD03 
	Mubiru 
	7/12/1995 
	MALE 
	S.6 
	KAMPALA 
	550000 


 
Using Wildcards characters in a Query 
· You can use wildcards to select a record that follows a pattern. However, you can use wildcard characters only in Text and Date/Time fields. 
· You use the “*” to substitute for multiple characters and the “?” to substitute for single characters. 
Examples of Using Wildcards 
	Expression 
	Results 

	Sm?th 
	Finds Smith or Smyth 

	L*ng 
	Find any record that starts with L and ends in th 

	*th 
	Finds any record that ends in th (For example, 158th or Garth) 

	*on* 
	Finds any record that has “on” anywhere in the field 

	*/2000 
	Finds all dates in 2000 

	6/*/2000 
	Finds all dates in June 2000 


 
Using Comparison Operators in a Query 
· Sometimes you want to detect records in a table that fall within a range of values. You can use comparison operators [=, <, >, <=, and >=] to create criteria based on the comparison of the value obtained in a field to a value that you specify in your criteria. 
· Each record is evaluated, and only records that meet the condition are included in the record set. 
e.g. 
	Operator 
	Indicates 
	Example 
	Include records where 

	> 
	Greater than 
	>7500 
	Sales are over 7500 

	>= 
	Greater than or equal to 
	>=7500 
	Sales are 7500 or more 

	< 
	Less than 
	<7500 
	Sales are under 7500 

	<= 
	Less than or equal to 
	<=7500 
	Sales are 7500 or less 

	<> 
	Does not equal 
	<>7500 
	Sales are not 7500 

	Between 
	Range of values 
	Between 5000 and 7500 
	Sales are between 5000 and 7500 


  
Using the “OR” Condition on a Single Field 
· The OR condition states that “either” condition of two conditions should be met in order for the record to appear in the result set. 
· You can use the OR condition on a single field or more than one field. 
Using the OR condition on Multiple Fields 
· An alternative to using the OR condition on a single field is to use the “OR” condition to create criteria on multiple fields. 
· An example would be: “City” equals “Jinja” OR “Contact Title” equals “Sales Agent”. These criteria would return all companies in Jinja, regardless of the Contact Title, and all Sales Agent, regardless of the City. 
	Operator 
	Meaning 
	Example 
	Result of Example 

	And 
	Both conditions must be true. 
	Created by adding criteria on the same line of the query design grid to more 
than one field 
	Finds all records where the conditions in both fields are true. 

	Or 
	Either condition can be true 
	“CA” or “NY” or “UT” 
	Finds all records with the value “CA”, “NY”, or “UT” in the field. 

	Like 
	Compares a string expression to a pattern. 
	Like “Sales*” 
	Finds all records with the value 
“Sales” at the beginning of the field 
(The asterisk is a wildcard character) 

	Between 
	Finds a range of values 
	Between 5 and 10 
	Find all records within the values 510 (inclusive) in the field. 

	In 
	Same as OR 
	In(“CA”,”NY”,”UT”) 
	Finds all records with the value 
“CA”, “NY”, or “UT” in the field. 

	Not 
	Same as <> 
	Not “Sales” 
	Find all records with values other than Sales in the field 

	Is Null 
	Finds Nulls 
	Is Null 
	Finds all records where no data has been entered in the field. 

	Is Not Null 
	Finds all records that are not null 
	Is Not Null 
	Finds all records where data has been entered into the field. 


 
Primary key 
The primary key of a relational table is a column (or combination of columns) that uniquely identifies each record in the table e.g. social security number, account number or admission number, etc. 
Primary keys may consist of a single attribute or multiple attributes in combination. 
 Characteristics of the Primary Key 
i. It cannot allow duplicate (repeated) values in the fields. 
ii. It cannot allow null (empty) values in the fields. 
 
 
Foreign Key 
A Foreign Key is a field in a relational table that matches a primary key of another table. The foreign key can be used to cross-reference tables. 
Foreign key may have duplicate values in a one-to-many relationship but in a one-to-one relationship the foreign key is not supposed to have duplicate values. 
  
Relationships in Database Tables 
A relationship, in databases, is a situation that exists between two relational database tables when one table has a foreign key that references the primary key of the other table. Relationships allow relational databases to split and store data in different tables, while linking disparate data items. 
 
[bookmark: _Toc477659166][bookmark: _Toc477817857]Types of relationships 
There are three types of relationships that can be implemented in your Access database: 
[bookmark: _Toc477659167][bookmark: _Toc477817858]1. One – to – One relationship 
2. One – to – Many relationship 
3. Many – to – Many relationship 
One – to – One Relationship 
In a one-to-one relationship, each row in one database table is linked to one and only one other row in another table. In a one-to-one relationship between Table A and Table B, each row in Table A is linked to another row in Table B. The number of rows in Table A must equal the number of rows in Table B. 
[bookmark: _Toc477659168][bookmark: _Toc477817859]One-to-Many Relationship 
Two tables are related in a one-to-many (1—M) relationship if for every row in the first table, there can be zero, one, or many rows in the second table, but for every row in the second table there is exactly one row in the first table. 
[bookmark: _Toc477659169][bookmark: _Toc477817860]Many-to-Many Relationships 
Two tables are related in a many-to-many (M—M) relationship when for every row in the first table, there can be many rows in the second table, and for every row in the second table, there can be many rows in the first table. 
 
Data Validation 
Data validation is the process of ensuring that a program operates on clean, correct and useful data. It uses routines called "validation rules" that check for correctness, meaningfulness, and security of data that are input to the system. 
 
Validation Methods 
Data can be validated using the following methods: 
Data type checks:- Checks the data type of the input and give an error message if the input data does not match with the chosen data type, e.g., In an input box accepting numeric data, if the letter 'O' was typed instead of the number zero, an error message would appear. 
Format check:- Checks that the data is in a specified format (template), e.g., dates have to be in the format DD/MM/YYYY. 
Presence check:- Checks that important data is actually present and have not been missed out, e.g., customers may be required to have their telephone numbers listed. 
Range check:- Checks that the data lie within a specified range of values, e.g., the month of a person's date of birth should lie between 1 and 12. 
Limit check:- Unlike range checks, data are checked for one limit only, upper OR lower, e.g., data should not be greater than 2 (<=2). 
Spelling and grammar check:- Looks for spelling and grammatical errors. 
Uniqueness check:- Checks that each value is unique. This can be applied to primary key field or fields that do not allow duplication. 
Consistency checks:- Checks fields to ensure data in these fields corresponds, e.g., If Title = "Mr.", then Gender = "M". 
[bookmark: _Toc477659170][bookmark: _Toc477817861]Presentation Software 
· Is a software program used for creating text with graphics, audio, and/or video presentations with visual aids, handouts, and sequence of slides. 
· The purpose of presentation software is to enable someone to impart information to an audience in an interesting and effective way. 
· This is usually done in the form of a visual presentation that the audience views along with a running commentary from the presenter. 
 
· Examples of presentation software program include: 
i. Microsoft PowerPoint ii. Open Office Impress iii. NXPowerLite iv. Apple Keynote 
 v. Adobe Presenter 
 
[bookmark: _Toc477659171][bookmark: _Toc477817862]Common features of presentation software 
· Slides that can contain any mixture of text, images, video, animations, links and sound. 
· Animation effects that allow the various elements on each slide to appear after a certain amount of time or when a presenter presses a button. 
· Slide master – this allows the style (font, font size, background etc) to be set once and then used throughout the presentation. 
· Transitions – this is how the presentation software “moves” the display of one slide to another. Transitions usually include dissolving from one slide to the next or the current slide being moved in some way to show the next slide as though it was underneath. 
· Slide notes – when these are used the presenter will see the current slide and any notes associated with it on his/her display and the audience will see just the slide on another screen or from a projector. 
· Slide Sorter is a window that displays thumbnail versions of all your slides, arranged in horizontal rows. This view is useful to make global changes to several slides at one time. Rearranging or deleting slides is easy to do in Slide Sorter view. 
The good presentation slides should have the following: 
i. Use text enhancements such as bold, italics and underlines to draw attention to particular pieces of text on a slide. 
ii. Choose good text style and large enough so everyone in the audience can read the slides, even if they are some distance away from the screen. 
iii. Ensure that the text can easily be read against the background and clashing colours or colours which are too similar should be avoided or placing text over a background image. 
iv. Ensure not to include too much amount of text in your slides and arrange your summary of text in bullet format. 
v. Use images that match the topic and should not be too many or overlay the text on images - it is very hard to see either clearly. 
vi. Use minimal text animation to hold the attention of the audience. 
 
[bookmark: _Toc477659174][bookmark: _Toc477817863]TOPIC EIGHT 
[bookmark: _Toc477659175][bookmark: _Toc477817864]COMPUTER SYSTEM SECURITY 
· Computer security is security applied to computing devices such as computers and smartphones, as well as computer networks such as private and public networks, including the whole Internet. 
· The purpose is to have digital equipment, information and services to be protected from unintended or unauthorized access, change or destruction. 
· It includes physical security to prevent theft of equipment and information security to protect the data on that equipment. It is sometimes referred to as "cyber security" or "IT security. 
Cybersecurity 
· Cybersecurity is the process of applying security measures to ensure confidentiality, integrity, and availability of data. Cybersecurity assures protection of assets, which includes data, desktops, servers, buildings, and most importantly, humans. 
· The goal of cybersecurity is to protect data both in transit and at rest. Measures put in place to ensure cybersecurity include access control, awareness training, audit and accountability, risk assessment, penetration testing, vulnerability management, and security assessment and authorization. 
Computer Crime 
· Computer crimes are criminal activities, which involve the use of information technology to gain an illegal or an unauthorized access to a computer system with intent of damaging, deleting or altering computer data. 
· Computer crimes also include the activities such as electronic frauds, misuse of devices, identity theft and data as well as system interference. 
· Computer crimes may not necessarily involve damage to physical property. They rather include the manipulation of confidential data and critical information. 
· Computer crimes involve activities of software theft, wherein the privacy of the users is hampered. These criminal activities involve the breach of human and information privacy, as also the theft and illegal alteration of system critical information. 
[bookmark: _Toc477659176][bookmark: _Toc477817865]Types of computer crimes 
Hacking: 
· The act of defeating the security capabilities of a computer system in order to obtain an illegal access to the information stored on the computer system is called hacking. It may involve hacking of IP addresses in order to transact with a false identity, thus remaining anonymous while carrying out the criminal activities. Phishing: 
· Phishing is the act of attempting to acquire sensitive information like usernames, passwords and credit card details by disguising as a trustworthy source. 
· Phishing is carried out through emails or by luring the users to enter personal information through fake websites. 
· Criminals often use websites that have a look and feel of some popular website, which makes the users feel safe to enter their details there. Cyberstalking: 
· It is the use of communication technology, mainly the Internet, to torture other individuals which include activities such as false accusations, transmission of threats and damage to data and equipment. 
· Cyberstalkers often target the users by means of chat rooms, online forums and social networking websites to gather user information and harass the users on the basis of the information gathered. 
· Obscene e-mails, abusive phone calls and other such serious effects of cyberstalking have made it a type of computer crime. 
Identity Theft: 
· This is the fraudulent activity which involves stealing money and obtaining other benefits through the use of a false identity. 
· It is the act of pretending to be someone else by using someone else's identity as one's own. 
· Financial identity theft involves the use of a false identity to obtain goods and services and a commercial identity theft is the using of someone else's business name or credit card details for commercial purposes. 
· Identity cloning is the use of another user's information to pose as a false user. Illegal migration, terrorism and blackmail are often made possible by means of identity theft. 
Backdoors 
· A backdoor is a method of bypassing normal authentication, securing remote access to a computer, obtaining access to plaintext, and so on, while attempting to remain undetected. 
· The backdoor may take the form of an installed program or could be a modification to an existing program or hardware device. 
· A specific form of backdoor is a rootkit, which replaces system binaries and/or hooks into the function calls of an operating system to hide the presence of other programs, users, services and open ports. 
· It may also fake information about disk and memory usage. 
Denial-of-service attack 
· This is an attack designed to render the system unusable. Attackers can deny service to individual victims, such as by deliberately entering a wrong password enough consecutive times to cause the victim account to be locked, or they may overload the capabilities of a machine or network and block all users at once. 
· These types of attacks are, in practice, difficult to prevent, because the behaviour of whole networks needs to be analyzed, not just the behavior of small pieces of code. 
Eavesdropping 
· Eavesdropping is the act of secretly listening to a private conversation, typically between hosts on a network or telephone conversations. 
· For instance, programs such as Carnivore and NarusInsight have been used by the FBI and NSA to eavesdrop on the systems of internet service providers. 
Cyber extortion 
· Cyberextortion is a form of cyber terrorism in which a website, e-mail server, or computer system is subjected to repeated denial of service or other attacks by malicious hackers, who demand money in return for promising to stop the attacks. 
Information disclosure 
· Information disclosure (privacy breach or data leak) describes a situation where information, thought to be secure, is released in an untrusted environment. 
Spoofing 
· Spoofing of user identity describes a situation in which one person or program successfully masquerades as another by falsifying data. 
 
 
Malware: 
· Malware or short for malicious software, is any software used to disrupt computer operation, gather sensitive information, or gain access to private computer systems. 
· Malware is defined by its malicious intent, acting against the requirements of the computer user, and does not include software that causes unintentional harm due to some deficiency. 
· Malwares include computer viruses, worms, trojan horses, ransomware, spyware, adware, scareware, and other malicious programs. Malware is often disguised as, or embedded in, non-malicious files. 
 
Computer Viruses 
· A computer virus is a program that attaches itself to a file, reproduces and spreads from one file to another. 
· A computer virus attaches itself to a program or file enabling it to spread from one computer to another, leaving infections as it travels. 
· Like a human virus, a computer virus can range in severity: some may cause only mildly annoying effects while others can damage your hardware, software or files. 
· Almost all viruses are attached to an executable file, which means the virus may exist on your computer but it actually cannot infect your computer unless you run or open the malicious program. 
· It is important to note that a virus cannot be spread without a human action, (such as running an infected program) to keep it going. 
· Because a virus is spread by human action people will unknowingly continue the spread of a computer virus by sharing infected files or sending emails with viruses as attachments in the email. 
· Computer virus can destroy data, corrupt files, display an irritating message, or does damage to the computer by erasing files. 
 
Types of viruses include: 
i) Boot sector virus which affect floppy and hard drives ii) File virus, usually affects program files. 
 iii) Macro virus. 
 
What Is a Worm? 
· Is a malware that spread from computer to computer, and it has the capability to travel without any human action. 
· A worm is similar to a virus by design and is considered to be a sub-class of a virus, except that a virus does not have a capability to travel without human action. 
· A worm takes advantage of file or information transport features on your system, which is what allows it to travel unaided. 
· The biggest danger with a worm is its capability to replicate itself on your system, so rather than your computer sending out a single worm, it could send out hundreds or thousands of copies of itself, creating a huge devastating effect. 
· One example would be for a worm to send a copy of itself to everyone listed in your e-mail address book. Then, the worm replicates and sends itself out to everyone listed in each of the receiver's address book, and the manifest continues on down the line. 
· Due to the copying nature of a worm and its capability to travel across networks the end result in most cases is that the worm consumes too much system memory (or network bandwidth), causing Web servers, network servers and individual computers to stop responding. 
What Is a Trojan horse? 
· The Trojan horse is a malware which, at first glance will appear to be useful software but will actually do damage once installed or run on your computer. 
· Those on the receiving end of a Trojan Horse are usually tricked into opening them because they appear to be receiving legitimate software or files from a legitimate source. 
· When a Trojan is activated on your computer, the results can vary. Some Trojans are designed to be more annoying than malicious (like changing your desktop, adding silly active desktop icons) or they can cause serious damage by deleting files and destroying information on your system. 
· Trojans are also known to create a backdoor on your computer that gives malicious users access to your system, possibly allowing confidential or personal information to be compromised. 
· Unlike viruses and worms, Trojans do not reproduce by infecting other files nor do they selfreplicate. 
What is Ransomware? 
· Ransomware is a type of malware which restricts access to the computer system that it infects, and demands a ransom paid to the creator(s) of the malware in order for the restriction to be removed. 
· Some forms of ransomware encrypt files on the system's hard drive (cryptoviral extortion), while some may simply lock the system and display messages intended to coax the user into paying. 
What is Scareware? 
· Scareware is a type of malware designed to trick victims into purchasing and downloading useless and potentially dangerous software. 
· Scareware, which generates pop-ups that resemble Windows system messages, usually purports to be antivirus or antispyware software, a firewall application or a registry cleaner. 
What is Adware? 
· The term adware is frequently used to describe a form of malware (malicious software), usually that which presents unwanted advertisements to the user of a computer. The advertisements produced by adware are sometimes in the form of a pop-up. 
What is Spyware? 
· Spyware is software that aids in gathering information about a person or organization without their knowledge and that may send such information to another individual without the consumer's consent, or that claims control over a computer without the consumer's knowledge. 
What Are Blended Threats? 
· A blended threat is a more sophisticated attack that bundles some of the worst aspects of viruses, worms, Trojan horses and other malicious codes into one single threat. 
· Blended threats can use server and Internet vulnerabilities to initiate, then transmit and also spread an attack. 
· Characteristics of blended threats are that they cause harm to the infected system or network, they propagates using multiple methods, the attack can come from multiple points, and also exploit vulnerabilities. 
· Lastly, rather than a specific attack on predetermined .exe files, a blended thread could do multiple malicious acts, like modify your exe files, HTML files and registry keys at the same time, basically it can cause damage within several areas of your network at one time. 
· Blended threats are considered to be the worst risk to security since the inception of most blended threats also requires no human intervention to propagate. How malware (viruses, worms, Trojan horses) spread Computer malware can spread basically into two ways: 
i) Through telephone lines if the computer is connected to the Internet. 
ii) Through sharing diskettes, CDs, flash disks, etc. 
Malware (Virus, worms, Trojan horses) Symptoms i) The computer speed may suddenly reduce ii) Computer may develop an unusual sound effect iii) The computer may reboot unexpectedly. iv) Executable files may start increasing in size eating up memory space. v) You may find difficult in saving files vi) Your saved files may mysterious disappear. vii) Computer may start sending e-mail messages on its own. viii) The computer may display vulgar, embarrassing, or annoying messages 
Anti Virus Software 
Antivirus software is a set of utility programs that looks for and eradicates a wide range of problems, such as viruses, Trojan horses, and worms. 
Examples of Antivirus programs include: 
i) Norton Antivirus ii) Quick Heal Anti Virus Pro iii) McAfee Security Scan Plus iv) Kaspersky v) Virus Cide 
Summary of computer crimes are: 
i) Fraud achieved by the manipulation of computer records. 
ii) Spamming wherever outlawed completely or where regulations controlling it are violated. 
iii) Deliberate circumvention of computer security systems. 
iv) Unauthorized access to or modification of programs (software cracking and hacking) or data. 
v) Intellectual property theft, including software piracy. 
vi) Industrial espionage by means of access to or theft of computer materials. 
vii) Identity theft where this is accomplished by use of fraudulent computer transactions. viii) Writing or spreading computer viruses or worms. 
ix) Salami slicing is the practice of stealing money repeatedly in extremely small quantities. 
x) Denial-of-service attack, where company websites are flooded with service requests and their website is overloaded and either slowed or crashes completely xi) Making and digitally distributing child pornography. 
[bookmark: _Toc477659177][bookmark: _Toc477817866]How to protect Computer Systems 
Cyber criminals always forge new ways to attack computer systems. However, there are several suggested methods that can be used to minimize the cyber crimes: 
i) Data Encryption:- This method is used to alter the information in a form that it cannot be understood or followed by other people during transmission. 
ii) Data Backup:- Users should frequently duplicate (copy) the information to different storage devices such as DVDs, external hard disk to be able to recover their information in case of a disaster. 
iii) Installing Antivirus Program:- Computer programs that attempt to identify, prevent and eliminate computer viruses and other malicious software (malware). 
iv) Installing Firewall:- This serves as a gatekeeper system that protects a company's intranets and other computer networks from intrusion by providing a filter and safe transfer point for access to and from the Internet and other networks. 
v) User ID and Passwords:- This is to restrict access to the computer systems, only allowing authorized users. A password is a secret code that combines characters and numbers that allow a user to access a computer or a network. 
vi) Access rights:- Access rights help to protect the IT system and the data stored on the system by restricting who can do what. Most company networks will be set up so that different users have appropriate levels of access rights. For example a manager of the company will have higher level access right than his subordinate staffs. 
vii) Audit Logs:- Network managers should ensure that their system is able to create an audit log. An audit log will record every important event in an 'audit file such as who logged on to the system at what time and onto which computer, which files were opened, altered, saved or deleted or log events such as attempts to access proxy servers. 
[bookmark: _Toc477659178][bookmark: _Toc477817867]Rules for creating Secure Passwords 
If you're allowed to choose your own password, pick passwords that are hard to guess. Here are some suggestions: 
· Do not use your name or names of your close friends 
· Pick a mix of alphabetic and numeric characters. Never use an all-numeric password (especially your phone number or social security number). 
· Pick long passwords. If your password is only a few letters long, an attacker will find it easy to try all combinations. 
· Pick different passwords for the different machines or network nodes you access. 
 
Intellectual property (IP) 
· Is a legal term that refers to creations of the mind that may include software, music, literature, discoveries and inventions. 
 
What are intellectual property rights? 
· Intellectual property rights are the rights given to persons over the creations of their minds. They usually give the creator an exclusive right over the use of his/her creation for a certain period of time. 
 
· Intellectual property rights include patents, copyright, industrial design rights, trademarks, trade dress, and trade secrets. 
 
Patents 
· A patent grants an inventor the right to exclude others from making, using, selling, offering to sell, and importing an invention for a limited period of time, in exchange for the public disclosure of the invention. 
· An invention is a solution to a specific technological problem, which may be a product or a process. 
Copyright 
· A copyright is the exclusive legal right that prohibits copying of intellectual property without permission of the copyright holder. 
· A copyright gives the creator of original work exclusive rights to it, usually for a limited time. Copyright may apply to a wide range of creative, intellectual, or artistic forms, or "works". Copyright does not cover ideas and information themselves, only the form or manner in which they are expressed. 
Trademarks 
· A trademark is a recognizable sign, design or expression which distinguishes products or services of a particular trader from the similar products or services of other traders. 
Cryptography 
· Cryptography includes techniques such as microdots, merging words with images, and other ways to hide information in storage or transit. 
· It is the process of scrambling plaintext (ordinary text, sometimes referred to as cleartext) into an unreadable format (a process called encryption), then back again (known as decryption). Individuals who practice this field are known as cryptographers. 
· It is a technique used to defend data in transit between systems, reducing the probability that data exchanged between systems can be intercepted or modified. 
· The art of protecting information by transforming it (encrypting it) into an unreadable format, called cipher text. 
· Only those who possess a secret key can decipher (or decrypt) the message into plain text. 
Why Cryptography? 
· As the Internet and other forms of electronic communication become more prevalent, electronic security is becoming increasingly important. 
· Cryptography is used to protect e-mail messages, credit card information, and corporate data. 
· Cryptography systems can be broadly classified into symmetric-key systems that use a single key that both the sender and recipient have, and asymmetric-key systems (publickey systems) that use two keys, a public key known to everyone and a private key that only the recipient of messages uses. 
 
Secret Vs. Public Key 
Secret key cryptography and public key cryptography are the two major cryptographic architectures. 
i) Secret Keys (Symmetric Systems):- Both sender and receiver use the key to encrypt and decrypt. This is the fastest computation method, but getting the secret key to the recipient in the first place is a problem. 
ii) Public Keys (Asymmetric Systems):- Each recipient has a private key that is kept secret and a public key that is published for everyone. 
· The sender is sent the recipient's public key and uses it to encrypt the message. 
· The recipient uses the private key to decrypt the message and never publishes or transmits the private key to anyone. 
· Thus, the private key is never in transit and remains invulnerable. 
[bookmark: _Toc477659179][bookmark: _Toc477817868]Biometrics 
· Biometrics is the identification of a person by the measurement of their biological features. 
· For example, users identifying themselves to a computer or building by their finger print or voice is considered a biometric identification. 
· When compared to a password, this type of system is much more difficult to fake since it is unique to the person. Below is a listing of all known biometric devices. 
[bookmark: _Toc477659180][bookmark: _Toc477817869]Types of biometric devices 
· Face scanner - Biometric face scanners identify a person by taking measurements of a person’s face. For example, the distance between the persons chin, eyes, nose, and mouth. These types of scanners can be very secure assuming they are smart enough to distinguish between a picture of a person and a real person. 
· Hand scanner - Like your finger print, the palm of your hand is also unique to you. A biometric hand scanner will identify the person by the palm of their hand. 
· Finger scanner - Biometric finger scanner identifies the person by their finger print. These can be a secure method of identifying a person, however, cheap and less sophisticated finger print scanners can be duped a number of ways 
· Retina or iris scanner - A biometric retina or iris scanner identifies a person by scanning the iris or retina of their eyes. These scanners are more secure biometric authentication schemes when compared to the other devices because there is no known way to duplicate the retina or iris. 
· Voice scanner - A voice analysis scanner will mathematically break down a person's voice to identify them. These scanners can help improve security but with some less sophisticated scanners can be bypassed using a tape recording. 
[bookmark: _Toc477659181][bookmark: _Toc477817870]Emerging Technologies 
Information and Communications Technology (ICT) is rapidly advancing to more new technologies in every leap of time. Predictions suggest that in future we are likely to have several advanced computer related technologies such as: 
Affective computing 
· Is the study and development of systems and devices that can recognize, interpret, process, and simulate human affects. It is an interdisciplinary field spanning computer science, psychology, and cognitive science. 
· Affect is the experience of feeling or emotion. Affect is a key part of the process of an organism's interaction with stimuli. The word also refers sometimes to affect display, which is "a facial, vocal, or gestural behavior that serves as an indicator of affect" 
 
Ambient Intelligence (AmI) 
· In computing, ambient intelligence refers to electronic environments that are sensitive and responsive to the presence of people. 
· Ambient intelligence is a vision on the future of consumer electronics, telecommunications and computing that was originally developed in the late 1990s for the time frame 2010–2020. 
· In an ambient intelligence world, devices work in concert to support people in carrying out their everyday life activities, tasks and rituals in an easy, natural way using information and intelligence that is hidden in the network connecting these devices. 
· As these devices grow smaller, more connected and more integrated into our environment, the technology disappears into our surroundings until only the user interface remains perceivable by users. 
Artificial intelligence (AI) 
· Is the intelligence exhibited by machines or software. It is an academic field of study which studies the goal of creating intelligence. 
· Major AI researchers and textbooks define this field as "the study and design of intelligent agents", where an intelligent agent is a system that perceives its environment and takes actions that maximize its chances of success. 
 Bioelectronics 
· Is a recently coined term for a field of research that works to establish a synergy between electronics and biology. 
· The emerging field of Bioelectronics seeks to exploit biology in conjunction with electronics in a wider context encompassing, for example, biological fuel cells, bionics and biomaterials for information processing, information storage, electronic components and actuators. 
· A key aspect is the interface between biological materials and micro- and nanoelectronics. 
 
Cloud computing 
· Cloud computing involves deploying groups of remote servers and software networks that allow centralized data storage and online access to computer services or resources. Clouds can be classified as public, private or hybrid. 
· Is a recently evolved computing terminology or metaphor based on utility and consumption of computing resources. Future Internet 
· The Internet is called on to perform increasingly many tasks - from online banking to tsunami monitoring. 
· As wireless and mobile technology advance, users can not only surf the online world - but can also do it on the move, through a plethora of portable devices, including laptops, smart phones and tablets; with an increasing need for high-bandwidth, high-speed broadband that can cope with rich multimedia content. 
· Research projects funded by the European Commission are spearheading future networks which are fast, flexible and ever-responsive to demands from both humans and machines for access to content, apps and services relevant to the context and location of the user. This is how the future internet is evolving: as an internet of services, things and infrastructure. 
· From smart appliances that talk to each other to clothes that monitor our health; from cars that cannot crash to mobile technologies and cloud platforms that run our businesses. 
[bookmark: _Toc477659183][bookmark: _Toc477817871][bookmark: _Toc477659184]TOPIC NINE  SYSTEMS ANALYSIS AND DESIGN 
· Systems Analysis and Design is a six-phase problem solving procedure for examining an information system and improving it. 
· The six phases makeup what is called the Systems Development Life Cycle (SDLC). 
· Conducting Systems Analysis and Design enables one to explain his/her present job, improve personal productivity, and reduce risk of project’s failure. 
· The point of Systems Analysis and Design is to ascertain how a computer and communications system works and then take steps to make it better. 
· The proposal for suggesting analysis and possibly change in an information system may come from users, managers, or technical staff. 
[bookmark: _Toc477659185][bookmark: _Toc477817872]What is a system? 
· A system is a collection of related components that interact to perform a task in order to accomplish a goal. 
· An organization’s computer based information system consists of hardware, software, people, procedures, data, and communications setups. 
· These components of a computer based information system work together to provide management with information for running the organization. 
[bookmark: _Toc477659186][bookmark: _Toc477817873]What is Systems Analysis? 
· Systems analysis is a problem solving technique that decomposes a system into its component pieces for the purpose of the studying how well those component parts work and interact to accomplish their purpose. 
What’s the role of Systems Analyst? 
· A systems analyst is an information specialist who performs systems analysis, design, and implementation. 
· His/her job is to study the information and communications needs of an organization and determine what changes are required to deliver better information to people who need it, when they need it. 
[bookmark: _Toc477659187][bookmark: _Toc477817874]What is Systems Development Life Cycle (SDLC)? 
· Series of stages applied to information system development projects ensuring that all functional and user requirements, strategic goals and objectives are met. 
· There are six major phases in SDLC which include: 
 (i) Preliminary investigation. 
· The systems analyst takes time to study and understand the problems in the current system. 
· The system analyst makes a survey by gathering all the available information needed for the system elements and the allocation of the requirements to the software. 
· The systems analyst conducts preliminary analysis, propose alternative solutions, and describe the costs and benefits of each solution. 
· The system analyst submits a preliminary plan with recommendations. 
  
(ii) Systems analysis. 
· The system analyst studies and understands the nature of the information and the functions of the software which is required for the system. 
· The analyst makes a brief survey of the requirements and tries to analyze the performance of the system which is to be developed. 
· The analyst makes sure that he gets enough information and resources for building the appropriate system. 
(iii) System Design 
· The system analyst makes number of designs of the system on paper or on the computer and sees to it that the rough image made of the system comprises of all the requirements or not. 
· Once this is done, the analyst selects and finalizes a best suited design for the development of the system. 
(iv) System Coding 
· The analyst translates the code or the programs in such a way that they become in machine readable form. 
· The coding step is very time consuming and involves number of rooms for errors. 
(v) System Testing 
· The system analyst tests the software systems and sees to it that it is working as per the expectations or not. 
· The analyst corrects the flaws in the system if any. 
(vi) System Implementation 
· The system analyst converts the hardware, software, and files to the new system and trains the users. 
· The analyst actually gives the system to the customer and expects for a positive feedback. 
(vii) System Maintenance 
· The last stage of the SDLC is that the analyst needs to maintain the system and see to it that it is working within the standards set. 
· He needs to maintain the system by removing the defects or flaws occurred. 
[bookmark: _Toc477659188][bookmark: _Toc477817875]Computer Professionals 
A computer professional might be: 
· A person working in the field of information technology. 
· A person who has undergone training in a computer-related field colleges, universities and computer institutes. 
· A person who has an extensive knowledge in the area of computing. 
[bookmark: _Toc477659189][bookmark: _Toc477817876]Careers in ICT field 
There several possible careers in ICT which may include: 
i) Software engineers are IT professionals that apply the principles of engineering to the design, development, maintenance, testing, and evaluation of the software and systems that make computers or anything containing software work. 
ii) Computer programmer or Software developer is a person who writes computer software. The term computer programmer can refer to a specialist in one area of computer programming or to a generalist who writes code for many kinds of software. 
iii) Systems analyst is an IT professional who specializes in analyzing, designing and implementing information systems. System analysts assess the suitability of information systems in terms of their intended outcomes and liaise with end users, software vendors and programmers in order to achieve these outcomes. 
iv) Database Administrator (DBA) is an IT professional responsible for installation, configuration, upgrade, administration, monitoring, maintenance, and securing of databases in an organization. 
v) Network Administrator is an individual that is responsible for the maintenance of computer hardware and software systems that make up a computer network including the maintenance and monitoring of active data network and related network equipment. 
vi) A data entry clerk (typist), is a member of staff employed to enter or update data into a computer system database, often from paper documents using a keyboard, optical scanner, or data recorder. 
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